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Pārskats
PayPal un mūsu meitasuzņēmumi un saistītie uzņēmumi  (“mēs”, “mūsu”, “mums”, “PayPal”, “PayPal

korporatīvā grupa”) nodrošina šo Privātuma paziņojumu, lai aprakstītu, kā mēs izmantojam jūsu

Personisko informāciju , kad jūs izmantojat savu PayPal kontu(-us), apmeklējat mūsu tīmekļa

vietnes (“Vietnes”), piesakāties vai izmantojat mūsu Pakalpojumus  (ciktāl tas ir pieejams jūsu

jurisdikcijā). Šis Privātuma paziņojums neattiecas uz Izslēgtajiem pakalpojumiem.

Šis Privātuma paziņojums neattiecas uz gadījumiem, kad Personisko informāciju apstrādā

noteiktas trešās personas, piemēram, iestādes, kredītinformācijas biroji, pircēji un citas finanšu

iestādes. Tā vietā trešo personu veikto jūsu Personiskās informācijas apstrādi regulē šo trešo

personu privātuma politikas. Pirms saziņas ar trešo personu iesakām izlasīt tās privātuma

politikas un pārzināt jūsu privātuma tiesības.

Ja dzīvojat noteiktās valstīs, mums ir tiesības apstrādāt jūsu Personisko informāciju citādi, lai

ievērotu piemērojamos privātuma tiesību aktus šajās jurisdikcijās. Atkarībā no jūsu dzīvesvietas

jums var būt arī īpašas privātuma tiesības. Lai palīdzētu jums izprast, kādas tiesības attiecas uz

jums, šajā Privātuma paziņojumā mēs sniedzam jurisdikcijai specifisku informāciju, kas sniedz

vairāk informācijas, ņemot vērā to, ko jūs dzīvojat.

Mēs aicinām jūs izlasīt šo Privātuma paziņojumu un izmantot to, lai palīdzētu jums pieņemt

informētus lēmumus. Daži termini ar lielajiem burtiem, kas nav definēti šajā Privātuma

paziņojumā, ir izskaidroti sadaļā “Definīcijas”.

Mums ir tiesības laiku pa laikam pārskatīt šo Privātuma paziņojumu, lai to pielāgotu izmaiņām

mūsu uzņēmējdarbībā, Vietnēs vai Pakalpojumos vai piemērojamajos tiesību aktos. Ja saskaņā ar

spēkā esošajiem tiesību aktiem par grozīto versiju jāpaziņo, mēs par to paziņosim 30 dienas

iepriekš, publicējot paziņojumu par izmaiņām mūsu tīmekļvietnes lapā “Politikas atjauninājumi”

vai “Privātuma paziņojums”, pretējā gadījumā grozītā Privātuma paziņojuma versija stāsies spēkā

publicēšanas datumā. Ja esat jauns Lietotājs vai saņemat šo Privātuma paziņojumu pirmo reizi un

šī Privātuma paziņojuma saņemšanas brīdī Politikas atjauninājumi vai Privātuma paziņojuma

lapā ir aprakstītas gaidāmas izmaiņas, šādas gaidāmās izmaiņas attieksies uz jums norādītajā

spēkā stāšanās datumā.

Personas, kas nav konta turētāji
Mūsu pakalpojumiem var piekļūt fiziskas personas bez PayPal konta vai profila. Mēs vāksim

Personisko informāciju no jums, pat ja neesat konta turētājs, kad izmantojat mūsu Pakalpojumus,

piemēram, kad izmantojat mūsu maksājumu bez PayPal konta, izmantojat maksājumu

pakalpojumus bez preču zīmes (piemēram, Braintree), izmantojat Fastlane profilu vai kad saņemat
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maksājumu, izmantojot Visa+ pakalpojumu, no PayPal konta turētāja vai maksājumu no

maksātāja, izmantojot Hyperwallet pakalpojumus. Ja maksājat bez PayPal konta, mums ir tiesības

saistīt jūsu darījumu informāciju ar jūsu PayPal kontu, ja vēlāk izveidojat PayPal kontu.

Paziņojums pie kolekcijas

Mūsu vāktās personiskās informācijas kategorijas
Personiskās informācijas kategorijas, ko vācam no jums, tostarp no jūsu mijiedarbības ar

mums un Pakalpojumu lietošanas informāciju.

• Personas identifikatori: piemēram, vārds, uzņēmuma nosaukums, adrese, tālruņa numurs, e-

pasta adrese, IP adrese, ierīces informācija, informācija, kas vākta no sīkfailiem vai citām

izsekošanas tehnoloģijām, valsts izsniegts identifikācijas dokuments, paraksts un cita

informācija, kas nepieciešama, lai izveidotu kontu vai profilu.

• Ieraksti un finanšu informācija: piemēram, personas apliecības numurs, valsts izsniegts

identifikācijas dokuments, konta galvenes informācija, bankas konta un bankas identifikācijas

maršruta numuri, kredītkartes un debetkartes informācija, ienākumi, summa, ko nosūtāt vai

pieprasāt, jūsu maksāšanas līdzeklis, karte, finanšu vai finansēšanas konts saistībā ar

Pakalpojumiem, tostarp izdevēja nosaukums, kartes veids, valsts kods, maksājumu konta

numurs, CVV, lietotājvārds un IBAN informācija.

• Informācija par darījumiem un pieredzi: piemēram, konta atlikumi, darījumu vēsture un

informācija par darījumiem, informācija par tiešsaistes iepirkumu grozu, darījuma ID,

iepirkšanās darbības un preces vai pakalpojumi, kas tiek uzskatīti Partneru un Tirgotāju

vietnēs, piegādes adrese, piegādes iespējas un saistītās izmaksas, kad norēķināties, pirkumu

vēsture, pārdevēja informācija, piemēram, pārdevēja nosaukums, nozare un pasta indekss,

pircēja informācija, pirkuma informācija, kā arī pasūtījumu izsekošana un informācija par

produktu.

• Komerciālā informācija: piemēram, izmaksas summa, maksātāja informācija un izmantoto

Pakalpojumu vēsture.

• Ģeogrāfiskās atrašanās vietas dati: piemēram, globālā pozicionēšanas sistēma (“GPS”), ko

mums ir tiesības vākt ar jūsu piekrišanu, ja jums ir konts finanšu pakalpojumiem, un uz IP

balstīti ģeogrāfiskās atrašanās vietas dati jūsu lietotāja pieredzes laikā, vai pamatojoties uz

jūsu mobilās lietotnes iestatījumiem.

• Interneta vai tīkla darbība: piemēram, mijiedarbība ar mūsu Pakalpojumiem, informācija par

tīmekļa lapu atbildes laiku, lejupielādes kļūdām, datumu un laiku, kad izmantojāt pakalpojumu,

iepirkšanās vēsturi, atrašanās vietas informāciju, piemēram, jūsu IP adrese, statistika par to, kā

lapas tiek ielādētas vai skatītas, tīmekļvietnes, kuras apmeklējāt pirms Vietņu atvēršanas, un

cita lietojuma un pārlūkošanas informācija, kas vākta, izmantojot Sīkfailus.

• Biometriskie dati: piemēram, balss identifikācija, fotoattēla identifikācija vai sejas skenēšana,

ko mums ir tiesības vākt, ja jūs piekrītat lietotāja pieredzei, lai autentificētu jūs noteiktām

darbībām, kas saistītas ar jūsu kontu, tostarp, piemēram, lai verificētu jūsu identitāti, pirms

piekļūstat kontiem un Pakalpojumiem, atgūtu paroles, atjauninātu profila informāciju,

pārvaldītu maksājumus un norēķinu veidus, atceltu konta ierobežojumus, un iniciētu

kriptovalūtas pārskaitījumus.



• Audio, elektroniska, vizuāla vai tamlīdzīga informācija: piemēram, zvanu ieraksti, kad runājat

ar klientu atbalsta dienestu.

• Profesionālā vai nodarbinātības informācija: piemēram, informācija par uzņēmumu, amats, e-

pasta adreses, tālruņa numuri un nodokļu maksātāja ID numuri.

• Importētie kontakti: piemēram, vārds, adrese, tālruņa numurs, attēli, e-pasta adrese vai

lietotājvārdi, kas saistīti ar kontaktiem, ko importējat vai ievadāt manuāli.

• Konta profila informācija: piemēram, lietotājvārds, profila attēls, dzimums vai personas

apraksts, ko pievienojat un kas var ietvert Sensitīvu personisko informāciju. Jūs varat jebkurā

brīdī iestatīt savu profilu kā privātu.

• Informācija, ko jūs sniegsiet, sazinoties ar mums: piemēram, jūsu atbildes uz aptaujām,

ierakstītas sarunas, tērzēšanas sarunas ar mums, e-pasta sarakste ar mums, konta vai profila

statuss, atmaksas vēsture, balss identifikācija, ar ievainojamību saistīta informācija, ko

sniedzat jūs, un informācija par citiem, ja izvēlaties to kopīgot ar mums.

• Izsecinātie dati: Piemēram, dzimums, ienākumi, pārlūkošanas un pirkšanas paradumi,

kredītspēja, krāpšana un riska novērtējums, jūsu preferences un iepirkšanās paradumi, ko mēs

varam izsecināt, pamatojoties uz jūsu darījumiem un mijiedarbību ar mūsu Pakalpojumiem,

reklāmām un piedāvājumiem vai ar mūsu Partneriem un Tirgotājiem.

• Informācija, kas saistīta ar juridiskajām prasībām: piemēram, informācija no ārējiem sankciju

sarakstiem, tostarp vārds, uzvārds, dzimšanas datums, dzimšanas vieta, nodarbošanās un

iemesls, kāpēc persona ir iekļauta attiecīgajos ārējo sankciju sarakstos, saskaņā ar

piemērojamiem tiesību aktiem.

• Aizsargāto klasifikāciju raksturojums: piemēram, vecums vai dzimšanas datums,

valstspiederība, invaliditāte, pilsonība un militārais statuss.

• Sensitīva personiskā informācija: piemēram, sociālās apdrošināšanas un nodokļu maksātāja ID

numurs, valsts izsniegts un cits saistīts identifikācijas dokuments, bankas konta un bankas

identifikācijas maršruta numuri, kredītkartes un debetkartes informācija, finanšu informācija,

biometriskie dati (kā aprakstīts iepriekš) vai precīzi ģeogrāfiskās atrašanās vietas dati atkarībā

no piemērojamiem privātuma tiesību aktiem. Dažās jurisdikcijās (piemēram, saskaņā ar VDAR)

to var saukt arī par “īpašo kategoriju informāciju”.

• Informācija no jūsu ierīces: piemēram, valodas iestatījumi, pārlūkprogrammas ID, ierīces ID,

ierīces veids, sīkfailu preferences, laika josla, operētājsistēma, platforma, ekrāna izšķirtspēja un

tamlīdzīga informācija par jūsu ierīces iestatījumiem, ierīces tīmekļa pārlūkprogrammu un

interneta savienojumu, kā arī dati, kas savākti no sīkfailiem vai citām izsekošanas

tehnoloģijām.

Mums ir tiesības arī iegūt iepriekš minētās Personiskās informācijas kategorijas no šādām

avotu kategorijām:

• Izslēgtie pakalpojumi, tostarp Venmo un PayPal Honey.

• Trešās personas, tostarp pakalpojumu sniedzēji, Partneri un Tirgotāji, maksājumu partneri,

piemēram, maksājumu tīkli un apstrādātāji, kredītinformācijas aģentūras un publiskas un

privātas kredītu datubāzes (“KRA”), valsts iestādes, datu brokeri un finanšu iestādes.

• Saistītie konti, tostarp nefinanšu vai finanšu konti, piemēram, sociālo tīklu konti, pasta konti,



bankas, karšu vai ieguldījumu konti, kurus piekrītat saistīt ar PayPal. Jūs jebkurā laikā varat

atsaistīt savus saistītos kontus. Ja izvēlēsieties sasaistīt šos kontus vai kopīgot šādu

informāciju ar mums, mēs to periodiski vāksim un apstrādāsim, līdz jūs atsaistīsiet kontu.

• Trešo personu lietotne, ko izvēlaties izmantot, tostarp Apple App Store, Google Play veikals vai

sociālo tīklu vietnes.

• Laiku pa laikam PayPal korporatīvās grupas dalībnieki, piemēram, Mūsu kontaktinformācijā

norādīto PayPal uzņēmumu grupa.

• Kad jūs iepērkaties Partneru un Tirgotāju vietnēs, Partneris un Tirgotājs var izpaust Personisko

informāciju PayPal, ko mēs izmantosim saskaņā ar šo Privātuma paziņojumu un attiecīgo

PayPal lietotāja līgumu.

Kā mēs izmantojam Personisko informāciju
Mums ir tiesības apstrādāt jūsu Personisko informāciju dažādu iemeslu dēļ, tostarp, lai sniegtu

mūsu Pakalpojumus, drošības un krāpšanas novēršanas nolūkos un lai nodrošinātu atbilstību

tiesību aktiem. Mēs arī izmantojam Personisko informāciju, lai ļautu jums izpildīt noteiktas

funkcijas, kas jūs varētu interesēt, piemēram, sinhronizēt kontaktu sarakstu ar jūsu kontu,

personalizēt saturu un piedāvājumus, mērķtiecīgu reklāmu vai izveidot savienojumu ar trešās

personas platformu. Dažu šo funkciju iespējošana var tikt piedāvāta ar atteikumu, vai arī tām ir

nepieciešama jūsu piekrišana. Jums ir tiesības atsaukt savu piekrišanu jebkurā laikā, kā aprakstīts

sadaļā “Jūsu tiesības uz datu aizsardzību”.

Mums ir tiesības vākt Personisko informāciju:

• lai sniegtu mūsu Pakalpojumus. Mums ir tiesības izmantot Personisko informāciju, lai palīdzētu

jums nosūtīt, saņemt vai pieprasīt naudu, iniciēt maksājumu, pievienot kontam naudu,

apmaksāt rēķinu, administrēt jūsu pirkumus, parādīt piegādes iespējas un saistītās izmaksas,

kad norēķināties, rādīt jums jūsu profilu, konta un maksājumu informāciju, nosūtīt un saņemt

darījumus un pierādīt, ka tie ir izpildīti, lai novērtētu jūsu kredītspēju saistībā ar mūsu

Pakalpojumiem, apstiprinātu jūsu identitāti (arī izmantojot elektronisko parakstu) un jūsu

kontaktinformāciju, lai autentificētu jūsu piekļuvi jūsu kontam vai profilam un apstiprinātu, ka

jūsu konts vai profils un finanšu informācija ir precīza un atjaunināta.

◦ Attiecībā uz Visa+ mēs saņemsim saņēmēja vārdu un maksājumu informāciju no Visa un

trešo personu Visa+ iesaistītajiem digitālajiem makiem, lai apstrādātu un saskaņotu Visa+

maksājumu darījumus starp iesaistītajiem digitālajiem makiem un PayPal.

◦ Ja jūs izmantojat Fastlane profilu, mums ir tiesības jūs atpazīt kā Fastlane lietotāju, kad

iepērkaties iesaistīto Partneru un Tirgotāju vietnēs, un mums ir tiesības mudināt jūs

iesaistīties iesaistīto Partneru vai Tirgotāju mijiedarbībā, piemēram, reģistrēties veikala vai

lojalitātes kontam, izmantojot savu Fastlane profilu. Mēs arī izmantosim jūsu Personisko

informāciju un informāciju par norēķinu veidiem, lai noteiktu, vai jūs esat autorizējis

maksājumu, ko veicat pie iesaistītā Partnera vai Tirgotāja, un, visticamāk, to veiksmīgi

autorizēsiet ar norēķinu veidu, ko izvēlēsieties izmantot, veicot pirkumu, izmantojot

informāciju no Fastlane profila.



• Nodrošināt kvītis saistībā ar PayPal tirdzniecības vietas (iepriekš Zettle by PayPal)

pakalpojumiem. Pircējiem, kuri izmanto mūsu PayPal tirdzniecības vietas pakalpojumus

(tostarp Venmo Tap to Pay), jūs varat izvēlēties norādīt mums savu kontaktinformāciju, lai

mēs varētu jums nosūtīt digitālās kvītis. Ja jūs norādāt savu e-pasta adresi vai mobilā tālruņa

numuru Partnerim vai Tirgotājam, kas izmanto PayPal tirdzniecības vietu, mums ir tiesības

atcerēties jūsu informāciju nākamajai reizei, kad kaut ko iegādāsieties no Tirgotāja, kurš

izmanto PayPal tirdzniecības vietu savā fiziskajā veikalā, ja izmantosiet to pašu maksājumu

karti. Tas ir neatkarīgi no tā, vai jūs iepriekš esat kaut ko iegādājies no šī Tirgotāja vai ne. Tas

nozīmē, ka nākamajā reizē, kad iegādāsieties kaut ko no Tirgotāja, kurš izmanto PayPal

tirdzniecības vietu savā fiziskajā veikalā, jūsu ērtībai kvīts būs iepriekš aizpildīta.

• Pārvaldīt, analizēt un uzlabot mūsu Pakalpojumus. Mums ir tiesības izmantot Personisko

informāciju, lai izstrādātu jaunus produktus un funkcijas, administrētu mūsu Pakalpojumus,

veicinātu Pakalpojumu drošumu un drošību klientu analīzes un iekšējo darbību (piemēram,

problēmu novēršanu) un procedūru, datu analīzes, testēšanas, izpētes un statistikas nolūkiem.

Mums ir arī tiesības izmantot jūsu darījumu un pieredzes datus apkopotā veidā, lai ģenerētu

uzņēmuma ieskatus. Mums ir tiesības kopīgot šos ieskatus ar trešajām personām, piemēram,

mūsu Partneriem un Tirgotājiem, lai palīdzētu uzlabot to produktus un pakalpojumus.

• MI un automatizēta lēmumu pieņemšana. Mums ir tiesības izmantot Personisko informāciju, lai

apmācītu mūsu mākslīgā intelekta (MI) modeļus, kas nodrošina mūsu Pakalpojumu darbību un

palīdz mums sniegt drošākus, efektīvākus un personalizētākus pakalpojumus. PayPal izmanto

arī Automatizētu lēmumu pieņemšanu, lai nodrošinātu savus produktus un pakalpojumus,

veiktu riska analīzi, krāpšanas novēršanu un riska pārvaldību, lai aizsargātu mūsu klientus un

uzņēmumu, tostarp lai novērstu krāpšanu pret mūsu Partneriem un Tirgotājiem un

stratēģiskiem uzņēmumiem. Lai uzzinātu vairāk, skatiet sadaļu MI un automatizēta lēmumu

pieņemšana .

• Pārvaldīt jūsu kredītspēju. Saskaņā ar piemērojamiem tiesību aktiem mēs izmantosim jūsu

Personisko informāciju un apmainīsimies ar to ar CRA, lai novērtētu jūsu kredītspēju un

piemērotību produktiem, pārbaudītu jūsu identitāti, izsekotu un atgūtu parādus un novērstu

krāpšanu un noziedzīgas darbības. Šo informāciju CRA var nodot citām organizācijām, lai veiktu

līdzīgas pārbaudes un izsekotu jūsu atrašanās vietu un atgūtu neatmaksātos parādus.

• Saistītu informāciju par jums. Ja izmantojat mūsu Pakalpojumus bez PayPal konta, mums ir

tiesības saistīt šādus darījumus ar jūsu PayPal kontu, ja vēlāk izveidosiet kontu. Ja izmantojat

kādu no šiem pakalpojumiem — Fastlane, Venmo un PayPal Honey —, mums ir tiesības saistīt

informāciju par jūsu darījumiem un pieredzi, izmantojot šos Pakalpojumus, lai personalizētu

saturu un piedāvājumus un uzlabotu PayPal Pakalpojumu lietošanu.

• Reklamēt mūsu Pakalpojumus. Mums ir tiesības izmantot Personisko informāciju, lai sniegtu

jums informāciju, jaunumus un reklamētu mūsu Pakalpojumus, tostarp, ja mēs sadarbojamies

ar citiem, lai piedāvātu līdzīgus pakalpojumus tirgum, informāciju par mūsu Partneriem un

Tirgotājiem. Mēs izmantojam Personisko informāciju, tostarp, kad saistām informāciju par

jums, lai labāk izprastu un ņemtu vērā jūsu intereses.

• Konkursi, piedāvājumi un pasākumi. Mums ir tiesības izmantot Personisko informāciju, lai

veicinātu jūsu līdzdalību konkursos, piedāvājumos un pasākumos.



• Saziņa ar jums. Mums ir tiesības izmantot Personisko informāciju, lai sazinātos ar jums,

piemēram, atbildētu uz jautājumu, ko nosūtījāt mūsu klientu atbalsta dienesta komandai.

• Nodrošināt atbilstību tiesību aktiem un riska uzraudzību. Mums ir tiesības izmantot Personisko

informāciju, lai nodrošinātu atbilstību piemērojamiem tiesību aktiem un noteikumiem (tostarp

nelikumīgi iegūtu līdzekļu legalizācijas novēršanas (“NILL”), grāmatvedības tiesību aktus un

noteikumus, ko izdevušas mūsu izraudzītās bankas un attiecīgie karšu tīkli, kā arī “pazīsti savu

klientu” (“KYC” vajadzībām), izpildītu mūsu līgumus ar jums un citām personām, kas izmanto

mūsu Pakalpojumus, īstenotu vai aizstāvētu likumīgas prasības vai piedziņas procedūru. Tāpat

mēs veicam sankciju pārbaudi, ziņojam nodokļu iestādēm, policijai, citām tiesībaizsardzības

iestādēm un uzraudzības iestādēm, kad piemērojamie tiesību akti to tieši nepieprasa, taču mēs

labticīgi uzskatām, ka informācijas kopīgošana ir nepieciešama, lai ievērotu piemērojamos

tiesību aktus. Turklāt mēs nodrošināsim finanšu riska pārvaldību, piemēram, kredītspējas un

kvalitātes pārvaldību, novērtēsim produkta piemērotību, pārbaudīsim jūsu identitāti, izsekosim

un atgūsim parādus, novērsīsim noziedzīgas darbības, krāpšanu un mazināsim apdrošināšanas

riskus un atbalstīsim atbilstību kapitāla pietiekamības prasībām saskaņā ar piemērojamiem

tiesību aktiem.

• Informācijas apstrāde par jūsu kontaktiem. Mums ir tiesības izmantot Personisko informāciju,

lai jums būtu viegli atrast un saistīt kontaktus, uzlabot maksājumu precizitāti un ieteikt saziņu

ar cilvēkiem, kurus jūs, iespējams, pazīstat. Sniedzot mums informāciju par saviem kontaktiem,

jūs apliecināt, ka jums ir atļauja sniegt šo informāciju PayPal šajā Privātuma paziņojumā

aprakstītajiem nolūkiem.

• Konta savienojuma izveide starp jūsu kontu un trešās personas kontu vai platformu. Mums ir

tiesības izmantot Personisko informāciju, lai izveidotu savienojumu ar trešās personas kontu,

piemēram, jūsu sociālā tīkla kontu, lai atvieglotu maksājumu darījumus, vai finanšu iestādi, kad

jūs saistāt kontu ar PayPal vai saistāt savu PayPal kontu ar citu finanšu iestādi, tieši vai

izmantojot starpniekuzņēmumu.

• Lokāli atbilstošu opciju nosūtīšanai un drošības nolūkos. Ja piekrītat ļaut mums izsekot precīzu

jūsu ģeogrāfisko atrašanās vietu, mēs varam pielāgot savus Pakalpojumus, personalizējot

valodu un saturu, piemēram, nodrošinot ar atrašanās vietu saistītas opcijas, funkcionalitāti vai

piedāvājumus, reklāmas un meklēšanas rezultātus. Pat ja jūs to neļaujat mums izsekot precīzu

jūsu atrašanās vietu, mums joprojām ir tiesības izmantot jūsu adresi, lai nosūtītu jums uz

atrašanās vietu balstītas opcijas, ko ieteikuši uzņēmumi, kas atrodas jūsu adreses tuvumā.

Turklāt mēs izmantosim precīzu ģeogrāfisko atrašanās vietu, lai uzlabotu Vietņu un

Pakalpojumu drošību. Mēs vācam precīzus ģeogrāfiskās atrašanās vietas datus no Lietotājiem,

kamēr viņi ir pieteikušies savā finanšu kontā.

• Jūsu pieredzes personalizēšana un produktu ieteikumu izstrāde. Mums ir tiesības izmantot

Personisko informāciju, lai sniegtu jums piedāvājumus un atlīdzības, rādītu reklāmas vai citādi

personalizētu jūsu pieredzi, piemēram, izmantotu ieskatus no pirkumiem un citas uzvedības

mūsu un mūsu partneru vai tirgotāju tīmekļa vietnēs vai lietotnēs, lai izstrādātu ieteikumus par

produktiem, zīmoliem, izmēriem, preferencēm un stiliem, ko mēs nodrošinām saviem

Partneriem un Tirgotājiem, lai viņi varētu jums ieteikt atbilstošus produktus.

• Jūsu preferenču atcerēšanās. Mums ir tiesības atcerēties jūsu preferences nākamajā reizē, kad



izmantosiet Pakalpojumus, piemēram, kurus norēķinu veidus vēlaties izmantot un to, vai

norēķinoties izvēlēsieties saņemt digitālās kvītis pa e-pastu vai īsziņā.

• Tīmekļa vietnes sīkfaili un izsekotāji. Kad izmantojat Pakalpojumus, kā arī citas trešo personu

vietnes un pakalpojumus, mums ir tiesības izmantot izsekošanas tehnoloģijas, piemēram,

sīkfailus. Lai iegūtu plašāku informāciju, skatiet sadaļuKā mēs izmantojam sīkfailus un

izsekošanas tehnoloģijas .

Ņemiet vērā, ka atsevišķās jurisdikcijās ir nepieciešams nodrošināt likumīgu Personiskās

informācijas apstrādes pamatu. Skatiet sadaļu Likumīgais Personiskās informācijas apstrādes

pamats , lai iegūtu papildu informāciju par mūsu likumīgo pamatu Personiskās informācijas

apstrādei saskaņā ar ES un Apvienotās Karalistes Vispārīgo datu aizsardzības regulu. Mēs

izmantojam tos pašus likumīgos pamatus apstrādei saskaņā ar citiem privātuma tiesību aktiem,

kuriem ir līdzvērtīgas prasības.

Kad un kā mēs kopīgojam Personisko informāciju ar citiem
Mēs izpaužam jūsu Personisko informāciju pakalpojumu sniedzējiem un trešajām personām,

tostarp tām, kas piedalās maksājumu tīklā, lai palīdzētu mums sniegt Pakalpojumus, aizsargāt

mūsu klientus pret risku un krāpšanu, reklamēt mūsu produktus un izpildīt juridiskās saistības.

Mums ir tiesības izmantot un izpaust jūsu Sensitīvo personisko informāciju, ja tas ir atļauts, lai

veiktu likumīgas uzņēmējdarbības darbības, un kā to atļauj tiesību akti (piemēram, ar piekrišanu

vai noteiktiem nolūkiem, kuriem nav nepieciešams piedāvāt tiesības ierobežot Sensitīvas

personiskās informācijas izmantošanu un izpaušanu).

Mums ir tiesības izpaust Personisko informāciju šādām pakalpojumu sniedzēju

kategorijām:

• Pakalpojumu sniedzēji. Mums ir tiesības izpaust Personisko informāciju saviem pakalpojumu

sniedzējiem, kas darbojas pēc mūsu norādījumiem un mūsu vārdā, lai sniegtu pakalpojumus,

kurus mēs no viņiem iegādājamies kā ārpakalpojumus, piemēram, MI pakalpojumu sniedzēji,

krāpšanas novēršana, rēķinu iekasēšana, nosūtīšana, maksājumu apstrāde, mārketings, izpēte,

atbilstība, revīzijas, korporatīvā pārvaldība, komunikācija, tehniskie un/vai dizaina

pakalpojumi, IT izstrāde, uzturēšana, mitināšana un atbalsts klientu apkalpošanas darbībām.

Mūsu līgumos ir noteikts, ka šie pakalpojumu sniedzēji drīkst izmantot jūsu informāciju vienīgi

saistībā ar pakalpojumiem, ko tie sniedz mums, nevis savā labā. Saskaņā ar piemērojamiem

datu aizsardzības tiesību aktiem atkarībā no valsts/reģiona, kurā dzīvojat, jūs varat atrast šo

trešo personu pakalpojumu sniedzēju saites , tostarp izpaušanas nolūku, izpaustās informācijas

veidus utt.

Mums ir tiesības arī izpaust Personisko informāciju šādām trešo personu kategorijām:

• PayPal korporatīvās grupas dalībnieki, piemēram, PayPal uzņēmumu grupa, kas norādīti

Mūsu kontaktinformācijā, tādiem mērķiem kā (bet ne tikai) jūsu pieprasīto vai pilnvaroto

Pakalpojumu sniegšana, riska pārvaldība, palīdzība mums atklāt un novērst potenciāli

nelikumīgas un krāpnieciskas darbības un citus mūsu politiku un līgumu pārkāpumus, un

palīdzēt mums pārvaldīt PayPal produktu, pakalpojumu un saziņas pieejamību un

https://www.paypal.com/kr/legalhub/row-third-parties-list
https://www.paypal.com/kr/legalhub/row-third-parties-list


savienojamību.

• Izslēgtie pakalpojumi. Mums ir tiesības izpaust Personisko informāciju Izslēgtajiem

pakalpojumiem (kā definēts tālāk), tostarp Venmo, lai sniegtu jums Pakalpojumus,

personalizētu Pakalpojumu lietošanu un pārvaldītu mūsu uzņēmējdarbību, vai PayPal Honey, lai

pārvaldītu mūsu Rewards programmu.

• Iestādes. Mums ir tiesības izpaust Personisko informāciju iestādēm, ja to paredz tiesas

pavēste, tiesas rīkojums vai tamlīdzīga juridiska procedūra, ja tas ir nepieciešams, lai ievērotu

tiesību aktus, vai ja Personiskās informācijas izpaušana ir pamatoti nepieciešama, lai novērstu

fizisku kaitējumu vai finanšu zaudējumus, lai ziņotu par aizdomām par nelikumīgām darbībām

vai izmeklētu attiecīgā līguma pārkāpumus, vai citādi saskaņā ar tiesību aktiem. Šādas iestādes

ir tiesas, valdības, tiesībaizsardzības iestādes un regulatori. Mums var būt pienākums sniegt

citām trešajām personām informāciju par to, kā jūs izmantojat mūsu Pakalpojumus, piemēram,

lai ievērotu karšu piesaistes noteikumus, izmeklētu vai īstenotu mūsu lietotāja līguma

pārkāpumus vai novērstu fizisku kaitējumu vai nelikumīgas darbības.

• Citas finanšu iestādes. Mums ir tiesības izpaust Personisko informāciju finanšu iestādēm, lai

kopīgi piedāvātu produktu, piemēram, PayPal kredītu, PayPal krājkontu, PayPal Cashback

Mastercard un PayPal Extra Mastercard.

• Maksājumu tīkli un apstrādātāji. Mums ir tiesības izpaust Personisko informāciju maksājumu

tīkliem un apstrādātājiem, lai atvieglotu maksājumu apstrādi vai pievienotu kartes jūsu

elektroniskajam makam. Attiecībā uz maksājumu darījumiem jūsu Personiskā informācija tiks

kopīgota ar iesaistītā Partnera un Tirgotāja maksājumu pakalpojumu sniedzēju, lai varētu

apstrādāt maksājuma darījumu. Partnera un Tirgotāja norēķinu nodrošinātājs var būt PayPal

vai trešās personas maksājumu pakalpojumu sniedzējs.

• Krāpšanas novēršanas un identitātes pārbaudes aģentūras. Mums ir tiesības izpaust

Personisko informāciju krāpšanas novēršanas un identitātes pārbaudes aģentūrām un citiem

uzņēmumiem dažādās nozarēs, lai palīdzētu atklāt darbības, kas liecina par krāpšanu.

• Kredītinformācijas un parādu piedziņas aģentūras. Mums ir tiesības izpaust Personisko

informāciju šādām aģentūrām, lai iekasētu nesamaksātus nokavētos parādus, izmantojot trešo

personu, piemēram, parādu piedziņas aģentūru. Ņemiet vērā, ka šo pušu privātuma paziņojumi

attiecas uz tās Personiskās informācijas apstrādi, ko jūs ar tām kopīgojat, un šīs puses var ziņot

par jūsu neapmaksātajiem parādiem CRA, kas var ietekmēt jūsu kredītspēju vai spēju turpmāk

iegūt kredītu.

• Citi PayPal kontu turētājiem, lai pabeigtu darījumu. Ja nepieciešams, mums ir tiesības

izpaust Personisku informāciju citiem PayPal kontu turētājiem, lai pabeigtu maksājumu

darījumu. Tas attiecas arī uz gadījumiem, kad mijiedarbojaties ar mūsu reklāmām vai

piedāvājumiem, kas saistīti ar kādu no mūsu Partneriem un Tirgotājiem. Personiskā

informācija, kas var tikt kopīgota ar citiem PayPal kontu īpašniekiem, ietver jūsu lietotājvārdu,

profila fotoattēlu, vārdu un uzvārdu, e-pasta adresi, pilsētu un tālruņa numuru saskaņā ar jūsu

konta iestatījumiem.

• Citi lietotāji atbilstoši jūsu konta iestatījumiem. Saskaņā ar jūsu konta iestatījumiem  vai

PayPal.Me preferencēm jūsu Personisko informāciju var skatīt citi kontu turētāji (piemēram,

Venmo vai trešo personu maksājumu tīklu un apstrādātāju lietotāji), lai nodrošinātu darījumu.

https://www.paypal.com/us/myaccount/privacy/profiles/search
https://www.paypal.com/us/myaccount/privacy/profiles/search


Piemēram, naudas nosūtīšanas funkcijas ietvaros Lietotājs var meklēt jūsu kontu, lai iniciētu

maksājumu. Pamatojoties uz jūsu konta iestatījumiem, citiem lietotājiem parādītā informācija

var ietvert jūsu lietotājvārdu, profila fotoattēlu, vārdu un uzvārdu, e-pasta adresi, tālruņa

numuru, pilsētu un štatu, PayPal konta izveides mēnesi un gadu, kā arī jebkādu papildu

informāciju, ko iekļaujat konta informācijā vai sadaļā “Par jums”.

• Citi lietotāji, ja jums ir uzņēmuma profils. Ja jums ir uzņēmuma profils, mēs parādīsim

maksājuma saiti un izpaudīsim noteiktu informāciju par jums citiem Lietotājiem, tostarp jūsu

vārdu vai uzņēmuma nosaukumu, profila attēlu vai logotipu un pilsētu, kas saistīta ar jūsu

PayPal kontu, kā arī kopējo pārdošanas laiku pie mums, kopējo sekotāju skaitu un kopējo

unikālo Lietotāju skaitu, kas jums samaksājuši pagājušajā gadā. Ja jums ir uzņēmuma profils,

varat izvēlēties parādīt citiem Lietotājiem citu informāciju, piemēram, adresi, tālruņa numuru,

e-pasta adresi un tīmekļa vietni, saskaņā ar sava uzņēmuma profila iestatījumiem.

• Jūsu aģents vai juridiskais pārstāvis. Mums ir tiesības izpaust Personisko informāciju jūsu

aģentam vai juridiskajam pārstāvim (piemēram, personai, kuru esat iecēlis par savu

pilnvarnieku vai kura ir iecelta par jūsu aizbildni).

• Saistītie konti. Ja izvēlaties saistīt savu PayPal kontu ar trešās personas kontu, mums ir

tiesības izpaust Personisko informāciju trešajām personu, kas nodrošina šo saistīšanu.

• Partneri un Tirgotāji, to pakalpojumu sniedzēji un citas darījumā iesaistītās personas.

Mums ir tiesības izpaust Personisko informāciju šīm darījumā iesaistītajām pusēm, piemēram,

jūsu lietotājvārdu, adresi, tālruņa numuru, e-pasta adresi, lai iespējotu darījumā iekļauto preču

iegādi un piegādi. Piemēram, ja izmantojat Pakalpojumus, lai iniciētu pirkumus tiešsaistē,

saglabātu maksājumu informāciju ar Fastlane, samaksātu citiem Lietotājiem, izmantojot

Pakalpojumus, samaksātu saņēmējiem, izmantojot Visa+, atgrieztu preces vai kad piedalāties

darījumos maksājumu tīklā, mums ir tiesības izpaust informāciju par jums un jūsu kontu vai

Fastlane profilu ar citām pusēm (vai to pakalpojumu sniedzējiem), kas iesaistītas jūsu darījumu

apstrādē. Ja izvēlaties mijiedarboties ar iesaistītajiem Partneriem vai Tirgotājiem, jūs piekrītat

ļaut PayPal izpaust jūsu profila informāciju iesaistītajiem Partneriem, Tirgotājiem un to

pakalpojumu sniedzējiem, lai nodrošinātu jūsu darījumu un iepirkšanās pieredzi iesaistīto

Partneru un Tirgotāju vietnēs. Tas attiecas arī uz gadījumiem, kad mijiedarbojaties ar mūsu

reklāmām vai piedāvājumiem, kas saistīti ar kādu no mūsu Partneriem un Tirgotājiem. Ņemiet

vērā, ka, tiklīdz Personiskā informācija tiek kopīgota ar darījumā iesaistītajiem Partneriem un

Tirgotājiem (vai to pakalpojumu sniedzējiem), uz to, kā Partneri un Tirgotāji (vai to

pakalpojumu sniedzējs) apstrādā jūsu Personisko informāciju, attiecas šo Partneru un Tirgotāju

privātuma politikas un procedūras.

◦ Mums ir tiesības arī izpaust Personisko informāciju Partneriem un Tirgotājiem, lai viņi

varētu izmantot mūsu Pakalpojumus jūsu darījumu nodrošināšanai. Piemēram, kad

apmeklējat iesaistīto Partneru un Tirgotāju vietni vai lietotni, Partneri un Tirgotāji var

pārbaudīt, vai esat PayPal pakalpojumu lietotājs, un parādīt jums ieteicamo norēķinu veidu,

lai vienkāršotu norēķināšanās procesu.

Attiecībā uz mūsu PayPal klientiem mums ir tiesības arī izpaust jūsu Personisko informāciju

Partneriem un Tirgotājiem, ar kuriem jūs un mēs mijiedarbojamies, lai palīdzētu sev un

Partneriem un tirgotājiem personalizēt pakalpojumus un piedāvājumus, lai jūs varētu iegūt



labāku un atbilstošāku lietošanas pieredzi. Mūsu izpaustā Personiskā informācija ietver,

piemēram, produktus, izmērus, preferences un stilus, kas, mūsuprāt, jums patiks.

◦ Ja vien saskaņā ar tiesību aktiem mums nav nepieciešams saņemt jūsu piekrišanu, mēs

izpaužam Personisko informāciju, kas savākta no jums pēc 2024. gada 27. novembra (vai

agrāk, ja esat sniedzis savu piekrišanu), lai personalizētu iepirkšanās pieredzi Amerikas

Savienotajās Valstīs.

◦ Lai atteiktos no Personiskās informācijas izpaušanas Partneriem un Tirgotājiem, lai

personalizētu iepirkšanās pieredzi, piesakieties savā PayPal kontā un rediģējiet preferences

iestatījumu sadaļā “Dati un privātums”.

◦ Ja jūs atsakāties, mēs turpināsim izpaust jūsu Personisko informāciju, ja tas būs

nepieciešams, lai pabeigtu jūsu uzsāktos darījumus, bet neizpaudīsim Personisko informāciju

Partneriem un Tirgotājiem, lai nodrošinātu personalizētu iepirkšanās pieredzi.

• Citas trešās personas. Mums ir tiesības izpaust Personisko informāciju citām trešajām

personām. Piemēram, mēs izpaužam Personisko informāciju reklāmas platformām pēc jūsu

norādījumiem. Mēs arī izpaužam Personisko informāciju drošības pakalpojumu sniedzējiem, lai

palīdzētu novērst nesankcionētu piekļuvi mūsu Pakalpojumiem. Tas attiecas arī uz personām,

ar kurām sadarbojamies mārketinga vajadzībām, jo īpaši, lai rādītu jums reklāmas un

piedāvājumus, kas pielāgoti jūsu interesēm. Ņemiet vērā, ka šo personu privātuma

paziņojums attiecas uz Personisko informāciju, ko jūs tieši kopīgojat ar šīm personām.

Piemēram, kad piekļūstat mūsu mobilajai lietotnei, mēs izmantojam Google reCAPTCHA, lai

novērstu ļaunprātīgu Pakalpojumu izmantošanu. Mums ir tiesības arī izmantot Google adreses

automātisko aizpildīšanu, lai nodrošinātu jūsu adreses precizitāti. Uz Personisko informāciju,

ko jūs kopīgojat ar Google, attiecas Google Privātuma politika un Lietošanas noteikumi .

Mārketinga vajadzībām mums ir tiesības izmantot trešās personas, lai identificētu un rādītu

reklāmas mūsu Pakalpojumos, kas pielāgotas jūsu interesēm, un izsekotu mijiedarbību ar šīm

reklāmām. Jūsu mijiedarbību ar šādām reklāmām regulē šo personu Privātuma politika.

• Pircēji vai saistībā ar uzņēmuma nodošanu. Mums ir tiesības izpaust Personisko informāciju

pircējam saistībā ar uzņēmuma nodošanu. Piemēram, ja mēs esam iesaistīti uzņēmuma vai

aktīvu, tostarp debitoru parādu un parādu, apvienošanā, pirkumā vai pārdošanā, mums

saskaņā ar atbilstošiem datu aizsardzības noteikumiem ir tiesības izpaust jūsu Personisko

informāciju ieinteresētam vai faktiskam šo uzņēmumu vai aktīvu pircējam. Ja uzņēmumu

PayPal vai ievērojamu PayPal aktīvu daļu iegādājas trešā persona, Personiskā informācija var

tikt izpausta arī šai trešajai personai.

Mums ir tiesības izpaust jūsu Sensitīvo personisko informāciju, ja tas ir nepieciešams, lai veiktu

likumīgas uzņēmējdarbības darbības, atbilstoši jūsu piekrišanai vai kā to pieļauj tiesību akti.

Skatiet arī sadaļuPersoniskās informācijas pārdošana un kopīgošana , lai iegūtu papildu

informāciju fiziskām personām Amerikas Savienotajās Valstīs.

Cik ilgi mēs glabājam jūsu Personisko informāciju
Personisko informāciju mēs glabājam tik ilgi, cik tas nepieciešams vai atļauts saistībā ar mērķi,

kurai tā tika vākta, un saskaņā ar piemērojamiem tiesību aktiem.

https://www.google.com/intl/en/policies/privacy/
https://www.google.com/intl/en/policies/privacy/
https://www.google.com/intl/en/policies/terms/
https://www.google.com/intl/en/policies/terms/


Glabāšanas perioda noteikšanas kritēriji ir šādi:

Personiskā informācija, kas tiek izmantota pašreizējām attiecībām starp jums un PayPal, tiek

glabāta tik ilgi, kamēr pastāv attiecības, kā arī 10 gadus vai tādu periodu, kā to nosaka jebkurš

piemērojamais vietējais tiesību akts, kad mūsu attiecības beidzas, ja vien mums tā nav jāglabā

ilgāk, ciktāl to atļauj piemērojamie tiesību akti, piemēram:

• ja tas atbilst juridiskam pienākumam, kas uz mums attiecas, vai ja to atļauj piemērojamie

tiesību akti, piemēram, saskaņā ar piemērojamiem bankrota tiesību aktiem un AML saistībām.

• Saistībā ar tiesvedību, izmeklēšanu, revīzijas un atbilstības praksi, vai lai aizsargātu pret

juridiskām prasībām.

• Ja datus ieteicams glabāt tiesvedības, izmeklēšanas, audita un atbilstības prakses dēļ, kā arī lai

nodrošinātu aizsardzību pret likumīgām prasībām, mēs glabājam Personisko informāciju

minimālo nepieciešamo laika posmu.

Mēs glabājam biometriskos datus tik ilgi, cik tas ir nepieciešams vai atļauts, ņemot vērā nolūku,

kādam tie tika vākti, bet ne ilgāk par 3 gadiem pēc jūsu konta slēgšanas, ja vien piemērojamos

tiesību aktos nav noteikts cits termiņš.

MI un Automatizēta lēmumu pieņemšana
Mums ir tiesības apstrādāt jūsu Personisko informāciju, izmantojot AI un/vai Automatizētas

lēmumu pieņemšanas tehnoloģiju tālāk aprakstītajos apstākļos.

• Automatizēta lēmumu pieņemšana. PayPal izmanto Automatizētas lēmumu pieņemšanas

tehnoloģiju, lai veiktu novērtējumus vai lēmumus, tostarp saistībā ar risku, krāpšanu un

kredītspēju, ja tas ir atļauts un saskaņā ar piemērojamiem tiesību aktiem. Mūsu Automatizētā

lēmumu pieņemšanas tehnoloģija var izmantot profilēšanas metodes, lai novērtētu jūsu

personiskos aspektus, tostarp, lai analizētu vai prognozētu jūsu ekonomisko situāciju,

uzticamību un/vai uzvedību. Tas ļauj mums novērtēt, piemēram, vai jūs uzrādāt pazīmes, kas

norāda uz iespējamu kredīta vai finanšu risku, nelikumīgi iegūtu līdzekļu legalizāciju vai

krāpnieciskām darbībām, kas neatbilst jūsu iesniegto informāciju vai liek domāt, ka esat slēpis

savu patieso identitāti. Pieņemot Automatizētu lēmumu, PayPal ir tiesība apstrādāt Lietotāju

Personisko informāciju. Ja mēs konstatēsim, ka jūs radāt kredītu, krāpšanas, nelikumīgi iegūtu

līdzekļu legalizācijas vai citu risku, mums ir tiesības atteikties sniegt jums jaunus

pakalpojumus, pārtraukt sniegt pakalpojumus, kurus pašlaik izmantojat, vai noteikt

ierobežojumus jūsu izmantotajiem pakalpojumiem. Lietotāji var īstenot tiesības, kas saistītas

ar Automatizētu lēmumu pieņemšanu, kā aprakstīts Jūsu datu aizsardzības tiesībās.

• Neatkarīgs MI. PayPal mērķis ir piedāvāt inovatīvu un personalizētu pieredzi, un mēs tieši vai

ar mūsu uzticamo partneru starpniecību nodrošināt jums piekļuvi neatkarīgajiem MI rīkiem

(“Agentic AI Tools”). Šie MI rīki ir izstrādāti, lai darbotos ar zināmu autonomiju, ļaujot tiem

veikt uzdevumus, sniegt ieteikumus un pat uzsākt darbības jūsu vārdā, vienlaikus mācoties no

jūsu mijiedarbības. Neatkarīgie MI rīki izmanto ģeneratīvo MI tehnoloģiju, lai uzlabotu jūsu

lietošanas pieredzi PayPal platformā.

Mēs aicinām jūs rūpīgi apsvērt neatkarīgo MI rīku ieteikumus un darbības. Mūsu neatkarīgie MI



rīki nav paredzēti, lai pieņemtu lēmumus, kuriem ir juridiska vai tamlīdzīga būtiska ietekme,

piemēram, lēmumus, kuriem ir juridiska, medicīniska, finansiāla vai ietekme uz nodarbinātību,

un jums nav tiesību tos izmantot (vai mēģināt izmantot) jebkādiem šādiem mērķiem. Šie rīki ir

paredzēti tikai vispārīgas palīdzības un ieskatu sniegšanai, un jums nevajadzētu paļauties uz to,

ka tie aizstās jūsu vērtējumu un zināšanas.

Neatkarīgajiem MI rīkiem ir nepieciešama piekļuve noteiktai informācijai, lai tie darbotos

efektīvi. Izmantojot šos rīkus, lietotājiem būs piekļuve jūsu Personiskajai informācijai, tostarp

vaicājumiem, preferencēm, interesēm, pirkumu vēsturei un maksājumu informācijai.

Kā mēs izmantojam sīkfailus un izsekošanas tehnoloģijas
Kad jūs izmantojat mūsu Pakalpojumus, atverat jums nosūtīto e-pasta ziņojumu vai apmeklējat

trešās puses tīmekļa vietni, kurai mēs sniedzam Pakalpojumus, mēs un mūsu partneri izmantojam

sīkfailus, lai piešķirtu jums piekļuvi mūsu Vietnēm, Pakalpojumiem, lietotnēm un rīkiem, atpazītu

jūs kā lietotāju, pielāgotu jūsu tiešsaistes pieredzi un tiešsaistes saturu, tostarp, lai rādītu jums uz

interesēm balstītas reklāmas, veiktu analīzi, mazinātu risku un novērstu iespējamu krāpšanu, kā

arī veicinātu uzticēšanos un drošību visos mūsu Pakalpojumos. Mēs izmantojam Sīkfailus, lai vāktu

informāciju par jūsu ierīci, par darbībām internetā un ģenerētu iepriekš aprakstītos secinājumus.

Ja piemērojams, tiek ieviesti drošības pasākumi, lai novērstu neatļautu piekļuvi mūsu Sīkfailiem un

tamlīdzīgām tehnoloģijām. Unikāls identifikators nodrošina, ka Sīkfailu dati ir pieejami tikai mums

un/vai mūsu pilnvarotajiem pakalpojumu sniedzējiem.

Pakalpojumu sniedzēji ir uzņēmumi, kas mums palīdz ar dažādiem mūsu biznesa aspektiem,

piemēram, Vietņu darbību, Pakalpojumiem, lietojumprogrammām, reklāmām un rīkiem. Mums ir

tiesības izmantot dažus pilnvarotus pakalpojumu sniedzējus, lai tie palīdzētu mums rādīt jums

atbilstošas reklāmas mūsu Pakalpojumos un citās vietās internetā. Šie pakalpojumu sniedzēji var

ievietot Sīkfailus arī jūsu ierīcē ar mūsu pakalpojumu starpniecību (trešo personu Sīkfaili). Šie

pakalpojumu sniedzēji var arī vākt informāciju, kas viņiem palīdz identificēt jūsu ierīci, piemēram,

IP adresi vai citus unikālus ierīces identifikatorus.

Atsevišķi mūsu Pakalpojumu un Vietņu aspekti un funkcijas ir pieejami tikai ar Sīkfailiem, tāpēc, ja

izvēlaties atspējot vai noraidīt Sīkfailus, izmantojot ierīces vai pārlūkprogrammas iestatījumus,

jūsu Vietņu un Pakalpojumu izmantošana var būt ierobežota vai neiespējama.

Neizsekošana
Atsevišķām tīmekļa pārlūkprogrammām ir neobligāts iestatījums ar nosaukumu “Neizsekot”

(“DNT”), kas ļauj jums atteikties no izsekošanas, ko veic reklāmdevēji un dažas trešo personas. Tā

kā daudzi mūsu pakalpojumi nedarbosies bez izsekošanas datiem, mēs nereaģējam uz DNT

iestatījumiem.

Ja vēlaties uzzināt vairāk par to, kā mēs izmantojam sīkfailus, skatiet mūsu Paziņojumu par

sīkfailiem un izsekošanas tehnoloģijām. Lai uzzinātu, kā atteikties no šāda veida izsekošanas

tehnoloģijas, apmeklējiet sadaļu Par reklāmām.

https://www.paypal.com/legalhub/cookie-full
https://www.paypal.com/legalhub/cookie-full
https://www.paypal.com/legalhub/cookie-full
https://www.paypal.com/legalhub/cookie-full
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https://optout.aboutads.info/?c=2&lang=EN


Jūsu datu aizsardzības tiesības
Saskaņā ar piemērojamiem datu aizsardzības tiesību aktiem atkarībā no valsts, kurā dzīvojat, un

ievērojot piemērojamos izņēmumus un definīciju atšķirības starp dažādiem tiesību aktiem, jums

var būt noteiktas tiesības attiecībā uz to, kā jūsu Personiskā informācija tiek vākta, glabāta,

izmantota un kopīgota.

Neatkarīgi no tā, vai jūs nolemjat īstenot savas tiesības uz privātumu vai ne, mēs nediskriminēsim

un neliegsim jums pakalpojumus, nepiemērosim atšķirīgas cenas vai nesniegsim jums cita līmeņa

pakalpojumus tikai saistībā ar jūsu privātuma tiesību īstenošanu. Lai gan atsevišķi personalizēti

pakalpojumi PayPal klientiem var nenodrošināt tādu pašu personalizācijas līmeni, ja nolemjat

ierobežot Personiskās informācijas apjomu, ko kopīgojat ar mums.

Kā jūs varat īstenot savas tiesības
Mēs apzināmies, cik svarīga ir jūsu spēja kontrolēt savas Personiskās informācijas izmantošanu, un

mēs nodrošinām vairākus veidus, kā jūs varat īstenot savas tiesības uz privātumu.

Ja jūs vai jūsu pilnvarots pārstāvis, ja tas ir atļauts, vēlaties īstenot jebkādas savas tiesības

attiecībā uz jūsu Personisko informāciju, kas norādīta jūsu konta profilā(-os), izpildiet

norādījumus tālāk par to, kā īstenot savas datu aizsardzības tiesības.

Pat ja jums nav PayPal konta (piemēram, ja izmantojat pakalpojumu “Maksāt bez PayPal konta”),

jums ir pieejami norādījumi  par privātuma tiesību pieprasījuma iesniegšanu.

Pirms varam atbildēt uz jūsu pieprasījumu, mums, iespējams, vispirms būs jāverificē jūsu

identitāte. Ja tas ir atļauts vai pieprasīts saskaņā ar privātuma tiesību aktiem, mums ir tiesības

lūgt jūs sniegt mums informāciju, kas nepieciešama, lai saprātīgi verificētu jūsu identitāti, pirms

atbildam uz jūsu pieprasījumu. Mēs salīdzināsim jūsu iesniegto informāciju ar mūsu iekšējo

uzņēmuma informāciju, lai verificētu jūsu identitāti. Ja mēs nevarēsim verificēt jūsu identitāti,

mēs, iespējams, nevarēsim izpildīt jūsu pieprasījumu, ja vien tiesībām, ko vēlaties īstenot, nav

nepieciešama verifikācija. Ja mēs pilnībā vai daļēji noraidīsim jūsu pieprasījumu, jums, iespējams, ir

tiesības saņemt informāciju par iemesliem, kāpēc mēs neveicam nekādas darbības, un par iespēju

pārsūdzēt mūsu lēmumu vai iesniegt sūdzību uzraudzības iestādē un vērsties tiesā. Šādos

gadījumos mēs sniegsim jums informāciju par pārsūdzības procesu. Jūs varat arī sazināties ar

mums, kā norādīts mūsu kontaktinformācijā.

Pilnvarotie pārstāvji
Ja mēs saņemam jūsu pieprasījumu no pilnvarota pārstāvja, mums ir tiesības lūgt pierādījumus, ka

esat pārstāvim izsniedzis pilnvaru vai pārstāvim ir citādi spēkā esošas rakstiskas pilnvaras iesniegt

pieprasījumus, lai īstenotu tiesības jūsu vārdā, tostarp aizbildnību vai citus aizsardzības

pasākumus.

Jūsu tiesības
Jūsu tiesības zināt un pieprasīt Personiskās informācijas kopiju. Ja vēlaties pieprasīt

Personisko informāciju, ko mēs esam savākuši par jums, jums ir tālāk minētās izvēles iespējas.

• Piesakieties savā PayPal kontā(-os) vai profila pārvaldības portālā un iesniedziet pieprasījumu.

https://www.paypal.com/myaccount/privacy/privacyhub
https://www.paypal.com/myaccount/privacy/privacyhub


• Ja dzīvojat Amerikas Savienotajās Valstīs, zvaniet vai sazinieties ar mums un pieprasiet, lai mēs

sniegtu jums savāktos datus. Attiecībā uz citām valstīm skatiet mūsu kontaktinformāciju.

Jūsu tiesības pieprasīt konkrētu trešo personu sarakstu. Ja vēlaties pieprasīt sarakstu ar

konkrētām trešajām personām, kurām mēs esam izpauduši jūsu personisko informāciju, ievērojiet

tālāk sniegtos norādījumus.

• Ja dzīvojat Amerikas Savienotajās Valstīs, zvaniet vai sazinieties ar mums  un pieprasiet, lai

mēs jums sniedzam izpaustos datus. Attiecībā uz citām valstīm jūs varat arī iesniegt

pieprasījumu, izmantojot Palīdzības centru.

Jūsu tiesības labot savu Personisko informāciju. Ja vēlaties labot savu Personisko informāciju,

varat veikt tālāk minētās darbības.

• Piesakieties savā PayPal kontā(-os) vai profila pārvaldības portālā un iesniedziet pieprasījumu.

• Ja dzīvojat Amerikas Savienotajās Valstīs, zvaniet vai sazinieties ar mums  un pieprasiet, lai

mēs sniegtu jums savāktos datus. Attiecībā uz citām valstīm skatiet mūsu kontaktinformāciju.

Jūsu tiesības dzēst savu Personisko informāciju. Ja vēlaties dzēst savu Personisko informāciju,

varat veikt tālāk minētās darbības.

• Piesakieties savā PayPal kontā(-os) vai profila pārvaldības portālā un dzēsiet iepriekš

pievienoto informāciju. Piemēram, iestatījumos varat dzēst adreses, kas nav primārās adreses.

• Ja dzīvojat Amerikas Savienotajās Valstīs, zvaniet vai sazinieties ar mums  un pieprasiet, lai

mēs sniegtu jums savāktos datus. Attiecībā uz citām valstīm skatiet mūsu kontaktinformāciju.

• PayPal konta(-u) vai profila slēgšana.

Ja slēgsiet savu PayPal kontu(-s) vai profilu, dzēšat vai pieprasāt, lai mēs dzēšam Personisko

informāciju, mums joprojām ir jāglabā noteikta Personiskā informācija, kā paskaidrots sadaļā  Cik

ilgi mēs glabājam jūsu Personisko informāciju , lai mēs varētu veikt tālāk minētās darbības, ja to

pieļauj piemērojamie tiesību akti:

• pabeigt darījumu, nodrošināt jūsu pieprasītās preces vai pakalpojumus vai izpildītu mūsu

solījumus, kas jums sniegti lietotāja līgumā vai citā līgumā, ko esat ar mums noslēdzis;

• atklāt un novērst ļaunprātīgas, krāpnieciskas vai nelikumīgas darbības;

• aizsargāt jūsu (vai citas personas) likumīgās tiesības, tostarp tiesības uz vārda brīvību;

• pārvaldīt mūsu iekšējos uzņēmējdarbības procesus, kas ir saprātīgi saistīti ar jūsu vēlmēm,

izmantojot mūsu Pakalpojumus;

• nodrošināt atbilstību tiesību aktiem un citiem juridiskiem vai valstiskiem procesiem; un

• īstenot citus mērķus saskaņā ar piemērojamiem tiesību aktiem.

Jūsu tiesības iebilst pret apstrādi leģitīmu interešu gadījumā Ja tas ir piemērojams saskaņā ar

tiesību aktiem, ja vēlaties iebilst pret to, ka mēs izmantojam jūsu Personisko informāciju, lai

īstenotu mūsu vai trešās personas leģitīmās intereses, skatiet mūsu kontaktinformāciju , kas

norādīta šajā Privātuma paziņojumā, lai sazinātos ar mums. Lai iegūtu papildu informāciju, skatiet

Mūsu leģitīmo pamatu Personiskās informācijas apstrādei .

Jūsu tiesības atsaukt piekrišanu. Ja vēlaties atsaukt piekrišanu tam, ka mēs izmantojam jūsu

https://www.paypal.com/smarthelp/contact-us/privacy
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Personisko informāciju apstākļos, kad mēs to apstrādājām ar jūsu piekrišanu, skatiet mūsu

kontaktinformāciju  šajā Privātuma paziņojumā un sazinieties ar mums. Piekrišanas atsaukšana

neietekmēs pirms atsaukšanas veiktas apstrādes likumību, kā arī neietekmēs tās Personiskās

informācijas apstrādi, kas veikta ar likumīgu apstrādes pamatojumu, kas nav piekrišana.

Jūsu tiesības iebilst vai atteikties no Profilēšanas, pieņemot Automatizētus lēmumus, kas

rada juridisku vai tikpat būtisku ietekmi uz jums un saistītajām tiesībām.

• Kā skaidrots sadaļā MI un automatizēta lēmumu pieņemšana , mums ir tiesības izmantot

Automatizētas lēmumu pieņemšanas tehnoloģiju un aģentu MI rīkus.

• Amerikas Savienotajās Valstīs tā ir vai nu izņēmuma prakse, vai arī neizraisa atteikuma tiesības

saskaņā ar piemērojamiem Amerikas Savienoto Valstu privāuma tiesību aktiem. Tomēr citās

jurisdikcijās fiziskas personas var izmantot tiesības lūgt pārskatīt vai iebilst pret Automatizētu

lēmumu, kam ir juridiska vai līdzīga būtiska ietekme uz šīm personām (kopā ar Profilēšanu), ja

šādas tiesības pastāv, sazinoties ar mums. Pēc tam mēs izskatīsim lēmumu, ņemot vērā

attiecīgos papildu apstākļus.

• Ja jūs saskaņā ar Automatizētajiem lēmumiem neesat apstiprināts, jums, iespējams, nav

piekļuves mūsu pakalpojumiem. PayPal ir vairāki drošības mehānismi, lai nodrošinātu, ka

lēmumi ir atbilstoši. Šie mehānismi ietver arī pastāvīgus pārskatus par mūsu lēmumu modeļiem

un paraugu ņemšanu nejaušas atlases kārtībā no atsevišķiem gadījumiem. Ja jums ir bažas par

rezultātu, varat sazināties ar mums, un mēs noteiksim, vai procedūra tika veikta atbilstoši.

Jūsu tiesības saistībā ar Sensitīvu personisko informāciju. Ja to paredz tiesību akti, mēs

saņemsim jūsu piekrišanu pirms jūsu Sensitīvās personiskās informācijas vākšanas un apstrādes.

Jūs varat atsaukt savu piekrišanu, sazinoties ar mums, izmantojot Mūsu kontaktinformāciju , kas

sniegta šajā Privātuma paziņojumā.

• Mēs arī izmantosim jūsu Sensitīvo personisko informāciju tikai saskaņā ar jūsu sniegto

piekrišanu vai noteiktiem atļautiem nolūkiem, ciktāl tas ir pieļaujams vai izņēmuma gadījumā

atbilstošs saskaņā ar piemērojamiem tiesību aktiem, tāpēc nav nepieciešams īstenot tiesības

ierobežot Sensitīvas personiskās informācijas izmantošanu un izpaušanu saskaņā ar Amerikas

Savienoto Valstu privātuma likumiem. Saskaņā ar Amerikas Savienoto Valstu privātuma tiesību

aktiem šie atļautie nolūki ietver jūsu pieprasīto preču vai pakalpojumu nodrošināšanu; drošības

incidentu novēršanu, atklāšanu un izmeklēšanu; pretošanos ļaunprātīgām, maldinošām,

krāpnieciskām vai nelikumīgām darbībām un vainīgo saukšanu pie atbildības; produkta,

pakalpojuma vai ierīces kvalitātes vai drošības pārbaudi vai uzturēšanu; un fizisko personu

fiziskās drošības nodrošināšanu. Izņēmums, uz kuru mēs paļaujamies attiecībā uz precīzu

ģeogrāfisko atrašanās vietu, ir balstīts uz Gramm-Leach-Bliley likumu.

Jūsu tiesības, kas saistītas ar Personiskās informācijas izpaušanu trešajām personām tiešā

mārketinga nolūkos. Jūs varat pieprasīt noteiktu informāciju par to, kā jūsu Personiskā

informācija tiek izpausta trešajām personām tiešā mārketinga nolūkos. Amerikas Savienotajās

Valstīs zvaniet vai sazinieties ar mums.

Izpratne par jūsu izvēlēm
Jūs varat kontrolēt, kā personiskā informācija tiek vākta vai izpausta, kā arī to, kā mēs ar jums



sazināmies. Tālāk ir norādīti daži veidi, kā varat pielāgot savas izvēles.

Izvēlieties, kā mēs vācam Personisko informāciju
Jūs varat izvēlēties ierobežot Personisko informāciju, ko sniedzat, kad to pieprasa mūsu lietotnes

vai Pakalpojumi. Lai palīdzētu izdarīt jums piemērotākās izvēles, ir svarīgi saprast, ka Personiskā

informācija palīdz mums nodrošināt jums bagātīgāku un personalizētāku pieredzi.

Turklāt, lai mūsu Pakalpojumi darbotos, ir nepieciešama noteikta Personiskā informācija.

Piemēram, kontaktu kopīgošana palīdz vieglāk atrast personas, kurām vēlaties nosūtīt naudu. Ja

izvēlaties nekopīgot savus kontaktus ar mums, jūs joprojām varat izmantot mūsu mobilās

lietotnes, taču atsevišķas darbības var nedarboties tik ātri vai vienkārši, kā tas būtu, ja jūs

kopīgotu savus kontaktus. Vēl viens piemērs ir konta vai Fastlane profila izveide mūsu platformā.

Ja izvēlēsieties nesniegt informāciju, kas ir nepieciešama, lai konts vai Fastlane profils darbotos,

piemēram, jūsu vārdu un e-pasta adresi, mēs nevarēsim jums izveidot kontu vai Fastlane profilu.

Izvēlieties, kā saistītie konti vāc un izmanto Personisko informāciju
Ja saistāt savu kontu(-us) ar trešās personas pakalpojumu, iespējams, varēsiet pārvaldīt, kā trešā

persona vāc, izmanto un kopīgo jūsu Personisko informāciju. Izlasiet trešo personu privātuma

politikas, lai uzzinātu, kādas izvēles iespējas jums ir pieejamas.

Jūs varat kontrolēt, kurus trešo personu pakalpojumus jūs saistāt ar savu kontu un kādu

Personisko informāciju šīs personas var par jums vākt. Piemēram, lai pārvaldītu atļaujas, dodieties

uz Drošības iestatījumiem savā kontā(-os).

Izvēlieties, ko mēs izpaužam citiem Lietotājiem
Atsevišķa Personiskā informācija var būt redzama citiem Lietotājiem. Iespējams, varēsiet pielāgot

vai izslēgt šo iestatījumu sava konta iestatījumu sadaļā “Dati un privātums”.

Izvēlieties, kādu informāciju mēs kopīgojam ar Partneriem un Tirgotājiem, lai

iepirktos personalizēti
Ja vien mums nav nepieciešams saņemt jūsu piekrišanu, mēs kopīgojam Personisko informāciju,

kas savākta pēc 2024. gada 27. novembra (vai agrāk, ja esat sniedzis savu piekrišanu), lai

personalizētu iepirkšanās pieredzi Amerikas Savienotajās Valstīs. Mūsu izpaustā Personiskā

informācija ietver, piemēram, produktus, preferences, izmērus un stilus, kas, mūsuprāt, jums

patiks. Lai atteiktos no Personiskās informācijas kopīgošanas ar Partneriem un Tirgotājiem

personalizētas iepirkšanās pieredzes dēļ, piesakieties savā PayPal kontā un rediģējiet preferences

iestatījumu sadaļā “Dati un privātums”. Ja jūs atsakāties, mēs turpināsim izpaust jūsu Personisko

informāciju, ja tas būs nepieciešams, lai pabeigtu jūsu uzsāktos darījumus, bet neizpaudīsim

Personisko informāciju Partneriem un Tirgotājiem, lai nodrošinātu personalizētu iepirkšanās

pieredzi.

Izvēlieties, kā mēs ar jums sazināmies
Jūsu izvēles iespējas attiecībā uz to, kā mēs ar jums sazināmies, atšķiras atkarībā no ziņojuma

mērķa, piegādes veida un citām piemērojamo tiesību aktu prasībām. Atsevišķi ziņojumi tiek

uzskatīti par neobligātiem, un daži ir nepieciešami, lai jūs varētu pārvaldīt savus kontus vai

Fastlane profilu mūsu platformā. Atkarībā no situācijas, jūsu preferencēm un piemērojamiem

tiesību aktiem mēs izmantojam e-pastu, īsziņas, pašpiegādes paziņojumus jūsu mobilajā ierīcē un



tālruņa zvanus vai papīra pastu.

Varat noklikšķināt uz abonementa anulēšanas saites PayPal, Hyperwallet vai Fastlane mārketinga

e-pasta ziņojumā, atteikties no īsziņas, atbildot ar “STOP”, vai izslēgt paziņojumus savā ierīcē.

Varat arī mainīt konta paziņojumu iestatījumus vai paziņojumu preferences savā ierīcē.

Jūs nevarēsiet atteikties no ziņojumiem, kas tiek uzskatīti par nepieciešamiem, lai nodrošinātu

Pakalpojumus, piemēram, digitālajām kvītīm un e-pasta ziņojumiem, kas brīdina par izmaiņām

jūsu kontā(-os) vai Fastlane profila statusā. Iespējams, jūs varēsiet izlemt, kā mēs nosūtīsim šos

ziņojumus, piemēram, nosūtot ziņojumu uz e-pastu, tālruni, īsziņā vai paziņojumu jūsu mobilajā

ierīcē.

Kā mēs aizsargājam jūsu Personisko informāciju
Mēs nodrošinām tehniskos, fiziskos un administratīvos drošības pasākumus, kas izstrādāti, lai

pietiekamā mērā aizsargātu jūsu Personisko informāciju pret nozaudēšanu, ļaunprātīgu

izmantošanu, iejaukšanos, neatļautu piekļuvi, izpaušanu un pārveidošanu. Šie drošības pasākumi

ietver ugunsmūrus, datu šifrēšanu, fiziskās piekļuves kontroli mūsu datu centros un

nepieciešamību autorizēties, lai piekļūtu informācijai. Lai gan mēs cenšamies gādāt, ka mūsu

sistēmas un Pakalpojumi ir droši, jūsu pienākums ir parūpēties par jūsu paroles(-ļu) un konta vai

profila reģistrācijas informācijas drošību un privātumu, kā arī pārliecināties, vai mūsu rīcībā esošā

jūsu Personiskā informācija ir precīza un aktuāla. Mēs neatbildam par tās Personiskās informācijas

aizsardzību, ko esam nodevuši trešajai personai, pamatojoties uz jūsu autorizētu konta

savienojumu.

Vai bērni drīkst izmantot mūsu pakalpojumus
Vietnes un Pakalpojumi nav paredzēti personām, kas ir jaunākas par 18 gadiem. Mēs apzināti

nevācam informāciju, tostarp Personisko informāciju, no personām, kas ir jaunākas par 18 gadiem,

vai citām fiziskām personām, kurām nav likumīgi atļauts izmantot mūsu Pakalpojumus. Ja iegūsim

faktisku informāciju, ka esam ievākuši Personisko informāciju par personu, kura nav tiesīga

izmantot mūsu Pakalpojumus, nekavējoties tos izdzēsīsim, ja vien mums nebūs juridiska

pienākuma glabāt šādus datus. Sazinieties ar mums , ja uzskatāt, ka esam kļūdaini vai nejauši

ievākuši informāciju no personas, kam nav atļauts izmantot mūsu Pakalpojumus.

Personiskās informācijas starptautiska pārsūtīšana
Mēs darbojamies daudzās valstīs, un mums (vai mūsu pakalpojumu sniedzējiem) ir tiesības

pārsūtīt jūsu Personisko informāciju un apstrādāt to ārpus valsts, kurā dzīvojat. Piemēram, mēs

izmantojam trešo personu pakalpojumu sniedzējus, lai apstrādātu un glabātu jūsu Personisko

informāciju Amerikas Savienotajās Valstīs un citās valstīs. Šīs valstis ne vienmēr nodrošina tādu

privātuma aizsardzības līmeni, kas ir līdzvērtīgs jūsu valstī piedāvātajam Personiskās informācijas

aizsardzības līmenim. Mēs esam veikuši un turpināsim veikt konkrētus pasākumus saskaņā ar

piemērojamajiem datu aizsardzības un privātuma tiesību aktiem, lai aizsargātu jūsu Personisko

informāciju (piemēram, uzņēmuma iekšējie līgumi, līguma standartklauzulas un/vai atkāpes).

Izmantojot mūsu Vietnes un Pakalpojumus, ja to atļauj piemērojamie privātuma tiesību akti, jūs

piekrītat, ka jūsu Personiskā informācija tiek pārsūtīta uz citām valstīm, tostarp valstīm, kurās ir



atšķirīgi datu aizsardzības noteikumi nekā jūsu valstī.

Definīcijas
• Automatizēts lēmums un Automatizēta lēmumu pieņemšana ir process, kurā lēmumus

pieņem ar automatizētiem līdzekļiem bez cilvēka iesaistes vai ar ierobežotu tā palīdzību

atkarībā no piemērojamiem tiesību aktiem. Dažos gadījumos šiem lēmumiem var būt juridiska

vai tamlīdzīga ietekme uz jums kā fizisku personu. Šiem terminiem ir līdzīga nozīme arī saskaņā

ar piemērojamiem tiesību aktiem.

• Sīkfaili ir izsekošanas tehnoloģijas, piemēram, sīkfaili, pikseļu tagi, tīmekļa bāksignāli un

logrīki.

• Ierīces informācija ir dati, kurus var automātiski vākt no jebkuras ierīces, kas tiek izmantota,

lai piekļūtu Pakalpojumiem. Šāda informācija ietver, bet neaprobežojas ar informāciju par jūsu

ierīces veidu, ierīces tīkla savienojumiem, ierīces nosaukumu, ierīces IP adresi, informāciju par

jūsu ierīces tīmekļa pārlūkprogrammu un interneta savienojumu, ko izmantojat, lai piekļūtu

Pakalpojumiem, ģeogrāfiskās atrašanās vietas informāciju, informāciju par ierīcē

lejupielādētajām lietotnēm.

• Izslēgtie pakalpojumi ir uzņēmumi vai atsevišķi zīmoli, filiāles vai PayPal meitasuzņēmumi,

kas apstrādā Personisko informāciju saskaņā ar to pakalpojumu sniegšanas noteikumiem un

atsevišķiem privātuma paziņojumiem. Piemēri ir Venmo, Honey Science LLC, Chargehound LLC,

Paidy Inc., Simility, Swift Financial LLC un Bill Me Later, Inc.

• Fastlane ir tiešsaistes rīks, ar kuru fiziskas personas var glabāt savus norēķinu veidus un citu

Personisko informāciju PayPal, lai ātrāk pabeigtu norēķinu procesu, izveidotu veikalu vai

lojalitātes kontu vai veicinātu citus darījumus pie iesaistītajiem Partneriem un Tirgotājiem,

izmantojot maksājumu karti, kontaktinformāciju, piegādes datus vai citus datus, ko viņi

saglabā savā Fastlane profilā kā būtiskus konkrētajai mijiedarbībai vai iesaistītajam Partnerim

vai Tirgotājam, bez nepieciešamības manuāli ievadīt maksājuma veida datus un citus Personas

datus katru reizi, kad viņi norēķinās.

• Hyperwallet ir PayPal tehnoloģija un tiešsaistes pakalpojums, kas nodrošina izmaksas iespējas

dažādu veidu un izmēru uzņēmumiem, izmantojot vienu integrāciju.

• Partneri un Tirgotāji ir mūsu partneri un tirgotāji, partneri vai uzņēmumi, ar kuriem mūsu

Lietotāji mijiedarbojas, lai iegūtu preces vai pakalpojumus.

• Maksāt bez PayPal konta nozīmē, ka fiziskas personas var piekļūt mūsu Pakalpojumiem,

neizmantojot PayPal kontu, Fastlane profilu vai Bezzīmola maksājumu pakalpojumus. Funkcija

maksāt bez PayPal konta neiekļauj Venmo, uz kuru attiecas tā pakalpojumu sniegšanas

noteikumi un atsevišķs privātuma paziņojums.

• Personiska informācija šī Privātuma paziņojuma izpratnē ir jebkura informācija, kas tieši vai

netieši identificē jūs vai ir pamatoti saistīta ar jums vai jūsu mājsaimniecības informāciju par

jums, tostarp jūsu identitāti, finansēm un uzvedību tiešsaistē, vai tādas plašākas nozīmes, kas

norādītas saskaņā ar personiskās informācijas, personas datu, personu identificējošas

informācijas vai citu līdzīgu terminu definīcijām saskaņā ar piemērojamiem privātuma tiesību

aktiem.

• Profilēšana nozīmē fiziskas personas personības, uzvedības, interešu un ieradumu analīzi, lai

izdarītu prognozes vai lēmumus par šo personu, tostarp līdzīgus terminus saskaņā ar



piemērojamiem tiesību aktiem.

• Pakalpojumi ir visi maksājumiem un risinājumi ar PayPal zīmolu vai bez tā, finanšu un

personalizācijas produkti un risinājumi, tostarp darījumi, balvas, reklāmas (tostarp PayPal

reklāmas), PayPal grupas, Fastlane, Xoom, Pool, Hyperwallet, kredīti un finanses (tostarp

Partneru un Tirgotāju piedāvājumi), tirgotāju rīki un jaunas finanšu tehnoloģijas (tostarp

Fastlane), izņemot Izslēgtos pakalpojumus. Tie ietver arī visas saistītās tīmekļa vietnes,

platformas, lietotnes un turpmākās inovācijas, ko piedāvā vai atbalsta PayPal. Pakalpojumu

izmantošana ietver mijiedarbību ar mūsu Vietnēm.

• Vietnes ir tīmekļvietnes, mobilās lietotnes, oficiālās sociālo tīklu platformas vai citi tiešsaistes

rīki, ar kuru starpniecību PayPal piedāvā Pakalpojumus un kuros ir publicēts šis Privātuma

paziņojums vai iekļauta saite uz to.

• Bezzīmola maksājumu pakalpojumi nozīmē, ka jūs mijiedarbojaties un veicat maksājumus ar

Partneriem un Tirgotājiem, izmantojot mūsu karšu apstrādes un/vai ACH izcelsmes maksājumu

pakalpojumus, kuriem nav PayPal zīmola vai arī, kad izmantojat mūsu Braintree pakalpojumus.

• Lietotāji ir citi kontu turētāji un PayPal Pakalpojumu turētāji, kas nav konta turētāji.

Mūsu kontaktinformācija
Ja jums ir jautājumi par šo Privātuma paziņojumu vai jūsu Personisko informāciju, sazinieties ar

mums, un mēs jums palīdzēsim.

Lai aprunātos par savu PayPal kontu vai Bezzīmola maksājumu pakalpojumiem:

• zvaniet PayPal klientu atbalsta dienestam pa tālruni 1-888-221-1161; vai

• apmeklējiet mūsu klientu atbalsta dienesta tīmekļa portālu.

Lai aprunātos par savu Hyperwallet kontu:

• zvaniet Hyperwallet klientu atbalsta dienestam pa tālruni 1-877-546-8220; vai

• piesakieties Hyperwallet Pay portālā (dodieties uz sadaļu “Atbalsts”, atlasiet “e-pasts” un

aizpildiet veidlapu “Bažas par privātumu”).

Lai aprunātos par savu Fastlane profilu:

• zvaniet PayPal klientu atbalsta dienestu pa tālruni 1-844-705-3555; vai

• apmeklējiet savu Fastlane profila pārvaldības portālu.

Lai aprunātos par savu Xoom kontu:

• zvaniet Xoom klientu atbalsta dienestam pa tālruni 1-877-815-1531; vai

• apmeklējiet mūsu Palīdzības centra tīmekļa portālu.

https://www.paypal.com/smarthelp/contact-us/privacy
https://www.paypal.com/smarthelp/contact-us/privacy
https://connect.paypal.com/cshelp/personal
https://connect.paypal.com/cshelp/personal
https://help.xoom.com/s/contactsupport?language=en_US
https://help.xoom.com/s/contactsupport?language=en_US


Skatiet tabulu tālāk, lai iegūtu papildu informāciju, kas attiecas uz jūsu valsti/reģionu. Jūs varat

iesniegt sūdzību sava reģiona datu aizsardzības uzraudzības iestādei, ja to paredz piemērojamie

tiesību akti.

Valsts vai reģions
Datu aizsardzības speciālists (“DAS”) un

kontaktinformācija

Albānija

PayPal (Europe) S.à.r.l. et Cie, S.C.A.

22-24 Boulevard Royal L-2449

Luksemburga

Sazinieties tiešsaistē , lai uzdotu jautājumus par

privātumu

Argentīna

PayPal Pte. Ltd.

5 Temasek Boulevard 09-01

Suntec Tower 5

Singapūra 038985

Sazinieties tiešsaistē , lai uzdotu jautājumus par

privātumu

Austrālija

PayPal Australia Pty Ltd

ABN 93 111 195 389, AFSL 304962

GPO Box 351

Sidneja NSW 2001

Sazinieties tiešsaistē , lai uzdotu jautājumus par

privātumu

Brazīlija

PayPal do Brasil Instituição de Pagamento Ltda.

Uzmanību: Juridiskais departaments Avenida

Paulista, 1048

13. stāvs, CEP 01310-100

Sio Paulo, SP – Brazīlija

Sazinieties tiešsaistē , lai uzdotu jautājumus par

privātumu

Bruneja

PayPal Pte. Ltd.

5 Temasek Boulevard 09-01, Suntec Tower 5

Singapūra 038985

Sazinieties tiešsaistē , lai uzdotu jautājumus par

privātumu

Kanāda PayPal Canada Co.

MaRS Centre

West Tower

661 University Avenue

Suite 506

https://www.paypal.com/al/smarthelp/contact-us/privacy
https://www.paypal.com/al/smarthelp/contact-us/privacy
https://www.paypal.com/ar/smarthelp/contact-us/privacy
https://www.paypal.com/ar/smarthelp/contact-us/privacy
https://www.paypal.com/au/smarthelp/contact-us/privacy
https://www.paypal.com/au/smarthelp/contact-us/privacy
https://www.paypal.com/br/smarthelp/contact-us/privacy
https://www.paypal.com/br/smarthelp/contact-us/privacy
https://www.paypal.com/sg/smarthelp/contact-us/privacy
https://www.paypal.com/sg/smarthelp/contact-us/privacy


Toronto, ON M5G

Sazinieties tiešsaistē , lai uzdotu jautājumus par

privātumu

ES

PayPal (Europe) S.a.r.l. et Cie, S.C.A.

22-24 Boulevard Royal L-2449, Luksemburga

Sazinieties tiešsaistē , lai uzdotu jautājumus par

privātumu

Honkonga

PayPal Pte. Ltd.

5 Temasek Boulevard 09-01

Suntec Tower 5

Singapūra 038985

Sazinieties tiešsaistē , lai uzdotu jautājumus par

privātumu

Indija

PayPal Payments Private Limited

5 Temasek Boulevard 09-01

Suntec Tower 5

Singapūra 038985

Sazinieties tiešsaistē , lai uzdotu jautājumus par

privātumu

Izraēla

PayPal Pte. Ltd.

5 Temasek Boulevard 09-01

Suntec Tower 5

Singapūra 038985

Sazinieties tiešsaistē , lai uzdotu jautājumus par

privātumu

Japāna

PayPal Pte. Ltd.

5 Temasek Boulevard 09-01

Suntec Tower 5

Singapūra 038985

Sazinieties tiešsaistē , lai uzdotu jautājumus par

privātumu

Dienvidkoreja PayPal Pte. Ltd.

5 Temasek Boulevard 09-01

Suntec Tower 5

Singapūra 038985

Sazinieties tiešsaistē , lai uzdotu jautājumus par

privātumu

Saskaņā ar Personas datu aizsardzības likumu un

Tīkla likumu vietējā aģenta un Datu aizsardzības

biroja kontaktinformācija ir šāda:

Vārds, uzvārds un pārstāvis: General Agent Co.,

https://www.paypal.com/ca/smarthelp/contact-us/privacy
https://www.paypal.com/ca/smarthelp/contact-us/privacy
https://www.paypal.com/de/smarthelp/contact-us/privacy
https://www.paypal.com/de/smarthelp/contact-us/privacy
https://www.paypal.com/hk/smarthelp/contact-us/privacy
https://www.paypal.com/hk/smarthelp/contact-us/privacy
https://www.paypal.com/in/smarthelp/contact-us/privacy
https://www.paypal.com/in/smarthelp/contact-us/privacy
https://www.paypal.com/il/smarthelp/contact-us/privacy
https://www.paypal.com/il/smarthelp/contact-us/privacy
https://www.paypal.com/jp/smarthelp/contact-us/privacy
https://www.paypal.com/jp/smarthelp/contact-us/privacy
https://www.paypal.com/kr/smarthelp/contact-us/privacy
https://www.paypal.com/kr/smarthelp/contact-us/privacy


Ltd. (pārstāvis: Eun-Mi Kim)

Adrese, tālrunis un e-pasta adrese: General

Agent Co., Ltd., 28, Saemunan-ro 5ga-gil,

Jongno-gu, Seoul,

02-736-8228, paypal@generalagent.co.kr

Malaizija

PayPal Pte. Ltd.

5 Temasek Boulevard 09-01, Suntec Tower 5

Singapūra 038985

Sazinieties tiešsaistē , lai uzdotu jautājumus par

privātumu

Meksika

Avenida General Mariano Escobedo 476, 14th

Floor, Colonia Nueva Anzures, Miguel Hidalgo,

Mehiko pilsēta, Meksika 11590

Sazinieties tiešsaistē , lai uzdotu jautājumus par

privātumu

Norvēģija

PayPal (Europe) S.a.r.l. et Cie, S.C.A.

22-24 Boulevard Royal L-2449, Luksemburga

Sazinieties tiešsaistē , lai uzdotu jautājumus par

privātumu

Islande

PayPal (Europe) S.a.r.l. et Cie, S.C.A.

22-24 Boulevard Royal L-2449, Luksemburga

Sazinieties tiešsaistē , lai uzdotu jautājumus par

privātumu

Lihtenšteina

PayPal (Europe) S.a.r.l. et Cie, S.C.A.

22-24 Boulevard Royal L-2449, Luksemburga

Sazinieties tiešsaistē , lai uzdotu jautājumus par

privātumu

Filipīnas

PayPal Pte. Ltd.

5 Temasek Boulevard 09-01, Suntec Tower 5

Singapūra 038985

Sazinieties tiešsaistē , lai uzdotu jautājumus par

privātumu

Krievija

PayPal (Europe) S.a.r.l. et Cie, S.C.A.

22-24 Boulevard Royal L-2449, Luksemburga

Sazinieties tiešsaistē , lai uzdotu jautājumus par

privātumu

Singapūra

PayPal Pte. Ltd.

5 Temasek Boulevard 09-01, Suntec Tower 5

Singapūra 038985

Sazinieties tiešsaistē , lai uzdotu jautājumus par

privātumu

mailto: paypal@generalagent.co.kr
mailto: paypal@generalagent.co.kr
https://www.paypal.com/my/smarthelp/contact-us/privacy
https://www.paypal.com/my/smarthelp/contact-us/privacy
https://www.paypal.com/mx/smarthelp/contact-us/privacy
https://www.paypal.com/mx/smarthelp/contact-us/privacy
https://www.paypal.com/no/smarthelp/contact-us/privacy
https://www.paypal.com/no/smarthelp/contact-us/privacy
https://www.paypal.com/is/smarthelp/contact-us/privacy
https://www.paypal.com/is/smarthelp/contact-us/privacy
https://www.paypal.com/li/smarthelp/contact-us/privacy
https://www.paypal.com/li/smarthelp/contact-us/privacy
https://www.paypal.com/ph/smarthelp/contact-us/privacy
https://www.paypal.com/ph/smarthelp/contact-us/privacy
https://www.paypal.com/ru/smarthelp/contact-us/privacy
https://www.paypal.com/ru/smarthelp/contact-us/privacy
https://www.paypal.com/sg/smarthelp/contact-us/privacy
https://www.paypal.com/sg/smarthelp/contact-us/privacy


Šrilanka

PayPal Pte. Sia.

5 Temasek Boulevard 09-01, Suntec Tower 5

Singapūra 038985

Sazinieties tiešsaistē , lai uzdotu jautājumus par

privātumu

Šveice

PayPal (Europe) S.a.r.l. et Cie, S.C.A.

22-24 Boulevard Royal L-2449, Luksemburga

Sazinieties tiešsaistē , lai uzdotu jautājumus par

privātumu

Taivāna

PayPal Pte. Ltd.

5 Temasek Boulevard 09-01, Suntec Tower 5

Singapūra 038985

Sazinieties tiešsaistē , lai uzdotu jautājumus par

privātumu

Taizeme

Athenee Tower, 23F; 63 Wittayu Road; Lumpini,

Pathumwan; Bangkok 10330, Taizeme

Sazinieties tiešsaistē , lai uzdotu jautājumus par

privātumu

Apvienotā Karaliste

PayPal UK Ltd

5 Fleet Place

Londona, Apvienotā Karaliste EC4M 7RD

Sazinieties tiešsaistē , lai uzdotu jautājumus par

privātumu

Apvienotie Arābu Emirāti

PayPal Pte. Ltd.

5 Temasek Boulevard 09-01, Suntec Tower 5

Singapūra 038985

Sazinieties tiešsaistē , lai uzdotu jautājumus par

privātumu

Amerikas Savienotās Valstis

PayPal Inc.

2211 N. 1st St.,

Sanhosē, CA 95131

Sazinieties tiešsasitē , lai uzdotu jautājumus par

privātumu

Vjetnama

PayPal Pte. Ltd.

5 Temasek Boulevard 09-01, Suntec Tower 5

Singapūra 038985

Sazinieties tiešsaistē , lai uzdotu jautājumus par

privātumu

Informācijas izpaušana fiziskām personām Amerikas

Savienotajās Valstīs

https://www.paypal.com/lk/smarthelp/contact-us/privacy
https://www.paypal.com/lk/smarthelp/contact-us/privacy
https://www.paypal.com/ch/smarthelp/contact-us/privacy
https://www.paypal.com/ch/smarthelp/contact-us/privacy
https://www.paypal.com/tw/smarthelp/contact-us/privacy
https://www.paypal.com/tw/smarthelp/contact-us/privacy
https://www.paypal.com/th/smarthelp/contact-us/privacy
https://www.paypal.com/th/smarthelp/contact-us/privacy
https://www.paypal.com/uk/smarthelp/contact-us/privacy
https://www.paypal.com/uk/smarthelp/contact-us/privacy
https://www.paypal.com/ae/smarthelp/contact-us/privacy
https://www.paypal.com/ae/smarthelp/contact-us/privacy
https://www.paypal.com/us/smarthelp/contact-us/privacy
https://www.paypal.com/us/smarthelp/contact-us/privacy
https://www.paypal.com/vn/smarthelp/contact-us/privacy
https://www.paypal.com/vn/smarthelp/contact-us/privacy


Šajā sadaļā ir ietverta papildu informācija personām Amerikas Savienotajās Valstīs, un tā papildina

iepriekš sniegto PayPal Privātuma paziņojumu.

Personiskās informācijas kopsavilkums, kas savākta un izpausta

iepriekšējos 12 mēnešos, tostarp saskaņā ar Kalifornijas

Patērētāju privātuma likumu, kurā grozījumi izdarīti ar

Kalifornijas Privātuma tiesību likumu (“CCPA”).
Šajā sadaļā ir sniegta papildu informācija par PayPal iepriekšējos 12 mēnešos veiktajām

Personiskās informācijas apstrādes darbībām saskaņā ar CCPA. Iepriekšējo 12 mēnešu laikā mēs

esam vākuši tabulā norādītās personiskās informācijas kategorijas. Lai iegūtu detalizētu

informāciju par precīziem datu punktiem, kurus mēs vācam, un šādas vākšanas avotu kategorijām,

skatiet sadaļu “Mūsu vāktās personiskās informācijas kategorijas”. Iepriekšējo 12 mēnešu laikā mēs

esam izpauduši šādas Personiskās informācijas kategorijas uzņēmējdarbības nolūkos šādām trešo

personu kategorijām, ko mēs sīkāk aprakstām sadaļās “Kā mēs izmantojam personisko

informāciju”  un “Kad un kā mēs kopīgojam personisko informāciju ar citiem”.

Mūsu vāktās personiskās

informācijas kategorijas

Vākšanas un izpaušanas

mērķis

Trešo personu kategorijas,

kam PayPal izpauž šo

Personisko informāciju

uzņēmējdarbības nolūkos

Identifikatori

• Sniegt pakalpojumus

• Sazināties ar jums

• Piesaistīt kontu

• Pārvaldīt un uzlabot mūsu

Pakalpojumus

• Pārvaldīt krāpšanu un risku

• Reklamēt mūsu

pakalpojumus

• Nodrošināt atbilstību tiesību

aktiem

• Apstrādāt informāciju par

kontaktiem

• Sazināties ar jums

• Nodrošināt kvītis saistībā ar

PayPal tirdzniecības vietas

pakalpojumiem

• Atcerēties jūsu preferences

• Saistīt informāciju par jums

• PayPal un PayPal saistītie

uzņēmumi

• Iestādes

• Citas finanšu iestādes

• Maksājumu karšu tīkli un

maksājumu apstrādātāji

• Krāpšanas novēršanas un

identitātes pārbaudes

aģentūras

• CRA

• Pakalpojumu sniedzēji

• Citi Lietotāji atbilstoši jūsu

konta iestatījumiem

• Saistītie konti

• Partneri un Tirgotāji

• Citas trešās personas

• Pircēji saistībā ar uzņēmuma

nodošanu

Ieraksti un finanšu informācija

(tostarp personas dati, kas

aprakstīti Kalifornijas Klientu

• Sniegt pakalpojumus

• Sazināties ar jums

• Piesaistīt kontu

• PayPal un PayPal saistītie

uzņēmumi

• Iestādes



ierakstu likumā)

• Regulāri un precīzi atjaunināt

jūsu konta, profila un finanšu

informāciju

• Pārvaldīt un uzlabot mūsu

Pakalpojumus

• Pārvaldīt krāpšanu un risku

• Reklamēt mūsu

Pakalpojumus

• Sniegt personalizētus

Pakalpojumus

• Nodrošināt atbilstību tiesību

aktiem

• Apstrādājiet informāciju par

kontaktiem

• Sazināties ar jums

• Citas finanšu iestādes

• Maksājumu karšu tīkli un

maksājumu apstrādātāji

• Krāpšanas novēršanas un

identitātes pārbaudes

aģentūras

• CRA

• Pakalpojumu sniedzēji

• Citi Lietotāji atbilstoši jūsu

konta iestatījumiem

• Saistītie konti

• Partneri un Tirgotāji

• Citas trešās personas

uzņēmējdarbības nolūkos

• Pircēji saistībā ar uzņēmuma

nodošanu

Komerciāla informācija

• Sniegt pakalpojumus

• Sazināties ar jums

• Pārvaldīt un uzlabot mūsu

Pakalpojumus

• Pārvaldīt krāpšanu un risku

• Reklamētu mūsu

Pakalpojumus

• Nodrošināt atbilstību tiesību

aktiem

• Atcerēties jūsu preferences

• Saistīt informāciju par jums

• PayPal un PayPal saistītie

uzņēmumi

• Pakalpojumu sniedzēji

• Iestādes

• Citas finanšu iestādes

• Partneri un Tirgotāji

• Citas trešās personas

• Pircēji vai saistībā ar

uzņēmuma nodošanu

• Citi lietotāji, ja jums ir

uzņēmuma profils

Ģeogrāfiskās atrašanās vietas

dati

• Sūtīt jums uz atrašanās vietu

balstītas opcijas

• Pārvaldīt krāpšanu un risku

• Iestādes

• PayPal un PayPal saistītie

uzņēmumi

• Pakalpojumu sniedzēji

• Citas finanšu iestādes

• Partneri un Tirgotāji

Interneta vai tīkla darbība • Darboties un sniegt

pakalpojumus

• Sazināties ar jums

• Pārvaldīt un uzlabot

Pakalpojumus

• Reklamēt mūsu

Pakalpojumus

• PayPal un PayPal saistītie

uzņēmumi

• Pakalpojumu sniedzēji

• Citas finanšu iestādes

• Partneri un Tirgotāji

• Iestādes



• Sūtīt jums lokāli atbilstošas

opcijas

• Nodrošināt atbilstību tiesību

aktiem

Biometrija

Autentificēt jūs noteiktām

darbībām, kas saistītas ar jūsu

kontu, tostarp:

• lai izpildītu normatīvās

prasības vai pirms piekļūstat

kontiem un Pakalpojumiem;

• atgūt paroles;

• atjaunināt profila

informāciju;

• pārvaldīt maksājumus un

maksājumu veidus;

• atcelt konta ierobežojumus;

un

• iniciēt trešo personu

kriptovalūtas

pārskaitījumus.

• Pakalpojumu sniedzēji

Audio, elektroniska, vizuāla vai

tamlīdzīga informācija

• Sniegt pakalpojumus

• Autentificēt jūsu piekļuvi

kontam vai Fastlane profilam

• Pārvaldīt un uzlabot

Pakalpojumus

• Pārvaldīt krāpšanu un risku

• Pakalpojumu sniedzēji

• PayPal un PayPal saistītie

uzņēmumi

• Tirgotāji un Partneri

• Iestādes

Profesionālā vai nodarbinātības

informācija

• Sniegt pakalpojumus

• Pārvaldīt krāpšanu un risku

• Pakalpojumu sniedzēji

• PayPal un PayPal saistītie

uzņēmumi

• Tirgotāji un Partneri

• Iestādes

• Citas finanšu iestādes

Informācija par importētajiem

kontaktiem
• Sniegt pakalpojumus • Pakalpojumu sniedzēji

Informācija jūsu PayPal,

Hyperwallet vai Xoom kontu vai

Fastlane profilu

• Sniegt pakalpojumus • Pakalpojumu sniedzēji

• PayPal un PayPal saistītie

uzņēmumi

• Tirgotāji un Partneri

• Iestādes



• Citas finanšu iestādes

Informācija, ko jūs sniegsiet,

sazinoties ar mums;

• Sniegt pakalpojumus

• Autentificēt jūsu piekļuvi

kontam vai Fastlane profilam

• Pārvaldīt un uzlabot

• Pakalpojumus

• Pārvaldīt krāpšanu un risku

• Pakalpojumu sniedzēji

• PayPal un PayPal saistītie

uzņēmumi

• Tirgotāji un partneri

• Iestādes

Izsecinātie dati

• Sniegt pakalpojumus

• Pārvaldīt krāpšanu un risku

• Reklamēt mūsu

Pakalpojumus

• Satura rādīšana atbilstoši

jūsu interesēm

• Sniegt labākas atbildes uz

jūsu pieprasījumiem vai

jautājumiem vai līdzīgiem

klientu apkalpošanas

jautājumiem

• Verificēt jūsu identitāti

• Veikt riska novērtējumu

• PayPal un PayPal saistītie

uzņēmumi

• Pakalpojumu sniedzēji

• Citas finanšu iestādes

• Tirgotāji un partneri

• Iestādes

Sensitīva personiskā informācija
• Sniegt pakalpojumus

• Pārvaldīt krāpšanu un risku

• PayPal un PayPal saistītie

uzņēmumi

• Pakalpojumu sniedzēji

• Citas finanšu iestādes

• Tirgotāji un Partneri

• Iestādes

• Pircējiem vai saistībā ar

• uzņēmuma nodošanu

Aizsargāto klasifikāciju

raksturojums

• Sniegt mūsu Pakalpojumus

• Pārvaldīt risku

• PayPal un PayPal saistītie

uzņēmumi

• Pakalpojumu sniedzēji

• Iestādes



Informācija no jūsu ierīces

• Sniegt pakalpojumus

• Pārvaldīt un uzlabot mūsu

Pakalpojumus

• Pārvaldīt krāpšanu un risku

• Sazināties ar jums

• Piesaistīt kontu

• Reklamēt mūsu

pakalpojumus

• Personalizēt jūsu pieredzi

Nodrošināt atbilstību tiesību

aktiem

• PayPal un PayPal saistītie

uzņēmumi

• Pakalpojumu sniedzēji

• Citas finanšu iestādes

• Tirgotāji un partneri

• Iestādes

Personiskās informācijas pārdošana un kopīgošana
PayPal nepārdod un nekopīgo Personisko informāciju starpkontekstu uzvedības vai mērķorientētu

reklāmu vajadzībām, uz kurām neattiecas izņēmumi saskaņā ar visaptverošiem privātuma tiesību

aktiem Amerikas Savienotajās Valstīs, tostarp par bērniem, kuri ir jaunāki par 16 gadiem, un nav

to darījusi iepriekšējos 12 mēnešos. Uz noteiktu Personisko informāciju, ko vāc, apstrādā vai

izpauž finanšu iestāde, attiecas federālie tiesību akti, piemēram, Gramm-Leach-Bliley likums.

Skatiet Paziņojumu finanšu produktu un pakalpojumu patērētājiem  tālāk, lai iegūtu papildu

informāciju par jūsu tiesībām saskaņā ar Amerikas Savienoto Valstu federālajiem tiesību aktiem.

CCPA ziņošana par privātuma tiesībām
PayPal sniedz savus rādītājus,  kas nepieciešami saskaņā ar CCPA, par to, kā PayPal apstrādāja

privātuma tiesību pieprasījumus.

Paziņojums finanšu produktu un pakalpojumu patērētājiem
Šis paziņojums finanšu produktu un pakalpojumu patērētājiem neattiecas uz Bezzīmola

maksājumu pakalpojumiem. Ņemiet vērā, ka “personiskās informācijas” definīcijai šajā Privātuma

paziņojum sadaļā ir tāda nozīme, kāda tai piešķirta Gramm-Leach-Bliley likumā.

Pārskatīts 2025. gada

17. novembrī

FAKTI KO PAYPAL DARA AR JŪSU PERSONISKO INFORMĀCIJU?

Kāpēc?

Finanšu uzņēmumi izvēlas, kā kopīgot jūsu personisko informāciju.

Federālie tiesību akti piešķir patērētājiem tiesības ierobežot daļu, bet ne

visu kopīgošanu. Saskaņā ar federālajiem tiesību aktiem mums ir

jāinformē jūs arī par to, kā mēs vācam, kopīgojam un aizsargājam jūsu

personisko informāciju. Uzmanīgi izlasiet šo paziņojumu, lai saprastu, ko

mēs darām.

Kas? Tas, kāda veida personisko informāciju mēs vācam un kopīgojam, ir

atkarīgs no produkta vai pakalpojuma, ko jūs izmantojat. Šī informācija

https://internal.paypalinc.com/ie/legalhub/preview/agreement/eWJmGC7NoRicjxAgZH6BBr#notice-conumers
https://internal.paypalinc.com/ie/legalhub/preview/agreement/eWJmGC7NoRicjxAgZH6BBr#notice-conumers
https://www.paypal.com/us/legalhub/paypal/ca-privacy-rights-full
https://www.paypal.com/us/legalhub/paypal/ca-privacy-rights-full


var ietvert:

• sociālās apdrošināšanas numuru un konta atlikumu;

• maksājumu vēsturi vai darījumu vēsturi;

• kredītvēsturi vai kredītreitingus.

Kad jūs vairs neesat mūsu klients, mēs turpinām kopīgot jūsu

informāciju, kā aprakstīts šajā paziņojumā.

Kā?

Visiem finanšu uzņēmumiem ir jākopīgo klientu personiskā informācija,

lai veiktu savu ikdienas uzņēmējdarbību. Sadaļā tālāk ir uzskaitīti

iemesli, kāpēc finanšu uzņēmumi var kopīgot savu klientu personisko

informāciju; iemesli, kāpēc PayPal izvēlaties kopīgot šo informāciju; un

vai jūs varat ierobežot šo kopīgošanu.

Iemesli, kāpēc mums ir tiesības kopīgot jūsu

Personisko informāciju

Vai PayPal kopīgo

informāciju?

Vai jūs varat

ierobežot šo

kopīgošanu?

Mūsu ikdienas uzņēmējdarbības vajadzībām –

piemēram, lai apstrādātu jūsu darījumus, uzturētu jūsu

kontu(-us), atbildētu uz tiesas rīkojumiem un juridiskām

izmeklēšanām vai ziņotu kredītinformācijas birojiem

Jā Nē

Mūsu mārketinga nolūkiem –

lai piedāvātu jums mūsu produktus un pakalpojumus
Jā Nē

Kopīgam mārketingam ar citiem finanšu uzņēmumiem Jā Nē

Mūsu saistīto uzņēmumu ikdienas uzņēmējdarbības

vajadzībām –

informācija par jūsu darījumiem un pieredzi

Jā Nē

Mūsu saistīto uzņēmumu ikdienas uzņēmējdarbības

vajadzībām –

informācija par jūsu kredītspēju

Jā Jā

Lai mūsu saistītie uzņēmumi varētu jums nosūtīt

reklāmas
Jā Jā

Lai mūsu nesaistītie uzņēmumi varētu jums nosūtīt

reklāmas
Jā Jā

Lai ierobežotu mūsu kopīgošanu

Lai ierobežotu mūsu

kopīgošanu

• Jūs varat ierobežot noteiktu kopīgošanu, piesakoties savā PayPal

kontā un rediģējot savas preferences iestatījumu sadaļā “Dati un

privātums”.

• Zvaniet pa tālruni 1-888-221-1161, lai ierobežotu jebkādu

kopīgošanu, ja tas ir atļauts.



Ņemiet vērā:

Ja esat jauns klients, mums ir tiesības sākt kopīgot jūsu informāciju

30 dienas pēc datuma, kad nosūtījām šo paziņojumu. Kad jūs vairs neesat

mūsu klients, mēs turpinām kopīgot jūsu informāciju, kā aprakstīts šajā

paziņojumā.

Taču jūs varat sazināties ar mums jebkurā laikā, lai ierobežotu to, kā un

ko mēs kopīgojam.

Vai jums ir jautājumi?

Sazinieties ar mūsu klientu apkalpošanas dienestu pa tālruni

1-888-221-1161 vai apmeklējiet mūsu vietni: /smarthelp/contact-us/

privacy.

Kas mēs esam

Kas sniedz šo

paziņojumu?

Šo Privātuma paziņojumu nodrošina uzņēmums PayPal, Inc., un tas ir

piemērojams jūsu personiskajiem PayPal un Xoom kontiem un Fastlane

profilam.

Ko mēs darām

Kā PayPal aizsargā

manu personisko

informāciju?

Lai aizsargātu jūsu personisko informāciju pret nesankcionētu piekļuvi un

izmantošanu, mēs izmantojam drošības pasākumus, kas atbilst

federālajiem tiesību aktiem. Šie pasākumi ietver datoriekārtu drošības

pasākumus un drošu failu formātu un ēku izmantošanu.

Kā PayPal vāc manu

personisko

informāciju?

Mēs vācam jūsu personisko informāciju, piemēram, kad jūs

• atverat kontu vai sniedzat konta informāciju;

• izmantojat savu kredītkarti vai debetkarti vai norādāt savu

kontaktinformāciju;

• izmantojat savu PayPal un/vai Xoom kontu, lai informētu mūs par

naudas saņemšanu;

• izmantojat savu PayPal un/vai Xoom kontu, lai norādītu mums, uz

kurieni nosūtīt naudu.

Mēs arī vācam jūsu personisko informāciju no citiem, piemēram,

kredītinformācijas birojiem, saistītajiem uzņēmumiem vai citiem

uzņēmumiem.

Kāpēc es nevaru

ierobežot visu

informācijas

kopīgošanu?

Federālie tiesību akti dod jums tiesības ierobežot tikai:

• informācijas kopīgošanu par jūsu kredītspēju saistīto uzņēmumu

ikdienas uzņēmējdarbības vajadzībām;

• to, kā saistītie uzņēmumi izmanto jūsu informāciju, lai sūtītu jums

reklāmas;

• informācijas kopīgošanu ar nesaistītiem uzņēmumiem, lai sūtītu jums

reklāmas.

https://www.paypal.com/smarthelp/contact-us/privacy
https://www.paypal.com/smarthelp/contact-us/privacy
https://www.paypal.com/smarthelp/contact-us/privacy
https://www.paypal.com/smarthelp/contact-us/privacy


• Štatu tiesību akti un atsevišķi uzņēmumi var piešķirt jums papildu

tiesības ierobežot kopīgošanu. Plašāku informāciju par savām tiesībām

saskaņā ar štatu tiesību aktiem skatiet tālāk.

Definīcijas

Saistītie uzņēmumi

Uzņēmumi, kas saistīti ar kopīgām īpašumtiesībām vai kontroli. Tie var

būt gan finanšu, gan nefinanšu uzņēmumi.

• Mūsu saistītie uzņēmumi ietver Bill Me Later, Inc.

Nesaistītie uzņēmumi

Uzņēmumi, kas nav saistīti ar kopīgām īpašumtiesībām vai kontroli. Tie

var būt gan finanšu, gan nefinanšu uzņēmumi.

• Nesaistītie uzņēmumi, ar kuriem mēs kopīgojam personisko

informāciju, ietver pakalpojumu sniedzējus, kas sniedz pakalpojumus

vai īsteno funkcijas mūsu vārdā.

Kopīgs mārketings

Oficiāla vienošanās starp nesaistītiem finanšu uzņēmumiem, kas kopā

jums reklamē finanšu produktus vai pakalpojumus.

Mūsu kopīgie mārketinga partneri ir finanšu uzņēmumi un bankas.

Cita svarīga informācija

Mums ir tiesības pārsūtīt Personisko informāciju uz citām valstīm, piemēram, lai apkalpotu

klientus vai apstrādātu darījumus.

Ja esat PayPal klients, kuram bija PayPal konts pirms 2024. gada 27. novembra, mēs kopīgojam

tikai to personisko informāciju, kas savākta pēc 2024. gada 2 . novembra, ja vien jūs no tā

neatsakāties. Mums ir tiesības kopīgot informāciju, ko norādījāt kontā iepriekš, kas ļauj veikt vēl

labāku personalizēšanu, ja jūs tam piekrītat, rediģējot savas preferences iestatījumu sadaļā “Dati

un privātums”.

Ja esat klients, kurš atvēra PayPal kontu pēc 2024. gada 27. novembra, mums ir tiesības sākt

kopīgot ar jūsu kontu saistīto informāciju. Kad jūs vairs neesat mūsu klients, mēs turpinām

kopīgot jūsu informāciju, kā aprakstīts šajā paziņojumā.

Citas privātuma tiesības: Skatiet mūsu vispārīgo Privātuma paziņojumu , lai uzzinātu vairāk par

mūsu Personiskās informācijas apstrādes praksi un citām tiesībām, kas jums var būt saskaņā ar

privātuma tiesību aktiem attiecībā uz Personisko informāciju, uz kuru neattiecas Gramm-Leach-

Bliley likums. Turklāt skatiet mūsu Kalifornijas, Ziemeļdakotas un Vermontas Papildu finanšu

privātuma paziņojumu , lai iegūtu papildinformāciju par štata finanšu privātuma tiesību aktiem.

Sazinieties ar mums, ja jums ir jautājumi par mūsu Privātuma paziņojumu, šo paziņojumu

patērētājiem vai jūsu Personisko informāciju.

Kalifornija: Ja jūsu PayPal vai Xoom kontam vai Fastlane profilam ir pasta adrese Kalifornijā, mēs

nekopīgosim par jums savākto Personisko informāciju, izņemot, ciktāl to pieļauj Kalifornijas

tiesību akti, tostarp, piemēram, ar jūsu piekrišanu vai lai apkalpotu jūsu kontu. Mēs ierobežosim

https://www.paypal.com/legalhub/privacy-full
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kopīgošanu starp mūsu uzņēmumiem, ciktāl to paredz Kalifornijas tiesību akti.

Lai aprunātos par savu PayPal kontu, sazinieties ar PayPal klientu atbalsta dienestu pa tālruni

1-888-221-1161 vai apmeklējiet mūsu klientu atbalsta tīmekļa portālu. Lai aprunātos par savu

Xoom kontu, sazinieties ar Xoom klientu atbalsta dienestu pa tālruni 1-877-815-1531 vai

apmeklējiet mūsu palīdzības centra tīmekļa portālu. Lai aprunātos par savu Fastlane profilu,

sazinieties ar PayPal klientu atbalsta dienestu pa tālruni 1-844-705-3555 vai apmeklējiet

Fastlane profila pārvaldības portālu.

Vermonta: Ja jūsu PayPal, Xoom kontam vai Fastlane profilam ir pasta adrese Vermontā, mēs

neizpaudīsim informāciju par jūsu kredītspēju mūsu saistītajiem uzņēmumiem un neizpaudīsim

jūsu Personisko informāciju, finanšu informāciju, kredīta ziņojumu vai veselības informāciju

nesaistītām trešajām personām, lai tās jums sūtītu reklāmas, izņemot, ja to atļauj Vermontas

tiesību akti, ja vien jūs nepilnvarojat mūs izpaust šādu informāciju. Papildu informācija par mūsu

privātuma politikām pieejama klientu apkalpošanas tīmekļa portālā,  vai zvanot pa tālruni

1-888-221-1161.

Nevada: Ja jūsu PayPal vai Xoom kontam vai Fastlane profilam ir pasta adrese Nevadā, mēs

sniedzam šo paziņojumu saskaņā ar Nevadas tiesību aktiem. Ja nevēlaties saņemt mārketinga

zvanus no PayPal, jūs varat tikt ievietots mūsu iekšējā sarakstā “Nesazināties pa tālurni”, zvanot

pa tālruni 1-888-221-1161 vai dodoties uz /smarthelp/home. Lai saņemtu papildu informāciju,

varat sazināties ar PayPal 12312 Port Grace Blvd, La Vista, NE 68128 vai sazināties ar Patērētāju

aizsardzības biroju, Nevadas ģenerālprokurora biroju, 555 E. Washington St., Suite 3900, Las

Vegas, NV 89101; tālruņa numurs: 1-702-486-3132; e-pasta adrese: Aginfo@ag.nv.gov.

Informācijas izpaušana privātpersonām Apvienotajā Karalistē

un Eiropas Ekonomikas zonā (“EEZ”) 
Šajā sadaļā ir iekļauta papildu informācija fiziskām personām Apvienotajā Karalistē un EEZ, un tā

papildina iepriekš sniegto PayPal Privātuma paziņojumu.

Datu pārzinis
Jūsu Personiskās informācijas datu pārzinis ir PayPal organizācija, kas reģistrēta jūsu rezidences

valstī vai jurisdikcijā, un to var atrast mūsu kontaktinformācijā.

Mūsu likumīgais pamats Personiskās informācijas apstrādei
Mums ir tiesības apstrādāt

jūsu Personisko informāciju

saskaņā ar tālāk norādītajiem

likumīgajiem pamatiem

saskaņā ar Vispārīgo datu

aizsardzības regulu

Datu veidi

Likumīgs pamats un īpašs

apstrādes nosacījums (ja

attiecināms)
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Šie apstrādes nolūki ietver:

• sniegt mūsu Pakalpojumus,

izpildītu atbilstošus līgumus

ar jums un citādi pārvaldītu

mūsu darījumu attiecības ar

jums;

• pārvaldīt jūsu maksājumu

par produktiem un klientu

attiecības;

• novērtē jūsu kredītspēju

saistībā ar jūsu pieteikumu,

apstiprinātu jūsu identitāti

un kontaktinformāciju, kā arī

aizsargātu jūs un citas

personas no krāpšanas;

• apstiprināt jūsu identitāti,

arī ar elektronisko parakstu,

un pārbaudītu jūsu

personisko un

kontaktinformāciju;

• pierādīt, ka darījumi ir veikti;

• izveidot, izmantot vai

aizstāvēt juridisku prasību

vai iekasēšanas procedūras;

• ievērot iekšējās procedūras;

• novērtēt, kādus maksājuma

veidus un pakalpojumus jums

piedāvāt, piemēram, veicot

iekšējos un ārējos kredīta

novērtējumus;

• veikt klientu analīzi,

administrēt Pakalpojumus un

veikt iekšējās darbības,

tostarp problēmu

novēršanas, datu analīzes,

testēšanas, izpētes un

statistikas vajadzībām;

• sazināties ar jums saistībā ar

mūsu Pakalpojumiem;

• veicināt Pakalpojumu

drošību;

• ievērot piemērojamos ES un

Nepieciešamās Personiskās

informācijas kategorijas ir

šādas:

• reģistrācijas dati un

kontaktinformācija;

• identifikācijas un paraksta

informācija;

• maksājuma informācija;

• informācija, kas saistīta ar

juridiskajām prasībām;

• informācija, ko jūs sniegsiet,

sazinoties ar mums;

• informācija par darījumu;

• paku izsekošana;

• pakalpojumam specifiska

informācija;

• personiskā informācija;

• informācija no CRA un

finanšu iestādēm;

• informācija no saistītajiem

finanšu kontiem;

• informācija par to, kā jūs

izmantojat Pakalpojumus;

• tehniskie lietojuma dati;

• ierīces informācija;

• atrašanās vietas dati.

Mēs vācam tālāk norādītās

Personiskās informācijas

kategorijas, ko uzskatām

parvajadzīgām, lai izpildītu

mūsu sākotnējās

līgumsaistības un

līgumsaistības pret jums, un

bez kurām jūs nevarētu

izmantot Pakalpojumus.



dalībvalstu tiesību aktus,

piemēram, nelikumīgi iegūtu

līdzekļu legalizācijas

novēršanas un

grāmatvedības tiesību aktus

un noteikumus, ko izdevušas

mūsu izraudzītās bankas un

attiecīgie karšu tīkli.

• īpaši attiecībā uz Visa+ mēs

saņemsim saņēmēja vārdu,

uzvārdu un maksājumu

informāciju no Visa un trešo

personu Visa+ iesaistītajiem

digitālajiem makiem, lai

apstrādātu un saskaņotu

Visa+ maksājumu darījumus

starp iesaistītajiem

digitālajiem makiem un

PayPal;

• Attiecībā uz Fastlane

lietotājiem mums ir tiesības

jūs atpazīt kā Fastlane

lietotāju, kad iepērkaties

iesaistīto Partneru un

Tirgotāju vietnēs, un mums ir

tiesības mudināt jūs

iesaistīties iesaistīto

Partneru vai Tirgotāju

mijiedarbībā, piemēram,

reģistrēties veikala vai

lojalitātes kontam,

izmantojot savu Fastlane

profilu. Mēs arī izmantosim

jūsu Personisko informāciju

un informāciju par norēķinu

veidiem, lai noteiktu, vai jūs

esat autorizējis maksājumu,

ko veicat pie iesaistītā

Partnera vai Tirgotāja, un,

visticamāk, to veiksmīgi

autorizēsiet ar norēķinu

veidu, ko izvēlēsieties



izmantot, veicot pirkumu,

izmantojot informāciju no

Fastlane profila; un

• nodrošināt kvītis saistībā ar

PayPal tirdzniecības vietas

pakalpojumiem. Pircējiem,

kuri izmanto mūsu PayPal

tirdzniecības vietas

pakalpojumus (tostarp

Venmo Tap to Pay), jūs varat

izvēlēties norādīt mums savu

kontaktinformāciju, lai mēs

varētu jums nosūtīt digitālās

kvītis. Ja jūs norādāt savu e-

pasta adresi vai mobilā

tālruņa numuru Partnerim

vai Tirgotājam, kas izmanto

PayPal tirdzniecības vietu,

mums ir tiesības atcerēties

jūsu informāciju nākamajai

reizei, kad kaut ko

iegādāsieties no Tirgotāja,

kurš izmanto PayPal

tirdzniecības vietu savā

fiziskajā veikalā, ja

izmantosiet to pašu

maksājumu karti. Tas ir

neatkarīgi no tā, vai jūs

iepriekš esat kaut ko

iegādājies no šī Tirgotāja vai

ne. Tas nozīmē, ka nākamajā

reizē, kad iegādāsieties kaut

ko no Tirgotāja, kurš izmanto

PayPal tirdzniecības vietu

savā fiziskajā veikalā, jūsu

ērtībai kvīts būs iepriekš

aizpildīta.

Šie apstrādes nolūki ietver:

• nodrošināt, ka saturs jums

un jūsu ierīcē tiek parādīts

visefektīvākajā veidā;

Nepieciešamās Personiskās

informācijas kategorijas ir

šādas:

• reģistrācijas dati un

Mums ir leģitīmas intereses

nodrošināt, ka PayPal joprojām

ir drošs finanšu pakalpojums, un

turpināt piedāvāt

pakalpojumus, kas ir inovatīvi



• atbilstoši mūsu centieniem

nodrošināt mūsu platformas

drošību un aizsardzību, lai

novērstu mūsu Pakalpojumu

ļaunprātīgu izmantošanu;

• noteikt jūsu atbilstību un

sazināties ar jums attiecībā

uz Pakalpojumiem, kurus jūs,

iespējams, varat izmantot vai

kuri varētu jūs interesēt,

piemēram, veicot iekšējos

kredīta novērtējumus;

• veikt riska analīzi, krāpšanas

novēršanu un riska

pārvaldību (piemēram,

izmantojot Automatizētu

lēmumu pieņemšanu un MI);

• pārvaldīt un uzlabot mūsu

Pakalpojumus un vispārējiem

uzņēmējdarbības attīstības

mērķiem, piemēram, uzlabot

riska modeļus, lai samazinātu

krāpšanu, izstrādāt jaunus

produktus un funkcijas, veikt

iekšējas darbības (piemēram,

problēmu novēršanai), datu

analīzei, testēšanai, izpētei,

statistikas mērķiem un jaunu

uzņēmējdarbības iespēju

izpētei;

• regulāri atjaunināt jūsu

konta un finanšu informāciju;

• veikt mārketinga, produktu

un klientu analīzi, tostarp, ja

mēs sadarbojas ar citiem, lai

piedāvātu līdzīgus

pakalpojumus reklamēšanai,

informāciju par mūsu

Partneriem un testēšanu,

piemēram, lai uzlabotu mūsu

produktu klāstu un

optimizētu piedāvājumus

kontaktinformācija;

• identifikācijas un paraksta

informācija;

• maksājuma informācija;

• informācija, kas saistīta ar

juridiskajām prasībām;

• informācija, ko sniedzat,

sazinoties ar mums, tostarp

informācija, kas saistīta ar

jūsu ievainojamību;

• informācija par darījumu;

• paku izsekošana;

• pakalpojumam specifiska

Personiskā informācija;

• informācija no CRA un

finanšu iestādēm;

• informācija no saistītajiem

finanšu kontiem;

• informācija par to, kā jūs

izmantojat Pakalpojumus;

• tehniskie lietojuma dati;

• ierīces informācija;

atrašanās vietas dati.

un interesē jūs, kā arī optimizēt

mūsu pārdošanas centienus,

pielāgojot mūsu pakalpojumus

jūsu interesēm, tostarp

reklāmas un piedāvājumus, kas

jums var tikt parādīti. Mēs to

darām, ja datu subjekta

intereses vai pamattiesības

un brīvības nav svarīgākas

par mūsu leģitīmajām

interesēm.



mūsu klientiem;

• ievērot piemērojamos tiesību

aktus, piemēram, tiesību

aktus par nelikumīgi iegūtu

līdzekļu legalizācijas

novēršanu un grāmatvedību,

un kapitāla pietiekamības

normatīvās prasības un

noteikumus, ko izdevušas

mūsu izraudzītās bankas un

attiecīgie karšu tīkli.

Piemēram, kad mēs

apstrādājam Personisko

informāciju, lai izpildītu

principa “Pazīsti savu klientu”

(KYC) prasības, lai novērstu,

atklātu un izmeklētu

nelikumīgi iegūtu līdzekļu

legalizācijas, terorisma

finansēšanas un krāpšanas

gadījumus. Tāpat mēs veicam

sankciju pārbaudi, ziņojam

nodokļu iestādēm, policijai,

tiesībaizsardzības iestādēm,

uzraudzības iestādēm

gadījumos, kad piemērojamie

tiesību akti to tieši

nepieprasa, taču mēs

labticīgi uzskatām, ka

dalīšanās ar informāciju ir

nepieciešama, lai ievērotu

piemērojamos tiesību aktus;

• veicināt jūsu līdzdalību

konkursos, piedāvājumos un

pasākumos;

• izpildīt finanšu riska

pārvaldības pienākumus,

piemēram, izvērtēt

kredītspēju un kvalitāti,

novērtēt produkta

piemērotību, pārbaudīt jūsu

identitāti, izsekot un atgūt



parādus un novērst

noziedzīgas darbības,

apdrošināšanas riskus un

atbilstību kapitāla

pietiekamības prasībām

saskaņā ar piemērojamiem

tiesību aktiem;

• apstrādāt informāciju par

jūsu kontaktiem, lai

atvieglotu to atrašanu un

savienošanu, kā arī uzlabot

maksājumu precizitāti.

Sniedzot mums informāciju

par saviem kontaktiem, jūs

apliecināt, ka jums ir

atļauja sniegt šo

informāciju PayPal šajā

Privātuma paziņojumā

aprakstītajiem nolūkiem;

• sniegt jums informāciju,

jaunumus un mārketinga

informāciju par mūsu

Pakalpojumiem, tostarp

balvām vai reklāmām no

mums, vai, ja mēs

sadarbojamies ar citiem, lai

piedāvātu līdzīgus

pakalpojumus;

• saistīt informāciju par jums,

lai identificētu to, kā

izmantojat Pakalpojumus bez

PayPal konta (piemēram,

Maksāt bez PayPal konta) vai

ar bezzīmola maksājumu

pakalpojumiem (piemēram,

Braintree), un saistīt šādus

darījumus ar jūsu kontu, ja

jums tāds ir, vai vēlāk

izveidot kontu;

• atcerēties jūsu preferences

nākamajā reizē, kad

izmantosiet Pakalpojumus,



piemēram, kurus norēķinu

veidus vēlaties izmantot, un

to, vai norēķinoties

izvēlēsieties saņemt digitālās

kvītis pa e-pastu vai īsziņā;

• mēs izmantosim precīzu

ģeogrāfisko atrašanās vietu,

lai uzlabotu Vietņu un

Pakalpojumu drošību. Mēs

vācam precīzus ģeogrāfiskās

atrašanās vietas datus no

Lietotājiem, kamēr viņi ir

pieteikušies savā finanšu

kontā.

Šie apstrādes nolūki ietver:

• nodrošināt mūsu

Pakalpojumus un produktus;

• verificēt jūsu identitāti (arī

paraksta nolūkos), un

verificēt jūsu personisko un

kontaktinformāciju;

• izveidot, izmantot vai

aizstāvēt juridisku prasību

vai iekasēšanas procedūras;

• atbilstoši mūsu centieniem

nodrošināt mūsu platformas

drošību un aizsardzību, lai

novērstu mūsu Pakalpojumu

ļaunprātīgu izmantošanu;

• veikt riska analīzi, krāpšanas

novēršanu un riska

pārvaldību (piemēram,

izmantojot Automatizētu

lēmumu pieņemšanu un MI);

un

• ievērot piemērojamos tiesību

aktus, piemēram, tiesību

aktus par nelikumīgi iegūtu

līdzekļu legalizācijas

novēršanu un grāmatvedību,

un kapitāla pietiekamības

Nepieciešamās Personiskās

informācijas kategorijas ir

šādas:

• reģistrācijas dati un

kontaktinformācija;

• identifikācijas un paraksta

informācija;

• maksājuma informācija;

• informācija, kas saistīta ar

juridiskajām prasībām;

• informācija, ko jūs sniegsiet,

sazinoties ar mums;

• informācija par darījumu;

• paku izsekošana;

• pakalpojumam specifiska

Personiskā informācija;

• informācija no CRA un

finanšu iestādēm;

• informācija no saistītajiem

finanšu kontiem;

• informācija par to, kā jūs

izmantojat Pakalpojumus;

• tehniskie lietojuma dati;

• ierīces informācija;

• atrašanās vietas dati.

Saskaņā ar piemērojamiem

tiesību aktiem mums ir juridisks

pienākums veikt noteiktas

apstrādes darbības. Mēs to

darām, ja tas ir nepieciešams,

lai ievērotu piemērojamos

tiesību aktus.



normatīvās prasības un

noteikumus, ko izdevušas

mūsu izraudzītās bankas un

attiecīgie karšu tīkli.

Piemēram, kad mēs

apstrādājam Personisko

informāciju, lai izpildītu

principa “Pazīsti savu klientu”

(KYC) prasības, lai novērstu,

atklātu un izmeklētu

nelikumīgi iegūtu līdzekļu

legalizācijas, terorisma

finansēšanas un krāpšanas

gadījumus. Mēs arī veicam

sankciju pārbaudi un ziņojam

nodokļu administrācijām,

policijai, tiesībaizsardzības

iestādēm, izpildiestādēm un

uzraugošajām iestādēm.

Šie apstrādes nolūki ietver:

• piedalīties noteiktās

funkcijās, kas, lai gan nav

nepieciešamas Pakalpojumu

lietošanai, var jūs interesēt,

piemēram, sinhronizēt

kontaktu sarakstu ar jūsu

kontu;

• biometrisko datu sniegšana

identifikācijas nolūkos;

• noteikta mērķorientēta

reklāma;

• jūsu e-pasta konta

piesaistīšana sūtījumu

izsekošanai;

• jebkādu nefinanšu vai finanšu

kontu saistīšana, piemēram,

sociālo tīklu kontus, pasta

kontus, bankas, karšu vai

ieguldījumu kontus, kurus

piekrītat saistīt, lai

nodrošinātu maksājumus, vai

Nepieciešamās Personiskās

informācijas kategorijas ir

šādas:

• reģistrācijas dati un

kontaktinformācija;

• identifikācijas un paraksta

informācija;

• biometriskie dati;

• informācija par to, kā jūs

izmantojat Pakalpojumus;

• tehniskie lietojuma dati;

• ierīces informācija;

• atrašanās vietas dati.

Izņemot, kā iepriekš aprakstīts

citādi, mēs paļaujamies uz jūsu

nepārprotamu un brīvprātīgu

piekrišanu.



citiem mērķiem, kuriem

piekrītat saistīt šādu ārējo

kontu; vai

• saistīšana ar trešās personas

platformu vai trešās

personas maku; un

• ja piekrītat ļaut mums

izsekot precīzu jūsu

ģeogrāfisko atrašanās vietu,

mēs varam pielāgot savus

Pakalpojumus, izmantojot

pareizo valodu un saturu,

piemēram, nodrošinot ar

atrašanās vietu saistītas

opcijas, funkcionalitāti vai

piedāvājumus, reklāmas un

meklēšanas rezultātus. Pat ja

jūs neļaujat mums atļauts

izsekot precīzu jūsu

atrašanās vietu, mums

joprojām ir tiesības izmantot

jūsu adresi, lai nosūtītu jums

uz atrašanās vietu balstītas

opcijas, ko ieteikuši

uzņēmumi, kas atrodas jūsu

adreses tuvumā.

Personiskās informācijas starptautiska pārsūtīšana
Pārsūtot ES iedzīvotāju Personisko informāciju PayPal meitasuzņēmumu un saistīto uzņēmumu

ietvaros, mēs paļaujamies uz mūsu Saistošajiem uzņēmuma noteikumiem, ko ir apstiprinājušas

kompetentās Uzraudzības iestādes.

Attiecībā uz jebkādu citu Personiskās informācijas pārsūtīšanu uz valsti ārpus Apvienotās

Karalistes (Apvienotās Karalistes rezidentiem) vai EEZ (EEZ rezidentiem) mēs nodrošināsim, ka

jebkura šāda pārsūtīšana atbilst ES un Apvienotās Karalistes datu aizsardzības tiesību aktiem, ja

piemērojams.

Praksē tas nozīmē, ka mēs pārsūtīsim jūsu Personisko informāciju saņēmējam ārpus EEZ vai ārpus

Apvienotās Karalistes tikai tad, ja: i) saņēmējs atrodas valstī, par kuru Eiropas Komisija ir

nolēmusi, ka saņēmējs ir piemērots, lai saņemtu Personisko informāciju no EEZ, vai Apvienotās

Karalistes valsts sekretārs ir nolēmis, ka saņēmējs ir piemērots, lai saņemtu Personisko

informāciju no Apvienotās Karalistes (ja piemērojams); ii) saņēmējs ar mums ir parakstījis

https://www.paypal.com/uk/webapps/mpp/ua/bcr?locale.x=en_GB
https://www.paypal.com/uk/webapps/mpp/ua/bcr?locale.x=en_GB


atbilstošus līguma noteikumus, kas ietver Eiropas Komisijas līguma standartklauzulas  vai

Apvienotās Karalistes Informācijas komisāra starptautisko datu pārsūtīšanas līgumu, vai

Starptautisko datu pārsūtīšanas pielikumu  (pēc vajadzības); vai iii) tiek piemērota atkāpe datu

pārsūtīšanai (piemēram, ja esat piekritis savas personiskās informācijas pārsūtīšanai).

Apvienotās Karalistes un EEZ datu aizsardzības tiesības
Fiziskām personām, kas atrodas Apvienotajā Karalistē un EEZ, ir šādas tiesības, kas ir sīkāk

izklāstītas sadaļā “Jūsu datu aizsardzības tiesības”:

• tiesības būt informētam par jūsu Personiskās informācijas vākšanu un izmantošanu;

• tiesības piekļūt jūsu Personiskajai informācijai un pieprasīt tās kopijas;

• tiesības labot savu Personisko informāciju;

• tiesības noteiktos apstākļos dzēst savu Personisko informāciju;

• tiesības iebilst pret jūsu Personiskās informācijas apstrādi noteiktos apstākļos, kad mēs

apstrādājam jūsu Personisko informāciju uzdevumiem, ko veic sabiedrības interesēs, īstenojot

oficiālas pilnvaras, mūsu leģitīmajām interesēm, zinātniskiem vai vēsturiskiem pētījumiem,

statistikas mērķiem vai tiešā mārketinga mērķiem;

• tiesības atsaukt savu piekrišanu jūsu Personiskās informācijas apstrādei, tostarp atsakoties no

mārketinga paziņojumiem, lai gan tas neietekmē jūsu Personiskās informācijas apstrādes

likumību, pamatojoties uz piekrišanu pirms tās atsaukšanas, kā arī tas neietekmēs jūsu

Personiskās informācijas apstrādi, kas veikta, balstoties uz likumīgu apstrādes pamatu, kas nav

piekrišana. Ja mēs izmantojam jūsu Personisko informāciju tiešajam mārketingam, jūs jebkurā

brīdī varat mainīt atļaujas, iebilst un atteikties no turpmākiem tiešā mārketinga ziņojumiem,

izmantojot abonēšanas atteikšanas saiti elektroniskajā komunikācijā vai konta iestatījumus;

• tiesības uz automatizētu lēmumu pārskatīšanu un saņemt informāciju par to, ka pastāv

jebkāda Automatizēta lēmumu pieņemšana, tostarp Profilēšana, un par šādas apstrādes loģiku,

nozīmīgumu un paredzamajām sekām;

• tiesības noteiktos apstākļos ierobežot jūsu Personiskās informācijas apstrādi;

• tiesības uz jūsu Personiskās informācijas datu pārnesamību, izmantojot automatizētus

līdzekļus noteiktos apstākļos, kad mēs apstrādājam jūsu Personisko informāciju, pamatojoties

uz piekrišanu, līguma izpildei vai ja apstrāde ir nepieciešama, lai palīdzētu jums noslēgt līgumu.

Turklāt jums ir tiesības iesniegt sūdzību vietējai uzraudzības iestādei par to, kā mēs izmantojam

jūsu Personisko informāciju.

EEZ jūs varat arī iesniegt sūdzību mūsu vadošā datu aizsardzības uzraudzības iestādē

Luksemburgas Datu aizsardzības valsts komisijā (CNPD) pa pastu, izmantojot adresi Commission

Nationale pour la Protection des Donnees, Service des plaints, 15, Boulevard du Jazz, L-4370

Belvaux, Luksemburga.

Apvienotajā Karalistē jūs varat arī iesniegt sūdzību vietējai datu aizsardzības iestādei, kas ir

Informācijas komisāra birojs: tīmekļa vietne: https://ico.org.uk/, adrese: Wycliffe House, Water

Lane, Wilmslow, Cheshire, SK9 5AF.

https://commission.europa.eu/publications/standard-contractual-clauses-international-transfers_en
https://commission.europa.eu/publications/standard-contractual-clauses-international-transfers_en
https://ico.org.uk/for-organisations/uk-gdpr-guidance-and-resources/international-transfers/international-data-transfer-agreement-and-guidance/
https://ico.org.uk/for-organisations/uk-gdpr-guidance-and-resources/international-transfers/international-data-transfer-agreement-and-guidance/
https://ico.org.uk/
https://ico.org.uk/


Tomēr, lai gan jums tas nav jādara, mēs lūdzam vispirms sazināties ar mums, lai dotu mums

iespēju tieši pievērsties jūsu bažām, pirms sazināties ar uzraudzības iestādi.

Apvienotajā Karalistē un EEZ izmantoto CRA saraksts
Apvienotajā Karalistē un EEZ izmantotais CRA saraksts  ietver attiecīgajā valstī izmantoto CRA

identitāti un saiti uz privātuma paziņojumu, kurā jūs varat noteikt, kā Personiskā informācija tiek

izmantota un kopīgota, tostarp to, cik ilgi Personiskā informācija tiek glabāta. Ja jums ir kādi

jautājumi par CRA pakalpojumiem, kredītnovērtējumu vai informāciju, ko tās par jums saglabā, vai

ja vēlaties izmantot savas datu subjekta tiesības attiecībā uz tām, varat sazināties tieši ar

aģentūrām, kas darbojas jūsu rezidences valstī.

Banku noteikumu paziņojums lietotājiem EEZ
Luksemburgas tiesību aktos, kas attiecas uz PayPal veikto lietotāju Personiskās informācijas

apstrādi (konkrēti — uz datu aizsardzību un banku noslēpumu), ir noteikts augstāks

pārredzamības līmenis nekā vairumā citu ES tiesību aktu. Tādēļ atšķirībā no lielākās daļas

interneta pakalpojumu vai finanšu pakalpojumu sniedzēju ES PayPal šajā Privātuma paziņojumā ir

norādījis trešo personu pakalpojumu sniedzējus un darījuma partnerus, kuriem mums ir tiesības

izpaust jūsu Personisko informāciju, kā arī informācijas izpaušanas nolūku un izpaustās

informācijas veidu. Jūs varat pārskatīt šīs trešās personas. Piekrītot šim Privātuma paziņojumam

un saglabājot savu PayPal kontu, jūs paužat nepārprotamu piekrišanu jūsu Personiskās

informācijas pārsūtīšanai šīm trešajām personām sarakstā minētajos nolūkos.

PayPal var atjaunināt iepriekš norādīto trešo personu sarakstu katra ceturkšņa pirmajā darbdienā

(janvārī, aprīlī, jūlijā un oktobrī). PayPal sāks jebkādu Personiskās informācijas pārsūtīšanu

jaunajām struktūrām vai jaunajos nolūkos vai jauno Personiskās informācijas veidu pārsūtīšanu

saskaņā ar katrā atjauninājumā norādīto informāciju tikai 30 dienas pēc šī saraksta publicēšanas

ar Privātuma paziņojuma starpniecību. Jums katru ceturksni iepriekš norādītajos datumos PayPal

tīmekļvietnē ir jāpārskata attiecīgais saraksts. Ja neiebilstat pret jaunās Personiskās informācijas

izpaušanu 30 dienu laikā pēc atjauninātā trešo personu saraksta publicēšanas, tiek uzskatīts, ka

piekrītat izmaiņām sarakstā un šim Privātuma paziņojumam. Ja nepiekrītat šīm izmaiņām, varat

slēgt savu Kontu un pārtraukt mūsu pakalpojumu izmantošanu.

Lai nodrošinātu PayPal pakalpojumus, noteiktu mūsu savākto informāciju (kā izklāstīts šajā

Privātuma paziņojumā) var būt nepieciešams nodot citiem ar PayPal saistītajiem uzņēmumiem vai

citiem uzņēmumiem, tostarp tiem, kas norādīti šajā sadaļā kā norēķinu nodrošinātāji, maksājumu

apstrādātāji vai kontu turētāji (vai veic līdzīgus pienākumus). Jūs atzīstat, ka saskaņā ar vietējiem

tiesību aktiem uz šādiem uzņēmumiem var attiekties likumi, noteikumi, pieprasījumi,

izmeklēšanas darbības vai rīkojumi, kuri paredz informācijas izpaušanu attiecīgās valsts

attiecīgajām iestādēm. Izmantojot PayPal pakalpojumus, jūs apliecināt, ka dodat mums piekrišanu

šādas informācijas nodošanai, lai mēs varētu sniegt jums PayPal pakalpojumus.

Konkrēti jūs piekrītat un instruējat PayPal veikt jebkuru un visas tālāk norādītās darbības ar jūsu

informāciju:

a. Izpaust nepieciešamo informāciju: policijai un citām tiesībaizsardzības iestādēm, drošības

https://www.paypal.com/de/webapps/mpp/ua/cra-list-full?locale.x=en_DE
https://www.paypal.com/de/webapps/mpp/ua/cra-list-full?locale.x=en_DE
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https://www.paypal.com/ie/legalhub/paypal/third-parties-list


dienestiem, kompetentajām valsts, starpvaldību vai pārvalstiskajām struktūrām,

kompetentajām iestādēm, nodaļām, uzraudzības iestādēm, iestādēm vai organizācijām, kuras

īsteno pašuzraudzību (tostarp, bet ne tikai, Aģentūrām, kuras minētas Trešo personu

pakalpojumu sniedzēju saraksta  sadaļā “Aģentūras”, un citām trešajām personām, tostarp

PayPal Grupas uzņēmumiem šādos gadījumos: i) kad tiesību aktos, tostarp, bet ne tikai,

Luksemburgas tiesību aktos par ASV Likumu par ārvalstu kontu nodokļu pienākumu izpildi

(turpmāk – “FATCA likums”) un par ESAO kopējo ziņošanas standartu (turpmāk – “CRS

likums”), kuri pieņemti attiecīgi 2015. gada 24. jūlijā un 2015. gada 18. decembrī, mums ir

noteikts juridisks pienākums un dota atļauja šādi rīkoties; ii) kad mums ir iemesls uzskatīt, ka

mums būtu jāpalīdz izmeklēt krāpšanu vai citas faktiskas vai iespējamas nelikumīgas darbības;

vai iii) kad tas nepieciešams izmeklēšanas veikšanai saistībā ar mūsu PayPal lietotāja līguma

pārkāpumiem (tostarp, bet ne tikai attiecībā uz jūsu finansējuma avotu vai kredītkartes vai

debetkartes izsniedzēju).

Ja uz jums attiecas FATCA vai CRS likumi, mums ir jāpaziņo jums par informāciju, ko mēs par

jums varam nodot dažādām iestādēm. Izlasiet vairāk par PayPal pienākumiem saskaņā ar

FATCA un CRS likumiem un to, kā tie var ietekmēt jūs, kā arī ņemiet vērā, kāda veida

informāciju mums ir tiesības izpaust saskaņā ar šiem tiesību aktiem.

Mēs un citas organizācijas, tostarp personas, kas pieņem PayPal kā norēķinu veidu, varam arī

piekļūt nepieciešamajai informācijai (tostarp, bet ne tikai, krāpšanas apkarošanas aģentūru

reģistrētajai informācijai) un izmantot vai nodot citiem šādu informāciju (kas var būt iegūta arī

no citām valstīm), lai mums un tām būtu vieglāk novērtēt un pārvaldīt riskus (tostarp, bet ne

tikai, nolūkos novērst krāpšanu, nelikumīgi iegūtu līdzekļu legalizēšanu un terorisma

finansēšanu). Sazinieties ar mums, ja vēlaties saņemt sīkāku informāciju par attiecīgajām

krāpšanas apkarošanas aģentūrām. Pārskatiet vairāk informācijas par šīm Aģentūrām,

krāpšanas apkarošanas aģentūrām un citām trešajām personām.

b. Izpaust Konta informāciju intelektuālā īpašuma tiesību īpašniekiem, ja saskaņā ar kādas ES

dalībvalsts piemērojamajiem tiesību aktiem tie var izvirzīt pretenziju pret PayPal, pieprasot

informācijas izpaušanu ārpustiesas kārtībā saistībā ar viņu intelektuālā īpašuma tiesību

pārkāpumu, kam izmantoti PayPal pakalpojumi (piemēram, bet ne tikai, saskaņā ar Vācijas

Prečzīmju likuma 19. panta 2. punkta 3. apakšpunktu vai Vācijas Autortiesību likuma

101. panta 2. punkta 3. apakšpunktu).

c. Izpaust nepieciešamo informāciju, reaģējot uz kredītkaršu asociāciju vai civilprocesa vai

kriminālprocesa prasībām.

d. Norādīt jūsu vārdu, uzvārdu vai nosaukumu un PayPal saiti PayPal lietotāju katalogā. Šī

informācija tiks apstiprināta citiem PayPal lietotājiem, kuri veiks meklēšanu, izmantojot jūsu

vārdu, uzvārdu vai nosaukumu, e-pasta adresi un tālruņa numuru vai arī daļu no šiem

meklēšanas kritērijiem. Tas nepieciešams, lai cilvēki varētu būt droši, ka viņi veic maksājumu

atbilstošajam lietotājam. Šo funkciju var izslēgt PayPal profila iestatījumos.

e. Ja jūs kā tirgotājs izmantojat trešo personu pakalpojumus, lai piekļūtu PayPal pakalpojumiem

vai integrētu tos, mums ir tiesības izpaust ikvienam šādam partnerim informāciju, kas

nepieciešama šādas sadarbības atvieglošanai un turpināšanai (tai skaitā, bet ne tikai,

informāciju par to, kāds ir jūsu PayPal integrācijas statuss, vai jums ir aktīvs PayPal konts un

https://www.paypal.com/ie/legalhub/paypal/third-parties-list
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vai jūs jau sadarbojaties ar kādu citu PayPal integrācijas partneri).

f. Izpaust nepieciešamo informāciju maksājumu apstrādātājiem, revidentiem, klientu

apkalpošanas nodrošinātājiem, kredītinformācijas birojiem un krāpšanas apkarošanas

aģentūrām, finanšu produktu nodrošinātājiem, komercpartneriem, mārketinga un sabiedrisko

attiecību uzņēmumiem, operatīvo pakalpojumu sniedzējiem, grupas uzņēmumiem, aģentūrām,

tiešsaistes tirdzniecības vietām un citām trešajām personām.  Šādas izpaušanas mērķis ir ļaut

mums sniegt jums PayPal Pakalpojumus. Trešo personu sarakstā katrā kategorijā kā piemēru

esam norādījuši arī dažas faktiskas trešās personas (to skaitā var būt arī to cesionāri un tiesību

pārņēmēji), kurām mēs šobrīd izpaužam jūsu Konta informāciju vai varētu apsvērt iespēju

izpaust jūsu Konta informāciju, minot arī šādas darbības nolūku un faktisko izpaužamo

informāciju (izņemot, kad ir nepārprotami norādīts, ka daži tiesību akti vai līgums liedz šīm

trešajām personām izmantot informāciju sekundāriem nolūkiem, kuri neatbilst informācijas

izpaušanas nolūkiem).

g. Izpaust nepieciešamo informāciju savam aģentam vai juridiskajam pārstāvim (piemēram,

personai, kuru esat iecēlis par savu pilnvarnieku vai kura ir iecelta par jūsu aizbildni).

h. Izpaust apkopotos statistikas datus mūsu biznesa partneriem vai sabiedrisko attiecību nolūkā.

Piemēram, mums ir tiesības izpaust, ka konkrēta procentuālā daļa mūsu lietotāju dzīvo

Mančestrā. Tomēr šī apkopotā informācija nav saistīta ar Personisko informāciju.

i. Kopīgot nepieciešamo Konta informāciju ar nesaistītām trešajām personām , lai izmantotu to

tālāk minētajiem nolūkiem.

1. Krāpšanas novēršana un riska pārvaldība: lai palīdzētu novērst krāpšanu vai novērtētu un

pārvaldītu risku.

2. Klientu apkalpošana: klientu apkalpošanas nolūkos, tostarp, lai sekmētu jūsu kontu

apkalpošanu vai strīdu risināšanu (piemēram, par rēķinu izrakstīšanu vai darījumiem).

3. Piegāde: attiecībā uz piegādi un pakalpojumiem saistībā ar pirkumiem, kas veikti ar PayPal

starpniecību.

4. Juridiskā atbilstība: lai palīdzētu tiem ievērot verifikācijas prasības nelikumīgi iegūtu līdzekļu

legalizācijas novēršanai un terorisma finansēšanas apkarošanai.

5. Pakalpojumu sniedzēji: lai ļautu pakalpojumu sniedzējiem, kuri ir noslēguši ar mums līgumu,

atbalstīt mūsu uzņēmuma darbības, piemēram, krāpšanas novēršanu, rēķinu iekasēšanu,

mārketingu, klientu apkalpošanu un tehnoloģiju pakalpojumus. Mūsu līgumos ir noteikts, ka

šie pakalpojumu sniedzēji drīkst izmantot jūsu informāciju vienīgi saistībā ar

pakalpojumiem, ko tie sniedz mums, nevis savā labā.

Paziņojums lietotājiem Apvienotajā Karalistē
Lai nodrošinātu PayPal pakalpojumus, noteiktu mūsu savākto informāciju (kā izklāstīts šajā

Privātuma paziņojumā) var būt nepieciešams nodot citiem ar PayPal saistītajiem uzņēmumiem vai

citiem uzņēmumiem, tostarp tiem, kas norādīti šajā sadaļā kā norēķinu nodrošinātāji, maksājumu

apstrādātāji vai kontu turētāji (vai veic līdzīgus pienākumus). Jūs atzīstat, ka saskaņā ar vietējiem

tiesību aktiem uz šādiem uzņēmumiem var attiekties likumi, noteikumi, pieprasījumi,

izmeklēšanas darbības vai rīkojumi, kuri paredz informācijas izpaušanu attiecīgās valsts

attiecīgajām iestādēm.

https://www.paypal.com/ie/legalhub/paypal/third-parties-list
https://www.paypal.com/ie/legalhub/paypal/third-parties-list
https://www.paypal.com/ie/legalhub/paypal/third-parties-list
https://www.paypal.com/ie/legalhub/paypal/third-parties-list


Konkrēti jūs apliecināt, ka PayPal ar jūsu informāciju varat veikt jebkuru un visas šīs

darbības:

a. Izpaust nepieciešamo informāciju: policijai un citām tiesībaizsardzības iestādēm, drošības

dienestiem, kompetentajām valsts, starpvaldību vai pārvalstiskajām struktūrām,

kompetentajām iestādēm, nodaļām, uzraudzības iestādēm, iestādēm vai organizācijām, kuras

īsteno pašuzraudzību, un citām trešajām personām, tostarp PayPal Grupas uzņēmumiem šādos

gadījumos: i) kad tiesību aktos ir paredzēts juridisks pienākums un atļauja nodrošināt

atbilstību ar tiesību aktiem, tostarp, bet ne tikai, tiesību aktiem, ar kuriem ievieš ASV Likumu

par ārvalstu kontu nodokļu pienākumu (tālāk – “FATCA”) un ESAO kopējo ziņošanas standartu

(tālāk – “CRS”); ii) kad mums ir iemesls uzskatīt, ka mums būtu jāpalīdz izmeklēt krāpšanu vai

citas faktiskas vai iespējamas nelikumīgas darbības; vai iii) kad tas nepieciešams izmeklēšanas

veikšanai saistībā ar mūsu PayPal lietotāja līguma pārkāpumiem (tostarp, bet ne tikai attiecībā

uz jūsu finansējuma avotu vai kredītkartes vai debetkartes izsniedzēju).

Ja uz jums attiecas FATCA vai CRS, mums ir jāpaziņo jums par informāciju, ko mēs par jums

varam nodot dažādām iestādēm.

Mēs un citas organizācijas, tostarp personas, kas pieņem PayPal kā norēķinu veidu, varam arī

piekļūt nepieciešamajai informācijai (tostarp, bet ne tikai, krāpšanas apkarošanas aģentūru

reģistrētajai informācijai) un izmantot vai nodot citiem šādu informāciju (kas var būt iegūta arī

no citām valstīm), lai mums un tām būtu vieglāk novērtēt un pārvaldīt riskus (tostarp, bet ne

tikai, lai novērstu krāpšanu, nelikumīgi iegūtu līdzekļu legalizēšanu un terorisma finansēšanu).

Sazinieties ar mums, ja vēlaties saņemt sīkāku informāciju par attiecīgajām krāpšanas

apkarošanas aģentūrām.

b. Izpaust konta informāciju intelektuālā īpašuma tiesību īpašniekiem, ja saskaņā ar

piemērojamiem tiesību aktiem viņiem ir prasība pret PayPal par ārpustiesas informācijas

izpaušanu viņu intelektuālā īpašuma tiesību, kurām ir izmantoti PayPal pakalpojumi,

pārkāpuma dēļ.

c. Izpaust nepieciešamo informāciju, reaģējot uz kredītkaršu asociāciju vai civilprocesa vai

kriminālprocesa prasībām.

d. Norādīt jūsu vārdu, uzvārdu vai nosaukumu un PayPal saiti PayPal lietotāju katalogā. Šī

informācija tiks apstiprināta citiem PayPal lietotājiem, kuri veiks meklēšanu, izmantojot jūsu

vārdu, uzvārdu vai nosaukumu, e-pasta adresi un tālruņa numuru vai arī daļu no šiem

meklēšanas kritērijiem. Tas nepieciešams, lai cilvēki varētu būt droši, ka viņi veic maksājumu

atbilstošajam lietotājam. Šo funkciju var izslēgt PayPal profila iestatījumos.

e. Ja jūs kā Partneris vai Tirgotājs izmantojat trešo personu pakalpojumus, lai piekļūtu PayPal

pakalpojumiem vai integrētu tos, mums ir tiesības izpaust ikvienai šādai trešajai personai

informāciju, kas nepieciešama šādas sadarbības atvieglošanai un turpināšanai (tostarp, bet ne

tikai, informāciju par to, kāds ir jūsu PayPal integrācijas statuss, vai jums ir aktīvs PayPal konts

un vai jūs jau sadarbojaties ar kādu citu PayPal integrācijas partneri).

f. Izpaust nepieciešamo informāciju maksājumu apstrādātājiem, revidentiem, klientu

apkalpošanas nodrošinātājiem, kredītinformācijas birojiem un krāpšanas apkarošanas

aģentūrām, finanšu produktu nodrošinātājiem, komercpartneriem, mārketinga un sabiedrisko



attiecību uzņēmumiem, operatīvo pakalpojumu sniedzējiem, grupas uzņēmumiem, aģentūrām,

tiešsaistes tirdzniecības vietām un citām trešajām personām, kas uzskaitītas šeit. Šāda

informācija jāizpauž, lai mēs varētu sniegt jums PayPal pakalpojumus. Trešo personu sarakstā

katrā kategorijā kā piemēru esam norādījuši arī dažas faktiskas trešās personas (to skaitā var

būt arī to cesionāri un tiesību pārņēmēji), kurām mēs šobrīd izpaužam jūsu konta informāciju

vai varētu apsvērt iespēju izpaust jūsu konta informāciju, minot arī šādas darbības nolūku un

faktisko izpaužamo informāciju (izņemot, kad nepārprotami norādīts, ka daži tiesību akti vai

līgums liedz šīm trešajām personām izmantot informāciju sekundāriem nolūkiem, kuri neatbilst

informācijas izpaušanas nolūkiem).

g. Izpaust nepieciešamo informāciju savam aģentam vai juridiskajam pārstāvim (piemēram,

personai, kuru esat iecēlis par savu pilnvarnieku vai kura ir iecelta par jūsu aizbildni).

h. Izpaust apkopotos statistikas datus mūsu biznesa partneriem vai sabiedrisko attiecību nolūkā.

Piemēram, mums ir tiesības izpaust, ka konkrēta procentuālā daļa mūsu lietotāju dzīvo

Mančestrā. Tomēr šī apkopotā informācija nav saistīta ar Personas datiem.

i. Kopīgot nepieciešamo konta informāciju ar nesaistītām trešajām personām (uzskaitītas šeit),

lai izmantotu to tālāk minētajiem nolūkiem.

a. Krāpšanas novēršana un riska pārvaldība: lai palīdzētu novērst krāpšanu vai novērtētu un

pārvaldītu risku.

b. Klientu apkalpošana: klientu apkalpošanas nolūkos, tostarp, lai sekmētu jūsu kontu

apkalpošanu vai strīdu risināšanu (piemēram, par rēķinu izrakstīšanu vai darījumiem).

c. Piegāde: attiecībā uz piegādi un pakalpojumiem saistībā ar pirkumiem, kas veikti ar PayPal

starpniecību.

d. Juridiskā atbilstība: lai palīdzētu tiem ievērot verifikācijas prasības nelikumīgi iegūtu līdzekļu

legalizācijas novēršanai un terorisma finansēšanas apkarošanai.

e. Pakalpojumu sniedzēji: lai ļautu pakalpojumu sniedzējiem, kuri ir noslēguši ar mums līgumu,

atbalstīt mūsu uzņēmuma darbības, piemēram, krāpšanas novēršanu, rēķinu iekasēšanu,

mārketingu, klientu apkalpošanu un tehnoloģiju pakalpojumus. Mūsu līgumos ir noteikts, ka

šie pakalpojumu sniedzēji drīkst izmantot jūsu informāciju tikai saistībā ar pakalpojumiem,

ko tie sniedz mums, nevis savā labā.

Informācijas izpaušana fiziskām personām Meksikā
Šajā sadaļā sniegta papildu informācija fiziskām personām Meksikā, un šī sadaļa papildina iepriekš

sniegto PayPal Privātuma paziņojumu. Jūsu Personiskās informācijas datu pārzinis ir PayPal

entītija, kas reģistrēta jūsu rezidences valstī vai jurisdikcijā, kas atrodama mūsu

kontaktinformācijā. Tālāk mēs aprakstīsim mūsu primāro un sekundāro nolūku jūsu Personiskās

informācijas apstrādei.

Primārais nolūks Sekundārais nolūks

Jūsu Personiskās informācijas apstrādes

galvenais nolūks ir:

• sniegt mūsu Pakalpojumus, izpildītu

atbilstošus līgumus ar jums un citādi

Mēs paļaujamies uz jūsu skaidro un

brīvprātīgo piekrišanu, lai apstrādātu jūsu

Personisko informāciju, lai nodrošinātu

noteiktas funkcijas, kas nav obligāti



pārvaldītu mūsu darījumu attiecības ar jums;

pārvaldīt jūsu maksājumu par produktiem un

klientu attiecības;

• Ja izmantojat Fastlane, mēs izmantosim arī

jūsu Personas datus un norēķinu veida

informāciju, lai noteiktu, vai jūs autorizējāt

maksājumu, ko veicat pie iesaistītā Partnera

vai Tirgotāja, un vai jūs to veiksmīgi

autorizēsiet ar norēķinu veidu, kuru

izvēlējāties izmantot, veicot pirkumu,

izmantojot informāciju no sava Fastlane

profila;

• novērtēt jūsu kredītspēju saistībā ar jūsu

pieteikumu, apstiprinātu jūsu identitāti un

kontaktinformāciju, kā arī aizsargātu jūs un

citas personas no krāpšanas;

• apstiprināt jūsu identitāti, arī ar elektronisko

parakstu, un pārbaudītu jūsu personisko un

kontaktinformāciju;

• pierādīt, ka darījumi ir veikti;

• izveidot, izmantot vai aizstāvēt juridisku

prasību vai iekasēšanas procedūras;

• ievērot iekšējās procedūras;

• novērtēt, kādus samaksas veidus un

pakalpojumus jums piedāvāt, piemēram,

veicot iekšējos un ārējos kredīta

novērtējumus;

• veikt klientu analīzi, administrēt

pakalpojumus un veikt iekšējās darbības,

tostarp problēmu novēršanas, datu analīzes,

testēšanas, izpētes un statistikas vajadzībām;

• sazināties ar jums saistībā ar mūsu

Pakalpojumiem;

• nodrošināt, ka saturs jums un jūsu ierīcē tiek

parādīts visefektīvākajā veidā;

• noteikt jūsu atbilstību un sazinātos ar jums

attiecībā uz Pakalpojumiem, kurus jūs varat

izmantot vai kuri varētu jūs interesēt;

veikt riska analīzi, krāpšanas novēršanu un

riska pārvaldību (piemēram, izmantojot

automatizētu lēmumu pieņemšanu un

mākslīgo intelektu);

nepieciešamas pakalpojumu izmantošanai, bet

var jūs interesēt, piemēram, kontaktu

sinhronizēšanu ar PayPal kontu, biometrisko

datu nodrošināšanu, mērķētu reklāmu rādīšanu

vai savienošanu ar trešās personas platformu.

Jūs varat jebkurā brīdī konta iestatījumos mainīt

viedokli par šo funkciju izmantošanu. Ņemiet

vērā, ka piekrišanas atsaukšanas neietekmēs

pirms piekrišanas atsaukšanas veikto apstrādes

darbību likumību. Jums ir tiesības atsaukt savu

piekrišanu jebkurā laikā, īstenojot savas ARCO

tiesības, kā aprakstīts tālāk.



• uzlabot mūsu Pakalpojumus un vispārējos

uzņēmuma attīstības nolūkos, piemēram,

riska modeļu uzlabošanai, lai samazinātu

krāpšanu, izstrādātu jaunus produktus un

funkcijas un izpētītu jaunas uzņēmējdarbības

iespējas;

• regulāri atjaunināt jūsu konta un finanšu

informāciju;

• veikt mārketinga, produktu un klientu analīzi,

tostarp testēšanu, piemēram, lai uzlabotu

mūsu produktu klāstu un optimizētu

piedāvājumus mūsu klientiem;

• ievērot piemērojamos tiesību aktus,

grāmatvedības noteikumus un kapitāla

pietiekamības normatīvās prasības un

noteikumus, ko izdevušas mūsu izraudzītās

bankas un attiecīgie karšu tīkli. Piemēram,

kad mēs apstrādājam Personisko informāciju,

lai izpildītu principa “Pazīsti savu klientu”

(KYC) prasības, lai novērstu, atklātu un

izmeklētu nelikumīgi iegūtu līdzekļu

legalizācijas, terorisma finansēšanas un

krāpšanas gadījumus. Mēs arī veicam sankciju

pārbaudi, ziņojam nodokļu administrācijām,

policijai, tiesībaizsardzības iestādēm,

izpildiestādēm un uzraugošajām iestādēm;

veicināt jūsu līdzdalību konkursos,

piedāvājumos un pasākumos;

• izpildīt finanšu riska pārvaldības pienākumus,

piemēram, nodrošināt kredīta veiktspēju un

kvalitāti, apdrošināšanas riskus un atbilstību

kapitāla pietiekamības prasībām saskaņā ar

piemērojamiem tiesību aktiem;

• apstrādāt informāciju par jūsu kontaktiem, lai

atvieglotu to atrašanu un savienošanu, kā arī

lai uzlabotu maksājumu precizitāti. Sniedzot

mums informāciju par saviem kontaktiem, jūs

apliecināt, ka jums ir atļauja sniegt šo

informāciju PayPal šajā Privātuma

paziņojumā minētajiem mērķiem.

ARCO tiesības



Neskatoties uz datu privātuma tiesībām, kas noteiktas jūsu datu aizsardzības tiesībās:

• mēs apzināmies, cik svarīga ir spēja kontrolēt Personiskās informācijas izmantošanu, un

piedāvājam vairākus veidus, kā jūs varat īstenot savas tiesības piekļūt (tiesības zināt), labot

(labot vai atjaunināt), dzēst (atsaukt un izdzēst), iebilst (iebilst), pārnest (pārsūtīt) un pilnībā

vai daļēji ierobežot datu apstrādi (kopā sauktas par jūsu ARCO tiesībām).

• Ja jums ir konts, jūs varat īstenot savas ARCO tiesības, atverot konta iestatījumu sadaļu “Dati

un privātums” PayPal tīmekļa vietnē vai mobilajā lietotnē, vai arī varat iesniegt pieprasījumu,

zvanot uz mūsu klientu apkalpošanas dienestu. Mēs pārbaudīsim jūsu identitāti, izmantojot i)

drošības kodu īsziņā; ii) tālruņa zvanu uz platformā reģistrēto tālruņa numuru; vai iii)

pieprasot piekļuvi jūsu Kontam.

• Ja jums nav konta (piemēram, jūs izmantojat Maksājumu bez PayPal konta), jūs varat īstenot

savas ARCO tiesības attiecībā uz maksājumu darījumiem, zvanot PayPal klientu atbalsta

dienesta līniju.

• Jūsu pienācīgi pilnvarotais pārstāvis var iesniegt pieprasījumu jūsu vārdā, sazinoties ar mūsu

klientu atbalsta dienestu. Ņemiet vērā, ka verifikācijas nolūkos mums ir tiesības pieprasīt

papildu informāciju.

• Mēs atbildēsim uz jūsu pieprasījumu divdesmit (20) darba dienu laikā pēc pēdējās sazināšanās.

• Jebkuras vienas ARCO tiesības izmantošana neliedz jums izmantot citas savas ARCO tiesības.

Ja jūs vēlaties īstenot savas tiesības saistībā ar jūsu Personisko informāciju savā Fastlane profilā,

sazinieties ar mums, zvanot uz sadaļā “Mūsu kontaktinformācija” norādīto numuru, vai iesniedziet

pieprasījumu no sava Fastlane profila pārvaldības portāla. Ja jums ir jālabo savi personas dati,

piemēram, e-pasta adrese vai tālruņa numurs, jūs to varat izdarīt, īstenojot savas ARCO tiesības

(piekļuve, labošana, atcelšana un iebildumi). Tomēr dažiem pakalpojumiem raksturīgo darbības

vai tehnisko ierobežojumu dēļ var būt nepieciešams izveidot jaunu kontu vai lietotāja profilu, lai

īstenotu šādas izmaiņas. Šādos gadījumos jūs savlaicīgi saņemsiet informāciju, un šis Privātuma

paziņojums joprojām attieksies uz visiem no jauna izveidotajiem kontiem.

Informācijas izpaušana fiziskām personām Singapūrā
Šajā sadaļā sniegta papildu informācija fiziskām personām Singapūrā, un šī sadaļa papildina

iepriekš sniegto PayPal Privātuma paziņojumu.

Mēs paļaujamies uz jūsu skaidro un brīvprātīgo piekrišanu, lai apstrādātu jūsu Personisko

informāciju, lai nodrošinātu noteiktas funkcijas, kas nav obligāti nepieciešamas pakalpojumu

izmantošanai, bet var jūs interesēt, piemēram, kontaktu sinhronizēšanu ar PayPal kontu,

biometrisko datu nodrošināšanu, mērķētu reklāmu rādīšanu vai savienošanu ar trešās personas

platformu. Jūs varat jebkurā brīdī konta iestatījumos mainīt viedokli par šo funkciju izmantošanu.

Ņemiet vērā, ka piekrišanas atsaukšanas neietekmēs pirms piekrišanas atsaukšanas veikto

apstrādes darbību likumību. Jums ir tiesības atsaukt savu piekrišanu jebkurā laikā, kā aprakstīts

sadaļā “Jūsu tiesības uz datu aizsardzību” iepriekš.

Mums ir arī leģitīmas intereses nodrošināt, ka PayPal joprojām ir drošs finanšu pakalpojums, un

turpināt piedāvāt pakalpojumus, kas ir inovatīvi un interesē jūs, kā arī optimizēt mūsu pārdošanas



centienus, pielāgojot mūsu pakalpojumus jūsu interesēm, tostarp reklāmas un piedāvājumus, kas

jums var tikt parādīti. Papildus citiem juridiskajiem pamatiem, saskaņā ar kuriem mēs

apstrādājam jūsu Personisko informāciju, mums ir tiesības apstrādāt jūsu Personisko informāciju,

ja datu subjekta intereses vai pamattiesības un brīvības nav svarīgākas par mūsu leģitīmajām

interesēm.

Šie apstrādes nolūki ietver:

• nodrošināt mūsu Pakalpojumus un

produktus, ja tas ir nepieciešams, lai ievērotu

piemērojamos tiesību aktus;

• verificēt jūsu identitāti (arī paraksta

nolūkos), un pārbaudīt jūsu personisko un

kontaktinformāciju, ja tas ir nepieciešams, lai

ievērotu piemērojamos tiesību aktus;

• izveidot, īstenot vai aizstāvēt juridiskas

prasības vai piedziņas procedūras, ja tas ir

nepieciešams, lai ievērotu piemērojamos

tiesību aktus;

• nodrošināt, ka saturs jums un jūsu ierīcē tiek

parādīts visefektīvākajā veidā;

• atbilstoši mūsu centieniem nodrošināt mūsu

platformas drošību un aizsardzību, lai

novērstu mūsu Pakalpojumu ļaunprātīgu

izmantošanu;

• noteikt jūsu atbilstību un sazināties ar jums

attiecībā uz Pakalpojumiem, kurus jūs,

iespējams, varat izmantot vai kuri varētu jūs

interesēt, piemēram, veicot iekšējos kredīta

novērtējumus;

• veikt riska analīzi, krāpšanas novēršanu un

riska pārvaldību (piemēram, izmantojot

Automatizētu lēmumu pieņemšanu un MI);

• uzlabot mūsu Pakalpojumus un vispārējos

uzņēmuma attīstības nolūkos, piemēram,

riska modeļu uzlabošanai, lai samazinātu

krāpšanu, izstrādātu jaunus produktus un

funkcijas un izpētītu jaunas uzņēmējdarbības

iespējas;

• regulāri atjaunināt jūsu konta un finanšu

informāciju;

• veikt mārketinga, produktu un klientu

Nepieciešamās Personiskās informācijas

kategorijas ir šādas:

• reģistrācijas dati un kontaktinformācija;

• identifikācijas un paraksta informācija;

• maksājuma informācija;

informācija, kas saistīta ar juridiskajām

prasībām;

• informācija, ko jūs sniegsiet, sazinoties ar

mums;

• informācija par darījumu;

• paku izsekošana;

• pakalpojumam specifiska personiskā

informācija;

• informācija no CRA un finanšu iestādēm;

• informācija no saistītajiem finanšu kontiem;

• informācija par to, kā jūs izmantojat

Pakalpojumus;

• tehniskie lietojuma dati;

• ierīces informācija; un

• atrašanās vietas dati.



analīzi, tostarp testēšanu, piemēram, lai

uzlabotu mūsu produktu klāstu un

optimizētu piedāvājumus mūsu klientiem;

• ievērot piemērojamos tiesību aktus,

piemēram, tiesību aktus par nelikumīgi iegūtu

līdzekļu legalizācijas novēršanu un

grāmatvedību, un kapitāla pietiekamības

normatīvās prasības un noteikumus, ko

izdevušas mūsu izraudzītās bankas un

attiecīgie karšu tīkli. Piemēram, kad mēs

apstrādājam Personisko informāciju, lai

izpildītu principa “Pazīsti savu klientu” (KYC)

prasības, lai novērstu, atklātu un izmeklētu

nelikumīgi iegūtu līdzekļu legalizācijas,

terorisma finansēšanas un krāpšanas

gadījumus. Tāpat mēs veicam sankciju

pārbaudi, ziņojam nodokļu iestādēm, policijai,

tiesībaizsardzības iestādēm, uzraudzības

iestādēm gadījumos, kad piemērojamie

tiesību akti to tieši nepieprasa, taču mēs

labticīgi uzskatām, ka dalīšanās ar

informāciju ir nepieciešama, lai ievērotu

piemērojamos tiesību aktus;

• veicināt jūsu līdzdalību konkursos,

piedāvājumos un pasākumos;

izpildīt finanšu riska pārvaldības pienākumus,

piemēram, nodrošināt kredīta veiktspēju un

kvalitāti, apdrošināšanas riskus un atbilstību

kapitāla pietiekamības prasībām saskaņā ar

piemērojamiem tiesību aktiem;

• apstrādāt informāciju par jūsu kontaktiem, lai

atvieglotu to atrašanu un savienošanu, kā arī

lai uzlabotu maksājumu precizitāti. Sniedzot

mums informāciju par saviem kontaktiem,

jūs apliecināt, ka jums ir atļauja sniegt šo

informāciju PayPal šajā Privātuma

paziņojumā aprakstītajiem nolūkiem;

• sniegt jums informāciju, jaunumus un

mārketinga informāciju par mūsu

Pakalpojumiem, tostarp balvām vai reklāmām

no mums, vai, ja mēs sadarbojamies ar

citiem, lai piedāvātu līdzīgus pakalpojumus,



arī par mūsu Pakalpojumiem, atkarībā no jūsu

saziņas preferencēm;

• saistīt informāciju par jums, lai identificētu

to, kā izmantojat Pakalpojumus bez PayPal

konta (piemēram, Maksāt bez PayPal konta)

vai ar bezzīmola maksājumu pakalpojumiem

(piemēram, Braintree), un saistīt šādus

darījumus ar jūsu kontu, ja jums tāds ir, vai

vēlāk izveidot kontu;

atcerēties jūsu preferences nākamajā reizē,

kad izmantosiet Pakalpojumus, piemēram,

kurus norēķinu veidus vēlaties izmantot, un

to, vai norēķinoties izvēlēsieties saņemt

digitālās kvītis pa e-pastu vai īsziņā.
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