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Apžvalga
„PayPal, Inc.“ ir mūsų patronuojamosios ir susijusios bendrovės  (toliau – „mes“, „mūsų“, „mus“,

„PayPal“, „PayPal“ įmonių grupė“) pateikia šį Pareiškimą dėl privatumo, siekdamos aprašyti, kaip

mes naudojame jūsų asmens duomenis , kai naudojatės savo „PayPal“ paskyra (-omis), lankotės

mūsų svetainėse (toliau – „svetainės“), kreipiatės dėl mūsų paslaugų  ar jomis naudojatės (tiek,

kiek tai prieinama jūsų jurisdikcijoje). Šis Pareiškimas dėl privatumo netaikomas neįtrauktoms

paslaugoms.

Šis Pareiškimas dėl privatumo netaikomas, kai asmens duomenis tvarko tam tikros trečiosios

šalys, pavyzdžiui, institucijos, kreditų biurai, įsigyjančiosios šalys ir kitos finansų įstaigos. Tokiais

atvejais trečiųjų šalių vykdomą jūsų asmens duomenų tvarkymą reglamentuoja tų trečiųjų šalių

privatumo politikos. Prieš bendraujant su tokiomis trečiosiomis šalimis raginame perskaityti jų

privatumo politikas ir susipažinti su savo privatumo apsaugos teisėmis.

Jei gyvenate tam tikrose šalyse, jūsų asmens duomenis galime tvarkyti kitaip, siekdami laikytis

tose jurisdikcijose taikomų privatumo užtikrinimo teisės aktų. Atsižvelgiant į jūsų gyvenamąją

vietą, jūs taip pat galite turėti konkrečių privatumo apsaugos teisių. Kad padėtume jums suprasti

jums taikomas teises, šiame Pareiškime dėl privatumo pateikiame konkrečioms jurisdikcijoms

skirtą informaciją, kurioje pateikiama daugiau informacijos, atsižvelgiant į jūsų gyvenamąją vietą.

Rekomenduojame perskaityti šį Pareiškimą dėl privatumo ir remtis juo priimant informuotus

sprendimus. Kai kurios šiame Pareiškime dėl privatumo vartojamos sąvokos, kurios nėra

apibrėžtos kitur, paaiškintos skyriuje „Apibrėžtys“.

Mes galime periodiškai atnaujinti šį Pareiškimą dėl privatumo, kad jis atspindėtų mūsų verslo,

paslaugų arba taikytinų teisės aktų pakeitimus. Jei pagal galiojančius teisės aktus apie pakeistą

versiją reikia pranešti, apie pakeitimus įspėsime jus prieš 30 dienų, paskelbdami pranešimą savo

svetainės puslapyje „Atnaujinta politika“ arba „Pareiškimas dėl privatumo“, kitu atveju

pakeistas „Pareiškimas dėl privatumo“ galios nuo paskelbtos įsigaliojimo datos. Jei esate naujas

naudotojas arba šį Pareiškimą dėl privatumo gaunate pirmą kartą ir tuo metu, kai jį gaunate,

puslapyje „Atnaujinta politika“ arba „Pareiškimas dėl privatumo“ yra aprašytas būsimas

pakeitimas, toks būsimas pakeitimas jums bus taikomas nuo nurodytos įsigaliojimo datos.

Paskyros neturintys asmenys
Mūsų paslaugomis gali naudotis asmenys, neturintys „PayPal“ paskyros ar profilio. Rinksime jūsų

asmens duomenis, net jei esate ne paskyros savininkas, jums naudojantis mūsų paslaugomis,

pavyzdžiui, kai naudositės mūsų mokėjimo be „PayPal“ paskyros paslauga, ne „PayPal“ prekių

ženklo mokėjimo paslauga (pvz., „Braintree“), „Fastlane“ profiliu arba kai gausite mokėjimą iš
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„PayPal“ paskyros savininko naudodamiesi „Visa+“ paslauga arba mokėjimą iš mokėtojo, kuris

naudojasi „Hyperwallet“ paslaugomis. Jei mokate nenaudodami „PayPal“ paskyros, galime susieti

jūsų operacijos informaciją su jūsų „PayPal“ paskyra, jei „PayPal“ paskyrą sukursite vėliau.

Pranešimas apie duomenų rinkimą

Mūsų renkamų asmens duomenų kategorijos
Asmens duomenų, kuriuos renkame iš jūsų, kai bendraujate su mumis ir naudojatės mūsų

paslaugomis, kategorijos:

• Asmens identifikavimo duomenys: Pavyzdžiui, vardas ir pavardė, įmonės pavadinimas, adresas,

telefono numeris, el. paštas, IP adresas, įrenginio informacija, informacija, surinkta iš slapukų

ar kitų sekimo technologijų, valstybės išduoti asmens tapatybės dokumentai, parašas ir kita

informacija, būtina paskyrai ar profiliui sukurti.

• Įrašai ir finansinė informacija: Pavyzdžiui, asmens tapatybės kortelių numeriai, valstybės

išduotas asmens tapatybės dokumentas, sąskaitos antraštės informacija, banko sąskaitų

numeriai ir bankų kodai, kredito ir debeto kortelių informacija, pajamos, suma, kurią siunčiate

arba kurios prašote, mokėjimo priemonė, kortelė, finansinė ar finansavimo sąskaita, susijusi su

paslaugomis, įskaitant išdavėjo pavadinimą, kortelės tipą, šalies kodą, mokėjimo sąskaitos

numerį, CVV, naudotojo vardą ir IBAN informaciją.

• Informaciją apie operacijas ir naudojimosi patirtį: Pavyzdžiui, sąskaitų likučiai, operacijų istorija

ir išsami operacijų informacija, internetinio pirkinių krepšelio informacija, operacijos kodas,

apsipirkimo veikla ir prekės ar paslaugos, kuriomis domimasi partnerių ir prekybininkų

svetainėse, pristatymo adresas, siuntimo parinktys ir susijusios išlaidos atsiskaitant, pirkimo

istorija, pardavėjų informacija, pvz., pardavėjo pavadinimas, veiklos sritis ir pašto kodas,

pirkėjų informacija, pirkinių informacija, užsakymų sekimas ir produktų informacija.

• Komercinė informacija: Pvz., išmokėjimo suma, mokėtojo informacija ir paslaugų įrašai.

• Geografinės vietos duomenys: Pavyzdžiui, pasaulinės padėties nustatymo sistemos (GPS)

duomenys, kuriuos galime rinkti gavę jūsų sutikimą, jei turite finansinių paslaugų paskyrą, taip

pat pagal IP adresą nustatomi geolokacijos duomenys jums naudojantis paslaugomis arba pagal

jūsų mobiliosios programėlės nuostatas.

• Veikla internete arba tinkle: Pavyzdžiui, sąveika su mūsų paslaugomis, tinklalapių atsako laiko

informacija, atsisiuntimo klaidos, data ir laikas, kada naudojotės paslauga, apsipirkimo istorija,

vietos informacija, pvz., jūsų IP adresas, statistiniai duomenys apie tai, kaip puslapiai įkeliami

ar peržiūrimi, svetainės, kuriose lankėtės prieš apsilankydami mūsų svetainėse, ir kita

naudojimo ir naršymo informacija, surinkta naudojant slapukus.

• Biometriniai duomenys: Pavyzdžiui, balso atpažinimo duomenys, nuotraukų identifikavimo

duomenys arba veido nuskaitymo duomenys, kuriuos galime rinkti jums davus sutikimą

naudotojo sąsajoje, siekdami patvirtinti jūsų tapatybę atliekant tam tikrus su jūsų paskyra

susijusius veiksmus, įskaitant, pavyzdžiui, tapatybės patikrinimą prieš suteikiant prieigą prie

paskyrų ir paslaugų, slaptažodžių atkūrimą, profilio informacijos atnaujinimą, mokėjimų ir

mokėjimo būdų valdymą, paskyros apribojimų panaikinimą ir kriptovaliutų pervedimų

inicijavimą.

• Garso, elektroninė, vaizdinė ar panaši informacija: Pavyzdžiui, skambučių įrašai, kai



bendraujate su klientų aptarnavimo tarnyba.

• Profesinė arba užimtumo informacija: Pavyzdžiui, įmonės informacija, pareigos, kontaktiniai

el. pašto adresai, telefono numeriai ir mokesčių mokėtojų identifikaciniai numeriai.

• Importuota kontaktų informacija: Pvz., vardas ir pavardė, adresas, telefono numeris, vaizdai,

el. pašto adresas arba naudotojo vardai, susieti su kontaktais, kuriuos importuojate arba

įvedate rankiniu būdu.

• Paskyros profilio informacija: Pavyzdžiui, naudotojo vardas, profilio nuotrauka, lytis ar

asmeninis aprašas, kurį pridedate ir kuriame gali būti ypatingųjų asmens duomenų. Bet kuriuo

metu galite nustatyti, kad jūsų profilis būtų „Privatus“.

• Informacija, kurią pateikiate, kai su mumis susisiekiate: Pavyzdžiui, jūsų atsakymai į apklausas,

įrašyti pokalbiai, pokalbiai su mumis naudojant pokalbių lango funkciją, susirašinėjimas su

mumis el. paštu, paskyros ar profilio būsena, grąžinimo istorija, balso atpažinimas, su

pažeidžiamumu susijusi jūsų pateikta informacija ir informacija apie kitus, jei nuspręsite ją

mums atskleisti.

• Išvestiniai duomenys: Pavyzdžiui, lytis, pajamos, naršymo ir pirkimo įpročiai, kreditingumas,

sukčiavimo ir rizikos vertinimas, jūsų nuostatos ir apsipirkimo elgsena, kuriuos galime nustatyti

remdamiesi jūsų operacijomis ir sąveika su mūsų paslaugomis, skelbimais ir pasiūlymais arba su

mūsų partneriais ir prekybininkais.

• Informacija, susijusi su teisiniais reikalavimais: Pavyzdžiui, informacija iš išorinių sankcijų

sąrašų, įskaitant vardą ir pavardę, gimimo datą, gimimo vietą, profesiją ir priežastį, dėl kurios

asmuo yra įtrauktas į atitinkamus išorinius sankcijų sąrašus, laikantis taikytinų teisės aktų.

• Saugomų klasifikacijų charakteristikos: Pavyzdžiui, amžius ar gimimo data, tautybė, negalia,

pilietybė ir karinis statusas.

• Ypatingieji asmens duomenys: Pavyzdžiui, socialinio draudimo ir mokesčių mokėtojo kodas,

valstybės išduoti ir kiti susiję tapatybės dokumentai, banko sąskaitų numeriai ir bankų kodai,

kredito ir debeto kortelių informacija, finansinė informacija, biometriniai duomenys (kaip

aprašyta pirmiau) arba tikslūs geografinės vietos duomenys, atsižvelgiant į taikytinus

privatumo užtikrinimo teisės aktus. Tam tikrose jurisdikcijose (pvz., pagal Bendrąjį duomenų

apsaugos reglamentą) tai taip pat gali būti vadinama „specialiosios kategorijos informacija“.

• Informacija iš jūsų įrenginio: Pavyzdžiui, kalbos nustatymai, naršyklės ID, įrenginio ID, įrenginio

tipas, slapukų nuostatos, laiko juosta, operacinė sistema, platforma, ekrano skiriamoji geba ir

panaši informacija apie jūsų įrenginio parametrus, įrenginio žiniatinklio naršyklę ir interneto

ryšį bei duomenys, surinkti iš slapukų ar kitų sekimo technologijų.

Mes taip pat galime gauti pirmiau nurodytų kategorijų asmens duomenis iš šių kategorijų

šaltinių:

• Neįtrauktos paslaugos, įskaitant „Venmo“ ir „PayPal Honey“.

• Trečiosios šalys, įskaitant paslaugų teikėjus, partnerius ir prekybininkus, mokėjimo partnerius,

pvz., mokėjimo tinklus ir mokėjimų apdorojimo paslaugų teikėjus, kredito ataskaitų agentūras

ir viešąsias bei privačias kreditų duomenų bazes (kredito informacijos agentūras), valdžios

subjektus, duomenų brokerius ir finansų įstaigas.

• Susietos paskyros, įskaitant nefinansines ar finansines paskyras, pvz., socialinių tinklų



paskyras, pašto paskyras arba banko, kortelės ar investicines paskyras, kurias sutinkate susieti

su „PayPal“. Susietas paskyras galite atsieti bet kuriuo metu. Jei nuspręsite susieti šias

paskyras arba atskleisti tokią informaciją mums, mes periodiškai rinksime ir tvarkysime šią

informaciją, kol paskyra bus atsieta.

• Trečiųjų šalių programos, kurias pasirenkate naudoti, įskaitant „Apple App Store“, „Google

Play“ parduotuvę arba socialinių tinklų svetaines.

• Retkarčiais „PayPal“ įmonių grupės nariai, pvz., „PayPal“ įmonių grupė, kurią sudaro įmonės,

išvardytos mūsų kontaktinėje informacijoje.

• Kai apsiperkate partnerių ir prekybininkų svetainėse, partneriai ir prekybininkai gali atskleisti

asmens duomenis „PayPal“, kuriuos mes naudosime vadovaudamiesi šiuo pareiškimu dėl

privatumo ir atitinkama „PayPal“ naudotojo sutartimi.

Kaip mes naudojame asmens duomenis
Mes galime tvarkyti jūsų asmens duomenis dėl įvairių priežasčių, įskaitant paslaugų teikimą,

saugumo ir sukčiavimo prevenciją bei įstatymų laikymąsi. Mes taip pat naudojame asmens

duomenis, kad leistume jums naudotis tam tikromis funkcijomis, kurios gali jus dominti, pvz.,

sinchronizuoti kontaktų sąrašą su paskyra, suasmeninti turinį ir pasiūlymus, tikslinę reklamą arba

prisijungti prie trečiosios šalies platformos. Kai kurios iš šių funkcijų gali būti siūlomos su galimybe

atsisakyti arba norint jas įjungti gali reikėti jūsų sutikimo. Savo sutikimą galite bet kada atšaukti,

kaip aprašyta skyriuje „Jūsų duomenų apsaugos teisės“.

Mes galime rinkti asmens duomenis šiais tikslais:

• Teikti mūsų paslaugas. Mes galime naudoti asmens duomenis, kad padėtume jums siųsti, gauti

ar prašyti pinigų, inicijuoti mokėjimą, papildyti sąskaitą pinigine verte, apmokėti sąskaitą,

administruoti jūsų pirkinius, rodyti siuntimo parinktis ir susijusias išlaidas, kai atsiskaitote,

rodyti jums jūsų profilį, sąskaitą ir mokėjimo informaciją, siųsti ir gauti operacijas ir įrodyti,

kad jos buvo įvykdytos, įvertinti jūsų kreditingumą jums naudojantis mūsų paslaugomis,

patvirtinti jūsų tapatybę (taip pat naudojant elektroninį parašą) ir jūsų kontaktinę informaciją,

autentifikuoti jūsų prieigą prie paskyros ar profilio ir patvirtinti, kad jūsų paskyra ar profilis ir

finansinė informacija yra tikslūs ir atnaujinti.

◦ „Visa+“ atveju, iš „Visa“ ir trečiųjų šalių skaitmeninių piniginių, dalyvaujančių „Visa+“ tinkle,

gausime gavėjo vardą, pavardę ir mokėjimo informaciją, kad galėtume apdoroti ir suderinti

„Visa+“ mokėjimo operacijas tarp dalyvaujančių skaitmeninių piniginių ir „PayPal“.

◦ Jei naudojate „Fastlane“, galime atpažinti jus kaip „Fastlane“ naudotoją, kai apsiperkate

dalyvaujančių partnerių ar prekybininkų svetainėse, ir pasiūlyti jums dalyvauti partnerių ar

prekybininkų veikloje, pvz., užsiregistruoti parduotuvėje ar lojalumo programoje naudojant

savo „Fastlane“ profilio informaciją. Taip pat naudosime jūsų asmens duomenis ir mokėjimo

būdo informaciją siekdami nustatyti, ar mokėjimas, kurį atliekate dalyvaujančiam partneriui

arba prekybininkui, yra jūsų autorizuotas ir tikėtina, kad bus sėkmingai patvirtintas jūsų

pasirinkto mokėjimo būdo, kai atsiskaitysite naudodami savo „Fastlane“ profilio informaciją.

• Pateikti kvitus, susijusius su „PayPal Point of Sale“ paslaugomis (anksčiau „Zettle by PayPal“)



paslaugomis. Pirkėjai, kurie naudojasi mūsų „PayPal Point of Sale“ paslaugomis (įskaitant

„Venmo“ funkciją „Tap to Pay“), gali pateikti savo kontaktinius duomenis, kad galėtume jums

siųsti skaitmeninius kvitus. Jei partneriui arba prekybininkui, kuris naudojasi „PayPal Point of

Sale“, pateiksite savo el. pašto adresą arba mobiliojo telefono numerį, mes galime įsiminti jūsų

duomenis, kai kitą kartą ką nors pirksite iš prekybininko, kuris naudojasi „PayPal Point of Sale“

savo fizinėje parduotuvėje, jei naudosite tą pačią mokėjimo kortelę. Tai nepriklauso nuo to, ar

anksčiau ką nors pirkote iš šio prekybininko, ar ne. Tai reiškia, kad jūsų el. pašto adresas arba

mobiliojo telefono numeris bus iš anksto užpildytas kvito rodinyje jūsų patogumui, kai kitą

kartą ką nors pirksite iš prekybininko, kuris naudojasi „PayPal Point of Sale“ savo fizinėje

parduotuvėje.

• Valdyti, analizuoti ir tobulinti mūsų paslaugas. Asmens duomenis galime naudoti naujiems

produktams ir funkcijoms kurti, mūsų paslaugoms administruoti, paslaugų saugumui užtikrinti,

klientų analizei ir vidinėms operacijoms (pvz., trikčių šalinimui) bei procedūroms, duomenų

analizei, testavimui, tyrimams ir statistiniais tikslais. Taip pat galime naudoti apibendrintus

jūsų operacijų ir patirties duomenis verslo įžvalgoms generuoti. Galime atskleisti šias įžvalgas

trečiosioms šalims, pvz., savo partneriams ir prekybininkams, kad padėtume tobulinti jų

produktus ir paslaugas.

• Dirbtinis intelektas ir automatizuotas sprendimų priėmimas. Asmens duomenis galime naudoti

siekdami treniruoti savo dirbtinio intelekto (DI) modelius, kurie yra mūsų paslaugų varomoji

jėga ir padeda mums teikti saugesnes, efektyvesnes ir labiau suasmenintas paslaugas. „PayPal“

taip pat naudoja automatizuotą sprendimų priėmimą, kad galėtų teikti savo produktus ir

paslaugas, atlikti rizikos analizę, užkirsti kelią sukčiavimui ir valdyti riziką, kad apsaugotų savo

klientus ir verslą, įskaitant sukčiavimo mūsų partnerių ir prekybininkų bei strateginių įmonių

atžvilgiu prevenciją. Norėdami sužinoti daugiau, skaitykite skyrių „Dirbtinis intelektas ir

automatizuotas sprendimų priėmimas“ .

• Jūsų kreditingumo valdymas. Vadovaudamiesi taikytinais teisės aktais, naudosime ir keisimės

asmens duomenimis apie jus su kredito ataskaitų teikimo agentūromis, kad įvertintume jūsų

kreditingumą ir tinkamumą naudoti produktą, patikrinti jūsų tapatybę, nustatyti ir susigrąžinti

skolas, taip pat užkirsti kelią sukčiavimui ir nusikalstamai veiklai. Šią informaciją kredito

informacijos agentūros gali teikti kitoms organizacijoms, kad jos galėtų atlikti panašius

patikrinimus, nustatyti jūsų buvimo vietą ir išieškoti iš jūsų skolas.

• Susieti informaciją apie jus. Jei naudojatės mūsų paslaugomis neturėdami „PayPal“ paskyros,

galime susieti tokias operacijas su jūsų „PayPal“ paskyra, jei vėliau paskyrą susikursite. Jei

naudojatės viena iš šių paslaugų – „Fastlane“, „Venmo“ ir „PayPal Honey“ – galime susieti

informaciją apie jūsų operacijas ir patirtį naudojantis šiomis paslaugomis, siekdami suasmeninti

turinį ir pasiūlymus bei pagerinti jūsų naudojimąsi „PayPal“ paslaugomis.

• Reklamuoti mūsų paslaugas. Mes galime naudoti asmens duomenis, kad galėtume teikti jums

informaciją, naujienas ir reklamuoti savo paslaugas, įskaitant atvejus, kai bendradarbiaujame

su kitais, kad galėtume pasiūlyti panašias paslaugas ir reklamuoti savo partnerius ir

prekybininkus. Mes naudojame asmens duomenis, įskaitant atvejus, kai susiejame informaciją

apie jus, kad geriau suprastume jūsų interesus ir juos atlieptume.

• Konkursai, akcijos ir renginiai. Galime naudoti asmens duomenis, kad palengvintume jūsų



dalyvavimą konkursuose, akcijose ir renginiuose.

• Bendrauti su jumis. Mes galime naudoti jūsų asmens duomenis, kad galėtume su jumis

bendrauti, pavyzdžiui, atsakydami į klausimą, kurį išsiuntėte mūsų klientų aptarnavimo

komandai.

• Laikytis teisės aktų ir vykdyti rizikos priežiūrą. Galime naudoti asmens duomenis, siekdami

laikytis taikytinų teisės aktų ir taisyklių (įskaitant pinigų plovimo prevencijos (AML),

buhalterinės apskaitos teisės aktų ir taisyklių, kurias nustato mūsų paskirtieji bankai ir

atitinkami kortelių tinklai bei „Pažink savo klientą“ (KYC) reikalavimus), vykdyti savo sutartis

su jumis ir kitais žmonėmis, kurie naudojasi mūsų paslaugomis, taip pat nustatyti, įgyvendinti

ar apginti teisinius reikalavimus arba vykdyti išieškojimo procedūrą. Taip pat tikriname

sankcijas, teikiame ataskaitas mokesčių institucijoms, policijos institucijoms ir kitoms

teisėsaugos institucijoms bei priežiūros institucijoms, kai to daryti mūsų neįpareigoja ES ir

valstybių narių teisės aktai, bet kai geranoriškai manome, kad dalytis informacija būtina

siekiant laikytis galiojančių teisės aktų. Be to, vykdysime finansinės rizikos valdymą,

pavyzdžiui, kredito įsipareigojimų vykdymo ir kokybės vertinimą, produktų tinkamumo

vertinimą, jūsų tapatybės patikrą, skolų nustatymą ir išieškojimą, nusikalstamos veiklos,

sukčiavimo ir apgaulių prevenciją, draudimo rizikų mažinimą, taip pat užtikrinsime atitiktį

kapitalo pakankamumo reikalavimams, nustatytiems taikytinuose teisės aktuose.

• Tvarkyti informaciją apie jūsų kontaktus. Mes galime naudoti asmens duomenis, kad jums būtų

lengva rasti ir susieti savo kontaktus, tiksliau atlikti mokėjimus ir pasiūlyti žmones, kuriuos

galbūt pažįstate. Pateikdami mums informaciją apie savo kontaktus, jūs patvirtinate, kad

turite teisę perduoti šią informaciją „PayPal“ šiame pareiškime dėl privatumo aprašytais

tikslais.

• Sukurti sąsają tarp savo paskyros ir trečiosios šalies paskyros arba platformos. Mes galime

naudoti asmens duomenis, kad galėtume prisijungti prie trečiosios šalies paskyros, pvz., jūsų

socialinio tinklo paskyros, kad būtų lengviau atlikti mokėjimo operacijas, arba susisiekti su

finansų įstaiga, kai susiejate paskyrą su „PayPal“ arba susiejate savo „PayPal“ paskyrą su kita

finansų įstaiga – tiesiogiai arba naudodamiesi duomenų telkimo paslaugų teikėjo paslaugomis.

• Siųsti jums pagal vietovę aktualias parinktis ir dėl saugumo. Jei sutinkate leisti mums stebėti

tikslią jūsų geografinę vietą, galime pritaikyti paslaugas suasmenindami kalbą ir turinį, pvz.,

teikdami parinktis, funkcijas ar pasiūlymus, skelbimus ir paieškos rezultatus pagal konkrečią

vietovę. Net jei neleisite mums sekti tikslios jūsų buvimo vietos, vis tiek galime naudoti jūsų

adresą, kad pateiktume jums su vieta susijusias parinktis, kurias rekomenduoja netoli jūsų

adreso esančios įmonės. Be to, naudosime tikslią geografinę vietą, kad sustiprintume svetainių

ir paslaugų saugumą. Mes renkame tikslius geografinės vietos duomenis iš naudotojų, kai jie yra

prisijungę prie savo finansinės paskyros.

• Suasmeninkite savo patirtį ir kurkite produktų rekomendacijas. Asmens duomenis galime

naudoti siekdami teikti jums pasiūlymus ir atlygius, rodyti skelbimus ar kitaip suasmeninti jūsų

patirtį, pvz., naudodami pirkinių ir kitokios elgsenos įžvalgas mūsų ir mūsų partnerių ar

prekybininkų svetainėse ar programose, kad parengtume rekomendacijas apie produktus,

prekių ženklus, dydžius, nuostatas ir stilius, kuriuos teikiame savo partneriams ir

prekybininkams, kad jie galėtų rekomenduoti jums atitinkamus produktus.



• Įsiminti jūsų nuostatas. Galime įsiminti jūsų nuostatas ir taikyti jas, kai kitą kartą naudositės

paslaugomis, pvz., kurį mokėjimo būdą dažniausiai pasirenkate arba ar atsiskaitę norite gauti

skaitmeninius kvitus el. paštu arba tekstine žinute.

• Svetainių slapukai ir sekimo priemonės. Kai naudojatės paslaugomis, taip pat kitomis trečiųjų

šalių svetainėmis ir paslaugomis, galime naudoti sekimo technologijas, pvz., slapukus. Daugiau

informacijos rasite skyriuje Kaip naudojame slapukus ir sekimo technologijas .

Atkreipkite dėmesį, kad tam tikrose jurisdikcijose reikalaujama nurodyti teisėtą asmens duomenų

tvarkymo pagrindą. Daugiau informacijos apie mūsų vykdomo asmens duomenų tvarkymo teisėtą

pagrindą pagal ES ir JK Bendrąjį duomenų apsaugos reglamentą rasite skyriuje Mūsų vykdomo

asmens duomenų tvarkymo teisinis pagrindas . Tuos pačius teisėtus duomenų tvarkymo pagrindus

taikome ir kai taikomi kiti privatumo užtikrinimo įstatymai, kuriais nustatomi lygiaverčiai

reikalavimai.

Kada ir kaip atskleidžiame asmens duomenis kitiems
Mes atskleidžiame jūsų asmens duomenis paslaugų teikėjams ir trečiosioms šalims, įskaitant

mokėjimų tinklo dalyvius, siekdami teikti paslaugas, apsaugoti savo klientus nuo rizikos ir

sukčiavimo, vykdyti savo produktų rinkodarą ir laikytis teisinių įsipareigojimų. Mes galime naudoti

ir atskleisti jūsų ypatinguosius asmens duomenis teisėtos verslo veiklos tikslais, jei tai leidžiama ir

kaip numatyta pagal teisės aktus (pvz., gavus sutikimą arba tam tikrais tikslais, kai

nereikalaujama suteikti teisės apriboti ypatingųjų asmens duomenų naudojimą ir atskleidimą).

Mes galime atskleisti asmens duomenis šių kategorijų paslaugų teikėjams:

• Paslaugų teikėjai. Mes galime atskleisti asmens duomenis savo paslaugų teikėjams, kurie

veikia mūsų nurodymu ir mūsų vardu, kad jie galėtų teikti jiems pavestas paslaugas, pvz.,

dirbtinio intelekto paslaugas, sukčiavimo prevenciją, skolų išieškojimą, siuntų pristatymą,

mokėjimų apdorojimą, rinkodarą, tyrimus, atitikties užtikrinimą, auditą, įmonės valdymą,

komunikaciją, technines ir (arba) dizaino paslaugas, IT kūrimą, priežiūrą, talpinimą (hostingą)

ir klientų aptarnavimo veiklos palaikymą. Mūsų sutartyse numatyta, kad šie paslaugų teikėjai

jūsų informaciją gali naudoti tik tiek, kiek to reikia dėl paslaugų, kurias jie mums teikia, bet ne

savo pačių naudai. Pagal taikytinus duomenų apsaugos teisės aktus, atsižvelgiant į šalį ir (arba)

regioną, kuriame gyvenate, galite rasti nuorodą į atitinkamų trečiųjų šalių paslaugų teikėjų

sąrašą , įskaitant atskleidimo tikslą, atskleidžiamos informacijos tipus ir kt.

Mes taip pat galime atskleisti asmens duomenis šių kategorijų trečiosiomis šalimis:

• „PayPal“ įmonių grupės įmonės, pvz., „PayPal“ įmonės, nurodytos mūsų kontaktinės

informacijos puslapyje, siekiant (be kita ko) teikti paslaugas, kurių prašėte ar kurias

patvirtinote, valdyti riziką, padėti nustatyti ir užkirsti kelią galimai neteisėtiems ar sukčiavimo

veiksmams bei kitiems mūsų procedūrų ir sutarčių pažeidimams, ir padėti mums valdyti

„PayPal“ produktų, paslaugų ir pranešimų pasiekiamumą ir tarpusavio sąveiką.

• Neįtrauktos paslaugos. Mes galime atskleisti asmens duomenis neįtrauktų paslaugų (kaip

apibrėžta toliau) teikėjams, įskaitant „Venmo“, kad galėtume teikti jums paslaugas,

suasmeninti naudojimąsi paslaugomis ir valdyti savo verslą, arba „PayPal Honey“, kad galėtume
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valdyti savo „Rewards“ programą.

• Valdžios institucijos. Mes galime atskleisti asmens duomenis valdžios institucijoms, jei to

reikalaujama pagal šaukimą į teismą, teismo nutartį ar kitą panašią teisinę procedūrą, kai tai

būtina laikantis teisės aktų, arba kai asmens duomenų atskleidimas yra pagrįstai būtinas,

siekiant užkirsti kelią fizinei žalai ar finansiniams nuostoliams, pranešti apie įtariamą neteisėtą

veiklą, tirti atitinkamos sutarties pažeidimus, arba kitais teisės aktų numatytais atvejais.

Tokios institucijos apima teismus, vyriausybes, teisėsaugą ir reguliavimo institucijas. Mes taip

pat galime būti įpareigoti pateikti kitoms trečiosioms šalims informaciją apie jūsų naudojimąsi

mūsų paslaugomis, pavyzdžiui, siekdami laikytis mokėjimo kortelių asociacijų taisyklių, ištirti

mūsų naudotojo sutarties pažeidimus arba užkirsti kelią fizinei žalai ar neteisėtai veiklai.

• Kitos finansų įstaigos. Mes galime atskleisti asmens duomenis finansų įstaigoms, siekdami

bendrai pasiūlyti produktą, pavyzdžiui, „PayPal Credit“, „PayPal Savings“, „PayPal Cashback

Mastercard“ ir „PayPal Extra Mastercard“.

• Mokėjimo tinklai ir mokėjimų apdorojimo paslaugų teikėjai. Mes galime atskleisti asmens

duomenis mokėjimų tinklams ir mokėjimų apdorojimo paslaugų teikėjams, siekdami palengvinti

mokėjimų apdorojimą arba pridėti mokėjimo korteles prie jūsų elektroninės piniginės. Atliekant

mokėjimo operacijas, jūsų asmens duomenys bus atskleidžiami mokėjimo paslaugų teikėjui, kad

dalyvaujantis partneris ir prekybininkas galėtų apdoroti mokėjimo operaciją. Partnerio ir

prekybininko mokėjimo paslaugų teikėjas gali būti „PayPal“ arba trečiosios šalies mokėjimo

paslaugų teikėjas.

• Sukčiavimo prevencijos ir tapatybės tikrinimo agentūros. Mes galime atskleisti asmens

duomenis sukčiavimo prevencijos ir tapatybės tikrinimo agentūroms, taip pat kitoms įvairių

sektorių įmonėms, siekdami padėti nustatyti veiklą, galinčią rodyti sukčiavimą.

• Kredito ataskaitų teikimo ir skolų išieškojimo agentūros. Mes galime atskleisti asmens

duomenis tokioms agentūroms, kad galėtume išieškoti neapmokėtas pradelstas skolas per

trečiąją šalį, pavyzdžiui, skolų išieškojimo agentūrą. Atkreipkite dėmesį, kad asmens duomenys,

kuriuos atskleidžiate tiesiogiai šioms šalims, tvarkomi pagal šių šalių privatumo pranešimus, ir

jos gali pranešti apie jūsų nesumokėtas skolas kredito informacijos agentūroms, o tai gali turėti

įtakos jūsų kreditingumui arba galimybėms gauti kreditą ateityje.

• Kiti „PayPal“ paskyrų savininkai, kad būtų galima užbaigti operaciją. Prireikus galime

atskleisti asmens duomenis kitiems „PayPal“ paskyrų savininkams, kad būtų galima užbaigti

mokėjimo operaciją. Tai taip pat taikoma, kai sąveikaujate su mūsų teikiamais skelbimais ar

pasiūlymais, susijusiais su vienu iš mūsų partnerių ir prekybininkų. Kitiems „PayPal“ paskyrų

savininkams galime atskleisti šiuos asmens duomenis: jūsų naudotojo vardą, profilio nuotrauką,

vardą ir pavardę, el. pašto adresą, miestą ir telefono numerį pagal jūsų paskyros nuostatas.

• Kiti naudotojai pagal jūsų paskyros nuostatas. Atsižvelgiant į jūsų paskyros nuostatas arba

„PayPal.Me“ nuostatas, jūsų asmens duomenis gali matyti kiti paskyrų savininkai (pvz.,

„Venmo“ naudotojai arba trečiųjų šalių mokėjimo tinklų naudotojai ir tvarkytojai), kad būtų

galima atlikti operaciją. Pavyzdžiui, naudodamasis pinigų siuntimo funkcija, kitas naudotojas

gali ieškoti jūsų paskyros, kad inicijuotų mokėjimą. Asmens duomenys, kuriuos galime atskleisti

kitiems naudotojams, atsižvelgiant į jūsų paskyros nuostatas: naudotojo vardas, profilio

nuotrauka, vardas ir pavardė, el. pašto adresas, telefono numeris, miestas ir valstija, „PayPal“
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paskyros sukūrimo mėnesis ir metai, taip pat bet kokia papildoma informacija, kurią pateikiate

paskyros informacijos arba „Apie jus“ skiltyje.

• Kiti naudotojai, jei turite įmonės profilį. Jei turite verslo profilį, mes rodysime mokėjimo

nuorodą ir kitiems naudotojams atskleisime tam tikrą informaciją apie jus, įskaitant jūsų vardą

ar įmonės pavadinimą, profilio nuotrauką arba logotipą ir su jūsų „PayPal“ paskyra susijusį

miestą, taip pat bendrą laikotarpį, kai su mumis vykdote pardavimo veiklą, bendrą stebėtojų

skaičių ir bendrą unikalių naudotojų, kurie per pastaruosius metus jums sumokėjo, skaičių. Jei

turite įmonės profilį, pagal įmonės profilio nuostatas galite pasirinkti kitiems naudotojams

rodyti kitą informaciją, pvz., gatvės adresą, telefono numerį, el. pašto adresą ir svetainę.

• Jūsų įgaliotinis arba teisėtas atstovas. Mes galime atskleisti asmens duomenis jūsų

įgaliotiniui arba teisėtam atstovui, pavyzdžiui, asmeniui, kuriam suteikėte įgaliojimą, arba jūsų

paskirtam globėjui.

• Susietos paskyros. Jei nuspręsite susieti savo „PayPal“ paskyrą su trečiosios šalies paskyra,

galime atskleisti asmens duomenis trečiosioms šalims, kurios sudaro sąlygas tokiam susiejimui.

• Partneriai ir prekybininkai, jų paslaugų teikėjai ir kiti su operacija susiję asmenys.

Tokioms su operacija susijusioms šalims galime atskleisti asmens duomenis, pavyzdžiui, jūsų

naudotojo vardą, adresą, telefono numerį, el. pašto adresą, siekdami užtikrinti prekių įsigijimą

ir pristatymą vykdant operaciją. Pavyzdžiui, kai naudojatės paslaugomis norėdami inicijuoti

pirkimus internetu, išsaugoti mokėjimo informaciją „Fastlane“, atsiskaityti su kitais naudotojais

naudodamiesi paslaugomis, mokėti gavėjams per „Visa+“, grąžinti prekes arba dalyvaujate

operacijose per mokėjimų tinklą, galime atskleisti informaciją apie jus ir jūsų paskyrą arba

„Fastlane“ profilį kitoms su jūsų operacijų apdorojimu susijusioms šalims (arba jų paslaugų

teikėjams). Jei nuspręsite bendrauti su dalyvaujančiais partneriais ar prekybininkais, mes

atskleisime jūsų profilio informaciją dalyvaujantiems partneriams ir prekybininkams bei jų

paslaugų teikėjams, kad būtų galima atlikti jūsų operaciją ir pagerinti apsipirkimo patirtį ar kitą

sąveiką jų svetainėse. Tai taip pat taikoma, kai sąveikaujate su mūsų teikiamais skelbimais ar

pasiūlymais, susijusiais su vienu iš mūsų partnerių ir prekybininkų. Atkreipkite dėmesį, kad kai

asmens duomenys atskleidžiami su operacija susijusiems partneriams ir prekybininkams (arba

jų paslaugų teikėjams), tokie partneriai ir prekybininkai (arba jų paslaugų teikėjai) jūsų asmens

duomenis tvarko pagal savo privatumo politiką ir procedūras.

◦ Taip pat galime atskleisti asmens duomenis partneriams ir prekybininkams, kad jie galėtų

naudotis mūsų paslaugomis jūsų operacijoms įvykdyti. Pavyzdžiui, kai apsilankote

dalyvaujančių partnerių ir prekybininkų svetainėje arba programėlėje, partneriai ir

prekybininkai gali patikrinti, ar naudojatės „PayPal“ paslaugomis, ir pateikti

rekomenduojamą mokėjimo būdą, kad atsiskaityti būtų paprasčiau.

Kalbant apie „PayPal“ klientus, taip pat galime atskleisti jūsų asmens duomenis partneriams ir

prekybininkams, su kuriais jūs ir mes bendraujame, kad mes ir partneriai bei prekybininkai

galėtume suasmeninti paslaugas ir pasiūlymus, taip suteikdami jums geresnę ir aktualesnę

patirtį. Asmens duomenys, kuriuos atskleidžiame, apima, pavyzdžiui, produktus, dydžius,

nuostatas ir stilius, kurie, mūsų manymu, jums patiks.

◦ Išskyrus atvejus, kai pagal teisės aktus privalome gauti jūsų sutikimą, Jungtinėse Amerikos

Valstijose suasmenintos apsipirkimo patirties teikimo tikslais atskleidžiame asmens



duomenis, surinktus iš jūsų po 2024 m. lapkričio 27 d. (arba anksčiau, jei esate davę tam

sutikimą).

◦ Norėdami atsisakyti asmens duomenų atskleidimo partneriams ir prekybininkams

suasmeninto apsipirkimo tikslais, prisijunkite prie savo „PayPal“ paskyros ir pakeiskite savo

nuostatas duomenų ir privatumo parametruose.

◦ Jei pasirinksite atsisakyti, mes ir toliau atskleisime jūsų asmens duomenis tiek, kiek tai

būtina jūsų inicijuotoms operacijoms užbaigti, tačiau neatskleisime asmens duomenų

partneriams ir prekybininkams suasmeninto apsipirkimo tikslais.

• Kitos trečiosios šalys. Mes galime atskleisti asmens duomenis kitoms trečiosiomis šalimis.

Pavyzdžiui, mes atskleidžiame asmens duomenis reklamos platformoms jūsų nurodymu. Mes

taip pat atskleidžiame asmens duomenis saugumo paslaugų teikėjams, kad padėtume užkirsti

kelią neteisėtai prieigai prie mūsų paslaugų. Tai taip pat taikoma šalims, su kuriomis

bendradarbiaujame rinkodaros tikslais, ypač siekiant rodyti jums skelbimus ir pasiūlymus,

pritaikytus pagal jūsų interesus. Atminkite, kad šių šalių privatumo pranešimas taikomas

asmens duomenims, kuriuos atskleidžiate jiems tiesiogiai. Pavyzdžiui, kai jungiatės prie

mūsų mobiliosios programos, naudojame „Google reCAPTCHA“, kad užkirstume kelią

piktnaudžiavimui mūsų paslaugomis. Taip pat galime naudoti „Google Address Autofill“, kad

užtikrintume jūsų adreso tikslumą. Asmens duomenims, kuriuos atskleidžiate „Google“,

taikoma „Google“ privatumo politika ir naudojimo sąlygos . Rinkodaros tikslais galime pasitelkti

trečiąsias šalis, kad jos nustatytų pagal jūsų interesus pritaikytus skelbimus bei stebėtų sąveiką

su šiais skelbimais. Jūsų sąveikai su tokiais skelbimais taikoma juos teikiančių šalių privatumo

politika.

• Pirkėjai arba susiję su verslo perdavimu. Mes galime atskleisti asmens duomenis pirkėjui,

susijusiam su verslo perdavimu. Pavyzdžiui, jei dalyvaujame susijungime, pirkime, arba viso ar

dalies mūsų verslo ar turto, įskaitant gautinas sumas ir skolas, pardavime, laikantis taikomų

duomenų apsaugos sąlygų, jūsų asmens duomenys gali būti atskleidžiami suinteresuotam arba

faktiniam pirkėjui. Jei „PayPal“ ar didelę „PayPal“ turto dalį įsigyja trečioji šalis, asmens

duomenys taip pat gali būti atskleisti tai trečiajai šaliai.

Mes galime atskleisti jūsų ypatinguosius asmens duomenis, jei to reikia teisėtai verslo veiklai

vykdyti, remdamiesi jūsų sutikimu arba tiek, kiek leidžiama pagal teisės aktus. Papildomos

informacijos, skirtos asmenims Jungtinėse Amerikos Valstijose, taip pat pateikta skyriuje Asmens

duomenų „pardavimas“ ir „atskleidimas“ .

Kiek laiko saugome jūsų asmens duomenis
Asmens duomenis saugome tiek laiko, kiek tai būtina arba leidžiama atsižvelgiant į tikslą, kuriam

jie buvo surinkti, ir laikantis taikytinų teisės aktų.

Saugojimo laikotarpis nustatomas vadovaujantis šiais kriterijais:

Asmens duomenys, naudojami tęstiniams santykiams tarp jūsų ir „PayPal“, saugomi visą tokių

santykių laikotarpį ir dar 10 metų po jų pabaigos arba tokį laikotarpį, koks nustatytas pagal

taikytinus vietos teisės aktus, išskyrus atvejus, kai pagal taikytinus teisės aktus mums reikia juos
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saugoti ilgiau, pavyzdžiui:

• Kai tai būtina pagal mums taikomą teisinę prievolę arba kai tai leidžiama pagal galiojančius

teisės aktus, pvz., pagal taikytinus bankroto teisės aktus ir su pinigų plovimo prevencijos

(AML) reikalavimais susijusius įsipareigojimus.

• Dėl teisminių ginčų, tyrimų, audito ir atitikties užtikrinimo procedūrų arba siekiant apsisaugoti

nuo teisinių pretenzijų.

• Asmens duomenis saugome tik tiek, kiek tai būtina, kai saugoti duomenis tikslinga dėl

teisminių ginčų, tyrimų, audito ir atitikties užtikrinimo procedūrų arba siekiant apsisaugoti nuo

teisinių pretenzijų.

Biometrinius duomenis saugome tiek laiko, kiek tai yra būtina arba leidžiama, atsižvelgiant į

tikslą, kuriuo jie buvo surinkti, ir ne ilgiau kaip 3 metus po jūsų paskyros uždarymo, išskyrus

atvejus, kai pagal taikytinus teisės aktai reikalaujama kitaip.

Dirbtinis intelektas ir automatizuotas sprendimų priėmimas
Mes galime tvarkyti jūsų asmens duomenis naudodami DI ir (arba) automatizuoto sprendimų

priėmimo technologiją toliau aprašytomis aplinkybėmis:

• Automatizuotas sprendimų priėmimas. „PayPal“ naudoja automatizuoto sprendimų

priėmimo technologijas, kad atliktų vertinimus ar priimtų sprendimus, įskaitant sprendimus,

susijusius su rizika, sukčiavimu ir kreditingumu, kai tai leidžiama ir laikantis taikomų teisės

aktų. Mūsų automatizuoto sprendimų priėmimo technologijos gali naudoti profiliavimo

metodus, kad įvertintų su jumis susijusius asmeninius aspektus, įskaitant jūsų ekonominės

padėties, patikimumo ir (arba) elgsenos analizę ar prognozavimą. Tai leidžia mums, pavyzdžiui,

įvertinti, ar yra su jumis susijusių požymių, rodančių galimą kredito ar finansinę riziką, pinigų

plovimą ar sukčiavimą, kurie nesutampa su jūsų mums pateikta informacija arba leidžia manyti,

kad galėjote nuslėpti savo tikrąją tapatybę. Priimant automatizuotą sprendimą, „PayPal“ gali

tvarkyti naudotojų asmens duomenis. Jei nustatysime, kad keliate kredito, sukčiavimo, pinigų

plovimo ar kitą riziką, galime atsisakyti teikti jums naujas paslaugas, nebeteikti paslaugų,

kuriomis šiuo metu naudojatės, arba apriboti jūsų naudojamas paslaugas. Naudotojai gali

įgyvendinti su automatizuotu sprendimų priėmimu susijusias teises, kaip aprašyta skyriuje Jūsų

duomenų apsaugos teisės.

• Autonominis DI. „PayPal“ siekia teikti novatoriškas ir suasmenintas patirtis ir gali tiesiogiai

arba per patikimus partnerius suteikti jums prieigą prie autonominių DI įrankių (toliau –

„autonominiai DI įrankiai“). Šie dirbtinio intelekto įrankiai sukurti veikti turėdami tam tikrą

autonomijos lygį, kuris leidžia jiems atlikti užduotis, teikti rekomendacijas ir net inicijuoti

veiksmus jūsų vardu, kartu mokantis iš sąveikų su jumis. Autonominiai DI įrankiai naudoja

generatyvinio dirbtinio intelekto technologijas, kad pagerintų jūsų patirtį „PayPal“ platformoje.

Raginame atidžiai įvertinti autonominių DI įrankių rekomendacijas ir veiksmus. Mūsų

autonominiai dirbtinio intelekto įrankiai nėra skirti priimti sprendimams, galintiems turėti

teisinį ar panašų reikšmingą poveikį, pvz., sprendimams, kurie gali turėti teisinių, medicininių,

finansinių ar su užimtumu susijusių pasekmių, ir jūs negalite jų naudoti (ar bandyti naudoti)

tokiais tikslais. Šie įrankiai skirti tik bendro pobūdžio pagalbai ir įžvalgoms teikti, todėl jie

neturėtų pakeisti jūsų sprendimo priėmimo proceso ir ekspertinių žinių.



Autonominiams dirbtinio intelekto įrankiams reikalinga prieiga prie tam tikros informacijos,

kad jie veiktų efektyviai. Kai naudosite šiuos įrankius, jie turės prieigą prie jūsų asmens

duomenų, įskaitant užklausas, nuostatas, pomėgius, pirkimo istoriją ir mokėjimų informaciją.

Kaip naudojame slapukus ir sekimo technologijas
Kai sąveikaujate su mūsų paslaugomis, atidarote mūsų siunčiamus el. laiškus arba apsilankote

trečiosios šalies svetainėje, kurioje teikiame paslaugas, mes ir mūsų partneriai naudojame

slapukus, kad suteiktume jums prieigą prie mūsų svetainių, paslaugų, programų ir įrankių,

atpažintume jus kaip naudotoją, pritaikytume jūsų patirtį internete ir internetinį turinį, įskaitant

interesais grindžiamos reklamos teikimą, atlikti analizę, mažinti riziką ir užkirsti kelią galimam

sukčiavimui, taip pat stiprinti pasitikėjimą ir saugumą naudojantis visomis mūsų paslaugomis. Mes

naudojame slapukus, kad rinktume informaciją apie jūsų įrenginį, informaciją apie veiklą internete

ir generuotume išvadas, kaip aprašyta pirmiau.

Kur įmanoma, taikomos saugumo priemonės, skirtos užkirsti kelią neteisėtai prieigai prie mūsų

slapukų ir panašių technologijų. Unikalusis identifikatorius užtikrina, kad tik mes ir (arba) mūsų

įgalioti paslaugų teikėjai turėtume prieigą prie slapukų duomenų.

Paslaugų teikėjai – tai įmonės, kurios padeda mums vykdyti įvairias mūsų verslo veiklas, įskaitant

svetaines, programas, reklamą ir įrankius. Galime pasitelkti tam tikrus įgaliotus paslaugų teikėjus,

kurie padeda pateikti aktualius skelbimus naudojantis mūsų paslaugomis ir kitur internete. Šie

paslaugų teikėjai taip pat gali įrašyti slapukus jūsų įrenginyje per mūsų paslaugas (trečiųjų šalių

slapukai). Jie taip pat gali rinkti informaciją, padedančią jiems atpažinti jūsų įrenginį, pvz., IP

adresą arba kitus unikalius įrenginio identifikavimo duomenis.

Tam tikri mūsų paslaugų ir svetainių aspektai ir funkcijos pasiekiami tik naudojant slapukus, todėl,

jei nuspręsite tam tikrų slapukų atsisakyti, naudojimasis svetainėmis ir paslaugomis gali būti

ribotas arba apskritai neįmanomas.

„Nesekti“
Kai kuriose žiniatinklio naršyklėse yra pasirenkama nuostata, vadinama „Nesekti“ („Do not

Track“ arba DNT), kuri leidžia atsisakyti reklamuotojų ir kai kurių trečiųjų šalių vykdomo sekimo.

Kadangi daugelis mūsų paslaugų be sekimo duomenų neveiktų, į DNT („Do Not Track“)

nustatymus nereaguojame.

Jei norite sužinoti daugiau apie tai, kaip naudojame slapukus, peržiūrėkite mūsų Pareiškimą dėl

slapukų ir sekimo technologijų naudojimo. Jei norite sužinoti, kaip atsisakyti šios tipo stebėjimo

technologijų, apsilankykite Apie skelbimus.

Jūsų duomenų apsaugos teisės
Priklausomai nuo jūsų gyvenamosios šalies ir taikytinų duomenų apsaugos teisės aktų, taip pat

galiojančių išimčių ir sąvokų skirtumų, jums gali būti taikomos tam tikros teisės, susijusios su jūsų

asmens duomenų rinkimu, saugojimu, naudojimu ir atskleidimu.
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Nepriklausomai nuo to, ar nuspręsite pasinaudoti savo privatumo apsaugos teisėmis, ar ne, mes

jūsų nediskriminuosime ir vien dėl šių teisių įgyvendinimo neatsisakysime teikti jums paslaugų,

netaikysime skirtingų kainų ir nenustatysime kitokio teikiamų paslaugų lygio. Vis dėlto, jei

apribosite mums teikiamų asmens duomenų kiekį, kai kurių suasmenintų „PayPal“ teikiamų

paslaugų lygis gali skirtis.

Kaip galite pasinaudoti savo teisėmis
Mes pripažįstame, kaip svarbu užtikrinti jums galimybes kontroliuoti, kaip naudojami jūsų asmens

duomenis, ir suteikiame keletą būdų, kaip galite pasinaudoti savo privatumo apsaugos teisėmis.

Jei jūs arba, jei leidžiama, jūsų įgaliotasis atstovas, norite pasinaudoti bet kuriomis savo teisėmis,

susijusiomis su jūsų asmens duomenimis paskyros profilyje (-iuose), vadovaukitės toliau

pateiktomis instrukcijomis, kaip pasinaudoti savo duomenų apsaugos teisėmis.

Net jei neturite „PayPal“ paskyros (pvz., kai naudojatės mokėjimo be „PayPal“ paskyros funkcija),

galite rasti instrukcijas , kaip pateikti prašymą pasinaudoti savo teisėmis į privatumą.

Prieš atsakydami į jūsų prašymą, galime pirmiausia turėti patikrinti jūsų tapatybę. Jei leidžiama

arba reikalaujama pagal privatumo užtikrinimo teisės aktus, prieš atsakydami į jūsų užklausą

galime paprašyti jūsų pateikti mums informaciją, būtiną pagrįstai patvirtinti jūsų tapatybę.

Palyginsime jūsų pateiktą informaciją su mūsų vidiniais verslo įrašais, kad patvirtintume jūsų

tapatybę. Jei negalėsime patvirtinti jūsų tapatybės, gali būti, kad negalėsime įvykdyti jūsų

užklausos, nebent atitinkamos teisės įgyvendinimui tapatybės patikrinimas nėra būtinas. Jeigu

jūsų prašymas bus visiškai ar iš dalies atmestas, jums gali būti suteikta teisė gauti informaciją apie

tokio sprendimo priežastis, taip pat apie galimybę pateikti apeliaciją dėl tokio mūsų sprendimo

arba pateikti skundą priežiūros institucijai ir pasinaudoti teisminėmis teisių gynimo priemonėmis.

Tokiomis aplinkybėmis suteiksime jums informaciją apie apeliacijos teikimo procesą. Taip pat

galite susisiekti su mumis, kaip nurodyta mūsų kontaktinėje informacijoje.

Įgaliotieji atstovai
Jei jūsų prašymą gauname per įgaliotą atstovą, galime paprašyti pateikti įrodymus, kad suteikėte

tokiam atstovui įgaliojimą arba kad jis turi kitą galiojantį rašytinį patvirtinimą jūsų vardu pateikti

prašymus įgyvendinti jūsų teises, įskaitant globą, rūpybą ar kitas asmens apsaugos formas.

Jūsų teisės
Jūsų teisė žinoti ir prašyti pateikti jūsų asmens duomenų kopiją. Jei norite paprašyti asmens

duomenų, kuriuos esame apie jus surinkę, kopijos, tai galite padaryti keliais būdais:

• Prisijunkite prie savo „PayPal“ paskyros (-ų) arba profilio valdymo portalo ir pateikite

prašymą.

• Jei gyvenate Jungtinėse Amerikos Valstijose, paskambinkite arba susisiekite su mumis  ir

paprašykite, kad pateiktume jums mūsų surinktus duomenis. Jei gyvenate kitose šalyse, žr.

mūsų kontaktinę informaciją.

Jūsų teisė prašyti pateikti konkrečių trečiųjų šalių sąrašą. Jei norite paprašyti pateikti

konkrečių trečiųjų šalių, kurioms atskleidėme jūsų asmens duomenis, sąrašą:
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• Jei gyvenate Jungtinėse Amerikos Valstijose, paskambinkite arba susisiekite su mumis  ir

paprašykite, kad pateiktume jums mūsų atskleistus duomenis. Jeigu gyvenate kitoje šalyje,

prašymą taip pat galite pateikti pagalbos centre.

Jūsų teisė ištaisyti savo asmens duomenis. Jei norite pataisyti tam tikrus savo asmens

duomenis:

• Prisijunkite prie savo „PayPal“ paskyros (-ų) arba profilio valdymo portalo ir pateikite

prašymą.

• Jei gyvenate Jungtinėse Amerikos Valstijose, paskambinkite arba susisiekite su mumis  ir

paprašykite, kad pateiktume jums mūsų surinktus duomenis. Jei gyvenate kitose šalyse, žr.

mūsų kontaktinę informaciją.

Jūsų teisė ištrinti savo asmens duomenis. Jei norite ištrinti tam tikrus savo asmens duomenis:

• Prisijunkite prie savo „PayPal“ paskyros (-ų) arba profilio valdymo portalo ir ištrinkite visą

anksčiau pridėtą informaciją. Pavyzdžiui, parametruose galite ištrinti nepagrindinius adresus.

• Jei gyvenate Jungtinėse Amerikos Valstijose, paskambinkite arba susisiekite su mumis  ir

paprašykite, kad pateiktume jums mūsų surinktus duomenis. Jei gyvenate kitose šalyse, žr.

mūsų kontaktinę informaciją.

• Uždarykite „PayPal“ paskyrą (-as) arba profilį.

Jei uždarysite savo „PayPal“ paskyrą (-as) ar profilį, ištrinsite arba paprašysite, kad ištrintume

jūsų asmens duomenis, vis tiek turėsime saugoti tam tikrus jūsų asmens duomenis, kaip

paaiškinta skyriuje  „Kiek laiko saugome jūsų asmens duomenis“ , kad galėtume, kai tai leidžiama

pagal taikytinus teisės aktus:

• užbaigti operaciją, suteikti prekes ar paslaugas, kurių prašėte, arba vykdyti įsipareigojimus,

numatytus naudotojo sutartyje ar kitoje su mumis sudarytoje sutartyje;

• nustatyti piktnaudžiavimą, sukčiavimą ar neteisėtą veiklą bei užkirsti kelią tokiai veiklai;

• apsaugoti jūsų (ar kito asmens) įstatymines teises, įskaitant teisę į žodžio laisvę;

• valdyti mūsų vidinius verslo procesus, kurie yra pagrįstai susiję su jūsų lūkesčiais naudojantis

mūsų paslaugomis;

• laikytis teisės aktų ir kitų teisinių ar valdžios institucijų nustatytų procedūrų; ir

• Kiti išimties taikymo tikslai pagal galiojančius teisės aktus.

Jūsų teisė nesutikti su duomenų tvarkymu teisėto intereso pagrindu Kai taikoma pagal teisės

aktus, jei norite nesutikti, kad mes naudotume jūsų asmens duomenis siekdami įgyvendinti savo

ar trečiosios šalies teisėtus interesus, galite su mumis susisiekti pasinaudoję šiame Pareiškime dėl

privatumo pateikta kontaktine informacija . Daugiau informacijos rasite skyriuje „Asmens

duomenų tvarkymo teisinis pagrindas“ .

Jūsų teisė atšaukti savo sutikimą. Jei norite atšaukti savo sutikimą dėl jūsų asmens duomenų

naudojimo tais atvejais, kai juos tvarkėme jūsų sutikimo pagrindu, galite su mumis susisiekti

pasinaudoję šiame Pareiškime dėl privatumo pateikta kontaktine informacija . Jūsų sutikimo

atšaukimas neturės įtakos prieš atšaukimą vykdyto duomenų tvarkymo teisėtumui, taip pat

neturės įtakos jūsų asmens duomenų tvarkymui, vykdomam remiantis kitu teisėtu duomenų
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tvarkymo pagrindu nei sutikimas.

Jūsų teisė nesutikti su profiliavimu arba jo atsisakyti, kai jis taikomas priimant

automatizuotus sprendimus, kurie turi teisinį ar panašų reikšmingą poveikį jums ir

susijusioms teisėms.

• Kaip paaiškinta skyriuje „Dirbtinis intelektas ir automatizuotas sprendimų priėmimas“ , galime

naudoti automatizuotą sprendimų priėmimo technologiją ir autonominius dirbtinio intelekto

įrankius.

• Jungtinėse Amerikos Valstijose tokia praktika taikoma kaip išimtis arba ai yra išimtis taikoma

praktika arba pagal galiojančius privatumo užtikrinimo įstatymus nesuteikia teisės jos

atsisakyti. Kitose jurisdikcijose, kuriose tokia teisė suteikiama, asmenys gali pasinaudoti savo

teise prašyti peržiūrėti automatizuotą sprendimą (taip pat ir susijusį profiliavimą), kuris jiems

sukelia teisines ar panašiai reikšmingas pasekmes, arba pareikšti prieštaravimą tokiam

sprendimui ir (arba) atšaukti savo sutikimą, susisiekdami su mumis. Mes peržiūrėsime

sprendimą, atsižvelgdami į atitinkamas papildomas aplinkybes.

• Jei nebūsite patvirtinti automatizuoto sprendimų priėmimo pagrindu, gali būti, kad negalėsite

naudotis mūsų paslaugomis. „PayPal“ naudoja keletą saugumo užtikrinimo mechanizmų,

užtikrinančių, kad sprendimai būtų tinkami. Šie mechanizmai apima nuolatines mūsų

sprendimų modelių peržiūras, o atskirais atvejais ir atsitiktinę atranką. Jei dėl rezultato kyla

kokių nors abejonių, galite su mumis susisiekti ir mes nustatysime, ar procedūra buvo atlikta

tinkamai.

Jūsų teisės, susijusios su ypatingaisiais asmens duomenimis. Kai to reikalaujama pagal teisės

aktus, prieš rinkdami ir tvarkydami jūsų ypatinguosius asmens duomenis, gausime jūsų sutikimą.

Savo sutikimą galite atšaukti susisiekę su mumis ir pasinaudoję šiame Pareiškime dėl privatumo

pateikta kontaktine informacija .

• Be to, jūsų ypatinguosius asmens duomenis naudosime tik pagal jūsų suteiktą sutikimą arba

tam tikrais leidžiamais tikslais, kiek tai leidžiama arba taikoma išimtis pagal galiojančius teisės

aktus, todėl pagal Jungtinių Amerikos Valstijų privatumo užtikrinimo teisės aktus nėra būtina

pasinaudoti teise apriboti ypatingųjų asmens duomenų naudojimą ir atskleidimą. Pagal

Jungtinių Valstijų privatumo užtikrinimo teisės aktus šie leidžiami tikslai apima prekių ar

paslaugų, kurių prašėte, teikimą, saugumo incidentų prevenciją, nustatymą ir tyrimą,

kenkėjiškų, klaidinančių, sukčiavimo ar neteisėtų veiksmų užkardymą ir atsakingų asmenų

patraukimą atsakomybėn, produkto, paslaugos ar įrenginio kokybės ar saugumo patikrinimą ar

palaikymą, taip pat fizinių asmenų fizinio saugumo užtikrinimą. Išimtis, kuria remiamės

tvarkydami tikslios geolokacijos duomenis, grindžiama Gramm-Leach-Bliley įstatymu.

Jūsų teisės, susijusios su asmens duomenų atskleidimu trečiosioms šalims tiesioginės

rinkodaros tikslais: Galite paprašyti tam tikros informacijos apie tai, kaip jūsų asmens duomenys

atskleidžiami trečiosioms šalims tiesioginės rinkodaros tikslais. Jungtinėse Amerikos Valstijose

paskambinkite arba susisiekite su mumis.

Jūsų pasirinkimų paaiškinimas
Galite valdyti, kaip renkami ar atskleidžiami asmens duomenys, taip pat kaip mes bendraujame su



jumis. Toliau pateikiame keletas būdų, kaip galite pritaikyti savo pasirinkimus.

Pasirinkite, kaip renkame asmens duomenis
Galite pasirinkti apriboti asmens duomenis, kuriuos teikiate, kai to prašoma naudojantis mūsų

programėlėmis ar paslaugomis. Kad padėtume priimti jums tinkamiausius sprendimus, svarbu

suprasti, kad asmens duomenys padeda mums suteikti jums visapusiškesnę, labiau suasmenintą

patirtį.

Be to, tam tikri asmens duomenys reikalingi tam, kad mūsų paslaugos veiktų. Pavyzdžiui,

bendrindami savo kontaktus galite lengviau rasti žmones, kuriems norite siųsti pinigus. Jei

nuspręsite neteikti mums savo kontaktų, vis tiek galėsite naudoti mūsų mobiliąsias programėles,

tačiau kai kurie veiksmai gali būti ne tokie greiti ar paprasti, kokie būtų, jei kontaktų informaciją

teiktumėte. Kitas pavyzdys yra paskyros arba „Fastlane“ profilio sukūrimas. Jei nuspręsite

nepateikti informacijos, kurios reikia, kad paskyra arba „Fastlane“ profilis veiktų, pvz., savo vardo

ir el. pašto adreso, negalėsime sukurti jums paskyros arba „Fastlane“ profilio.

Pasirinkite, kaip susietos paskyros renka ir naudoja asmens duomenis
Jei susiesite savo paskyrą (-as) su trečiosios šalies paslauga, galbūt galėsite valdyti, kaip jie renka,

naudoja ir atskleidžia jūsų asmens duomenis. Perskaitykite trečiųjų šalių privatumo politikas, kad

sužinotumėte jų siūlomus pasirinkimus.

Galite valdyti, kurias trečiųjų šalių paslaugas susiejate su savo paskyra ir kokius jūsų asmens

duomenis jos gali rinkti. Pavyzdžiui, norėdami tvarkyti leidimus, eikite į savo paskyros (-ų) saugos

parametrus.

Pasirinkite, ką atskleisime kitiems naudotojams
Kai kuriuos asmens duomenis gali matyti kiti naudotojai. Jums gali būti suteikta galimybė

koreguoti arba išjungti šias nuostatas paskyros nuostatų skiltyje „Duomenys ir privatumas“.

Pasirinkite, kokius duomenis galime atskleisti partneriams ir prekybininkams

siekdami teikti suasmeninto apsipirkimo patirtį
Išskyrus atvejus, kai privalome gauti jūsų sutikimą, Jungtinėse Amerikos Valstijose suasmenintos

apsipirkimo patirties teikimo tikslais atskleidžiame asmens duomenis, surinktus po 2024 m.

lapkričio 27 d. (arba anksčiau, jei esate davę tam sutikimą). Asmens duomenys, kuriuos

atskleidžiame, apima, pavyzdžiui, produktus, nuostatas, dydžius ir stilius, kurie, mūsų manymu,

jums patiks. Norėdami atsisakyti asmens duomenų atskleidimo partneriams ir prekybininkams

suasmeninto apsipirkimo tikslais, prisijunkite prie savo „PayPal“ paskyros ir pakeiskite savo

nuostatas duomenų ir privatumo parametruose. Jei pasirinksite atsisakyti, mes ir toliau

atskleisime jūsų asmens duomenis tiek, kiek tai būtina jūsų inicijuotoms operacijoms užbaigti,

tačiau neatskleisime asmens duomenų partneriams ir prekybininkams suasmeninto apsipirkimo

tikslais.

Pasirinkite, kaip mes su jumis bendraujame
Jūsų pasirinkimai, kaip mes bendraujame su jumis, gali skirtis priklausomai nuo pranešimo tikslo,

jo pateikimo būdo ir kitų taikytinų teisės aktų reikalavimų. Kai kurie pranešimai laikomi

neprivalomais, o kai kurie yra būtini, kad galėtumėte tvarkyti savo paskyras arba „Fastlane“

profilį. Atsižvelgdami į situaciją, jūsų nuostatas ir taikytinus teisės aktus, galime naudoti el. paštą,



teksto žinutes, tiesioginius pranešimus jūsų mobiliojo įrenginio ekrane ir net telefono skambučius

ar popierinius laiškus.

Galite spustelėti prenumeratos atsisakymo nuorodą „PayPal“, „Hyperwallet“ arba „Fastlane“

rinkodaros el. laiške, atsisakyti teksto žinučių atsakydami į žinutę „STOP“ arba išjungti

pranešimus savo įrenginyje. Taip pat galite pakeisti paskyros pranešimų nuostatas arba pranešimų

nuostatas savo įrenginyje.

Vis dėlto negalėsite atsisakyti pranešimų, kurie laikomi būtinais paslaugoms teikti, pvz.,

skaitmeninių kvitų ir el. laiškų, įspėjančių apie paskyros (-ų) arba „Fastlane“ profilio būsenos

pasikeitimus. Jums gali būti suteikta galimybė nuspręsti, kaip siųsime šiuos pranešimus, pvz.,

el. paštu, telefonu, teksto žinute arba pranešimu jūsų mobiliajame įrenginyje.

Kaip saugome jūsų asmens duomenis
Taikome technines, fizines ir administracines saugumo priemones, skirtas tinkamai apsaugoti jūsų

asmens duomenims nuo praradimo, netinkamo naudojimo, neleistino poveikio, neteisėtos prieigos

prie jų, jų atskleidimo ir pakeitimo. Saugumo priemonės apima užkardas, duomenų šifravimą,

fizinės prieigos prie mūsų duomenų centrų kontrolę ir leidimų prieigai prie informacijos kontrolę.

Nors visuomet siekiame užtikrinti savo sistemų ir paslaugų saugumą, jūs esate atsakingi už savo

slaptažodžio (-ių) ir paskyros arba profilio registracijos informacijos saugumą ir privatumą, taip

pat už tai, kad mūsų turimi jūsų asmens duomenys būtų tikslūs ir atnaujinti. Mes neatsakome už

asmens duomenų, kuriuos atskleidžiame trečiajai šaliai per jūsų patvirtintą paskyros sąsają,

apsaugą.

Ar vaikai gali naudotis mūsų paslaugomis
Svetainės ir paslaugos nėra skirtos jaunesniems nei 18 metų vaikams. Mes sąmoningai nerenkame

informacijos, įskaitant asmens duomenis, iš jaunesnių nei 18 metų vaikų ar kitų asmenų, kurie

teisiškai negali naudotis mūsų paslaugomis. Jei sužinome, kad gavome asmens duomenis iš

asmens, kuriam neleidžiama naudotis mūsų paslaugomis, nedelsdami juos ištriname, nebent

esame teisiškai įpareigoti tokius duomenis saugoti. Jei manote, kad klaidingai ar netyčia

surinkome informaciją iš asmens, kuriam neleidžiama naudotis mūsų paslaugomis,susisiekite su

mumis  .

Tarptautinis asmens duomenų perdavimas
Mes veikiame daugelyje šalių, todėl mes (arba mūsų paslaugų teikėjai) galime perduoti jūsų

duomenis ir tvarkyti juos ne toje šalyje, kurioje gyvenate. Pavyzdžiui, jūsų asmens duomenims

tvarkyti ir saugoti Jungtinėse Amerikos Valstijose ir kitose šalyse pasitelkiame trečiųjų šalių

paslaugų teikėjus. Šios šalys ne visada užtikrina tokį pat privatumo apsaugos lygį, koks taikomas

asmens duomenims jūsų šalyje. Vadovaudamiesi taikytinais duomenų apsaugos ir privatumo

užtikrinimo teisės aktais, esame įgyvendinę ir toliau įgyvendinsime konkrečias priemones jūsų

asmens duomenims apsaugoti (pvz., sudarydami vidinius susitarimus, teikdami pavyzdines

sutarčių sąlygas ir (arba) taikydami teisės aktuose numatytas išimtis). Kai tai leidžiama pagal

taikytinus privatumo užtikrinimo teisės aktus, naudodamiesi mūsų svetainėmis ir paslaugomis, jūs

sutinkate, kad jūsų asmens duomenys būtų perduodami į kitas šalis, įskaitant šalis, kuriose



duomenų apsaugos reikalavimai skiriasi nuo taikomų jūsų šalyje.

Apibrėžtys
• Automatizuotas sprendimas ir automatizuotas sprendimų priėmimas – tai sprendimų

priėmimo procesas, kai sprendimai priimami automatizuotomis priemonėmis, nedalyvaujant

žmogui arba jam dalyvaujant ribotai, priklausomai nuo taikytinų teisės aktų. Kai kuriais

atvejais šie sprendimai gali turėti teisinį arba kitokį reikšmingą poveikį jums kaip asmeniui. Šios

sąvokos taip pat suprantamos taip, kaip jos apibrėžtos taikytinuose teisės aktuose.

• Slapukai – tai sekimo technologijos, pvz., slapukai, pikselių žymos, žiniatinklio indikatoriai ir

valdikliai.

• Įrenginio informacija – tai duomenys, kurie gali būti automatiškai renkami iš bet kurio

įrenginio, per kurį jungiamasi prie svetainės arba paslaugų. Tokia informacija, be kita ko, gali

apimti jūsų įrenginio tipą, įrenginio prisijungimą prie tinklo, įrenginio pavadinimą, įrenginio IP

adresą, informaciją apie jūsų įrenginio interneto naršyklę ir interneto ryšį, kurį naudojate

jungdamiesi prie svetainės ar paslaugų, geografinės vietos informaciją, informaciją apie į jūsų

įrenginį atsisiųstas programas, biometrinius duomenis.

• Neįtrauktos paslaugos – tai bendrovės ar atskiri prekių ženklai, „PayPal“ filialai ar antrinės

įmonės, kurie asmens duomenis tvarko vadovaudamiesi savo paslaugų teikimo sąlygomis ir

atskirais pareiškimais dėl privatumo. Pavyzdžiai: „Venmo“, „Honey Science LLC“, „Chargehound

LLC“, „Paidy Inc.“, „Simility“, „Swift Financial LLC“ ir „Bill Me Later, Inc.“.

• „Fastlane“ – tai internetinis įrankis, kurį naudodami asmenys gali saugoti savo mokėjimo

būdus ir kitus asmens duomenis „PayPal“ sistemoje, kad galėtų greičiau atsiskaityti, susikurti

parduotuvės ar lojalaus kliento paskyrą arba greičiau atlikti kitas operacijas dalyvaujančių

partnerių ir prekybininkų sistemose, naudodami mokėjimo kortelę, kontaktinę informaciją,

pristatymo duomenis ar kitus „Fastlane“ profilyje išsaugotus duomenis, reikalingus konkrečiai

sąveikai, dalyvaujančiam partneriui ar prekybininkui, rankiniu būdu nevesdami mokėjimo būdo

informacijos ir kitų asmens duomenų kaskart atsiskaitydami („Fastlane“).

• „Hyperwallet“ – tai „PayPal“ technologija ir internetinė paslauga, leidžianti įvairaus dydžio

įmonėms vykdyti išmokas naudojant vieną integraciją.

• Partneriai ir prekybininkai – tai mūsų partneriai ir prekybininkai, partneriai arba įmonės, su

kuriais mūsų naudotojai sudaro sandorius siekdami įsigyti prekių ar paslaugų.

• Mokėti be „PayPal“ paskyros reiškia, kad fiziniai asmenys gali naudotis mūsų paslaugomis

nenaudodami „PayPal“ paskyros, „Fastlane“ profilio arba ne „PayPal“ prekių ženklo mokėjimo

paslaugų. Mokėjimo be „PayPal“ paskyros funkcija neapima „Venmo“ paslaugos, kuriai taikomos

atskiros paslaugų teikimo sąlygos ir atskiras pareiškimas dėl privatumo.

• Asmens duomenys šiame pareiškime dėl privatumo reiškia bet kokią informaciją, kuri

tiesiogiai ar netiesiogiai identifikuoja jus arba pagrįstai gali būti susieta su jumis ar jūsų namų

ūkio informacija apie jus, įskaitant jūsų tapatybę, finansus ir elgseną internete, arba turi

platesnę reikšmę, kuri pateikiama asmeninės informacijos, asmens duomenų, asmens

identifikavimo informacijos ar kitų panašių sąvokų apibrėžtyse pagal taikytinus privatumo

užtikrinimo teisės aktus.

• Profiliavimas – tai individo asmenybės, elgsenos, interesų ir įpročių analizė siekiant apie jį

daryti prognozes ar priimti sprendimus, įskaitant panašias sąvokas pagal taikytinus teisės



aktus.

• Paslaugos – visi „PayPal“ prekių ženklu pažymėti arba juo nepažymėti mokėjimo, finansiniai ir

personalizavimo produktai bei sprendimai, įskaitant operacijas, atlygius, skelbimus (įskaitant

„PayPal Ads“), „PayPal Groups“, „Fastlane“, „Xoom“, „Pool“, „Hyperwallet“, kreditavimo ir

finansavimo sprendimus (įskaitant partnerių ir prekybininkų pasiūlymus), prekybininkams

skirtus įrankius ir naujas finansines technologijas (įskaitant „Fastlane“), išskyrus neįtrauktas

paslaugas. Tai taip pat apima visas susijusias svetaines, platformas, programas ir būsimas

inovacijas, kurias siūlo arba palaiko „PayPal“. Naudojimasis paslaugomis apima sąveiką su mūsų

svetainėmis.

• Svetainės – tai interneto svetainės, mobiliosios programos, oficialios socialinių tinklų

platformos arba kitos internetinės vietos, per kurias „PayPal“ siūlo paslaugas ir kuriose

paskelbtas šis pareiškimas dėl privatumo arba nuoroda į jį.

• Ne „PayPal“ prekių ženklo mokėjimo paslaugos – tai paslaugos, kuriomis naudojatės kai

bendraujate su partneriais ir prekybininkais ir atliekate jiems mokėjimus naudodamiesi mūsų

mokėjimo kortelių apdorojimo ir (arba) ACH inicijavimo paslaugomis, kurios nėra pažymėtos

„PayPal“ prekių ženklu, arba kai naudojatės mūsų „Braintree“ paslaugomis.

• Naudotojai – tai kiti „PayPal“ paslaugų paskyrų savininkai ir asmenys, neturintys paskyros.

Mūsų kontaktinė informacija
Susisiekite su mumis, jei turite klausimų apie šį Pareiškimą dėl privatumo arba savo asmens

duomenis.

Jei norite pasikalbėti apie savo „PayPal“ paskyrą arba ne „PayPal“ prekių ženklo mokėjimo

paslaugas:

• Skambinkite „PayPal“ klientų aptarnavimo tarnybai telefonu 1-888-221-1161; arba

• Apsilankykite mūsų klientų aptarnavimo interneto portale.

Jei norite pasikalbėti apie savo „Hyperwallet“ paskyrą:

• Skambinkite „Hyperwallet“ klientų aptarnavimo tarnybai telefonu 1-877-546-8220; arba

• Prisijunkite prie „Hyperwallet Pay“ portalo (eikite į skiltį „Pagalba“, pasirinkite „El. paštas“ ir

užpildykite formą „Privatumo klausimai“).

Jei norite pasikalbėti apie savo „Fastlane“ profilį:

• Skambinkite „PayPal“ klientų aptarnavimo tarnybai telefonu 1-844-705-3555; arba

• Apsilankykite „Fastlane“ profilio valdymo portale.

Jei norite pasikalbėti apie savo „Xoom“ paskyrą:

• Skambinkite „Xoom“ klientų aptarnavimo tarnybai telefonu 1-877-815-1531; arba

https://www.paypal.com/smarthelp/contact-us/privacy
https://www.paypal.com/smarthelp/contact-us/privacy
https://connect.paypal.com/cshelp/personal
https://connect.paypal.com/cshelp/personal


• Apsilankykite mūsų Pagalbos centro interneto portale.

Papildomos informacijos, susijusios su jūsų šalimi ir (arba) regionu, rasite toliau pateiktoje

lentelėje. Jei tai leidžiama pagal galiojančius įstatymus, galite pateikti skundą duomenų apsaugos

priežiūros institucijai.

Šalis arba regionas
Duomenų apsaugos pareigūnas (DAP) ir

kontaktinė informacija

Albanija

„PayPal (Europe) S.a.r.l. et Cie, S.C.A.“

22-24 Boulevard Royal L-2449

Luxembourg (Liuksemburgas)

Susisiekite internetu dėl privatumo užklausų

Argentina

„PayPal Pte. Ltd.“

5 Temasek Boulevard 09-01

Suntec Tower 5

Singapore 038985 (Singapūras)

Susisiekite internetu dėl privatumo užklausų

Australija

„PayPal Australia Pty Ltd“

ABN 93 111 195 389, AFSL 304962

GPO Box 351

Sydney NSW 2001 (Sidnėjus)

Susisiekite internetu dėl privatumo užklausų

Brazilija

„PayPal do Brasil Instituição de Pagamento

Ltda.“

Dėmesio. Teisės skyrius, Avenida Paulista, 1048

13-as aukštas, CEP 01310-100

Sio Paulo, SP – Brazil (Brazilija)

Susisiekite internetu dėl privatumo užklausų

Brunėjus

„PayPal Pte. Ltd.“

5 Temasek Boulevard 09-01, Suntec Tower 5

Singapore 038985 (Singapūras)

Susisiekite internetu dėl privatumo užklausų

Kanada

„PayPal Canada Co.“

MaRS Centre

West Tower

661 University Avenue

Suite 506

Toronto, ON M5G (Torontas)

Susisiekite internetu dėl privatumo užklausų

https://help.xoom.com/s/contactsupport?language=en_US
https://help.xoom.com/s/contactsupport?language=en_US
https://www.paypal.com/al/smarthelp/contact-us/privacy
https://www.paypal.com/al/smarthelp/contact-us/privacy
https://www.paypal.com/ar/smarthelp/contact-us/privacy
https://www.paypal.com/ar/smarthelp/contact-us/privacy
https://www.paypal.com/au/smarthelp/contact-us/privacy
https://www.paypal.com/au/smarthelp/contact-us/privacy
https://www.paypal.com/br/smarthelp/contact-us/privacy
https://www.paypal.com/br/smarthelp/contact-us/privacy
https://www.paypal.com/sg/smarthelp/contact-us/privacy
https://www.paypal.com/sg/smarthelp/contact-us/privacy
https://www.paypal.com/ca/smarthelp/contact-us/privacy
https://www.paypal.com/ca/smarthelp/contact-us/privacy


ES

„PayPal (Europe) S.a.r.l. et Cie, S.C.A.“

22-24 Boulevard Royal L-2449, Luxembourg

(Liuksemburgas)

Susisiekite internetu dėl privatumo užklausų

Honkongas

„PayPal Pte. Ltd.“

5 Temasek Boulevard 09-01

Suntec Tower 5

Singapore 038985 (Singapūras)

Susisiekite internetu dėl privatumo užklausų

Indija

„PayPal Payments Private Limited“

5 Temasek Boulevard 09-01

Suntec Tower 5

Singapore 038985 (Singapūras)

Susisiekite internetu dėl privatumo užklausų

Izraelis

„PayPal Pte. Ltd.“

5 Temasek Boulevard 09-01

Suntec Tower 5

Singapore 038985 (Singapūras)

Susisiekite internetu dėl privatumo užklausų

Japonija

„PayPal Pte. Ltd.“

5 Temasek Boulevard 09-01

Suntec Tower 5

Singapore 038985 (Singapūras)

Susisiekite internetu dėl privatumo užklausų

Pietų Korėja

„PayPal Pte. Ltd.“

5 Temasek Boulevard 09-01

Suntec Tower 5

Singapore 038985 (Singapūras)

Susisiekite internetu dėl privatumo užklausų

Vadovaujantis asmens duomenų apsaugos

įstatymu ir tinklų įstatymu, vietinio atstovo ir

duomenų apsaugos institucijos kontaktiniai

duomenys yra šie:

Pavadinimas ir atstovas: „General Agent Co.,

Ltd“. (atstovas: Eun-Mi Kim)

Adresas, telefonas ir el. paštas: General Agent

Co., Ltd., 28, Saemunan-ro 5ga-gil, Jongno-gu,

Seoul,

02-736-8228, paypal@generalagent.co.kr

https://www.paypal.com/de/smarthelp/contact-us/privacy
https://www.paypal.com/de/smarthelp/contact-us/privacy
https://www.paypal.com/hk/smarthelp/contact-us/privacy
https://www.paypal.com/hk/smarthelp/contact-us/privacy
https://www.paypal.com/in/smarthelp/contact-us/privacy
https://www.paypal.com/in/smarthelp/contact-us/privacy
https://www.paypal.com/il/smarthelp/contact-us/privacy
https://www.paypal.com/il/smarthelp/contact-us/privacy
https://www.paypal.com/jp/smarthelp/contact-us/privacy
https://www.paypal.com/jp/smarthelp/contact-us/privacy
https://www.paypal.com/kr/smarthelp/contact-us/privacy
https://www.paypal.com/kr/smarthelp/contact-us/privacy
mailto: paypal@generalagent.co.kr
mailto: paypal@generalagent.co.kr


Malaizija

„PayPal Pte. Ltd.“

5 Temasek Boulevard 09-01, Suntec Tower 5

Singapore 038985 (Singapūras)

Susisiekite internetu dėl privatumo užklausų

Meksika

Avenida General Mariano Escobedo 476, 14th

Floor, Colonia Nueva Anzures, Miguel Hidalgo,

Mexico City, Mexico 11590

Susisiekite internetu dėl privatumo užklausų

Norvegija

„PayPal (Europe) S.a.r.l. et Cie, S.C.A.“

22-24 Boulevard Royal L-2449, Luxembourg

(Liuksemburgas)

Susisiekite internetu dėl privatumo užklausų

Islandija

„PayPal (Europe) S.a.r.l. et Cie, S.C.A.“

22-24 Boulevard Royal L-2449, Luxembourg

(Liuksemburgas)

Susisiekite internetu dėl privatumo užklausų

Lichtenšteinas

„PayPal (Europe) S.a.r.l. et Cie, S.C.A.“

22-24 Boulevard Royal L-2449, Luxembourg

(Liuksemburgas)

Susisiekite internetu dėl privatumo užklausų

Filipinai

„PayPal Pte. Ltd.“

5 Temasek Boulevard 09-01, Suntec Tower 5

Singapore 038985 (Singapūras)

Susisiekite internetu dėl privatumo užklausų

Rusija

„PayPal (Europe) S.a.r.l. et Cie, S.C.A.“

22-24 Boulevard Royal L-2449, Luxembourg

(Liuksemburgas)

Susisiekite internetu dėl privatumo užklausų

Singapūras

„PayPal Pte. Ltd.“

5 Temasek Boulevard 09-01, Suntec Tower 5

Singapore 038985 (Singapūras)

Susisiekite internetu dėl privatumo užklausų

Šri Lanka

„PayPal Pte. Ltd.“

5 Temasek Boulevard 09-01, Suntec Tower 5

Singapore 038985 (Singapūras)

Susisiekite internetu dėl privatumo užklausų

Šveicarija

„PayPal (Europe) S.a.r.l. et Cie, S.C.A.“

22-24 Boulevard Royal L-2449, Luxembourg

(Liuksemburgas)

Susisiekite internetu dėl privatumo užklausų

https://www.paypal.com/my/smarthelp/contact-us/privacy
https://www.paypal.com/my/smarthelp/contact-us/privacy
https://www.paypal.com/mx/smarthelp/contact-us/privacy
https://www.paypal.com/mx/smarthelp/contact-us/privacy
https://www.paypal.com/no/smarthelp/contact-us/privacy
https://www.paypal.com/no/smarthelp/contact-us/privacy
https://www.paypal.com/is/smarthelp/contact-us/privacy
https://www.paypal.com/is/smarthelp/contact-us/privacy
https://www.paypal.com/li/smarthelp/contact-us/privacy
https://www.paypal.com/li/smarthelp/contact-us/privacy
https://www.paypal.com/ph/smarthelp/contact-us/privacy
https://www.paypal.com/ph/smarthelp/contact-us/privacy
https://www.paypal.com/ru/smarthelp/contact-us/privacy
https://www.paypal.com/ru/smarthelp/contact-us/privacy
https://www.paypal.com/sg/smarthelp/contact-us/privacy
https://www.paypal.com/sg/smarthelp/contact-us/privacy
https://www.paypal.com/lk/smarthelp/contact-us/privacy
https://www.paypal.com/lk/smarthelp/contact-us/privacy
https://www.paypal.com/ch/smarthelp/contact-us/privacy
https://www.paypal.com/ch/smarthelp/contact-us/privacy


Taivanas

„PayPal Pte. Ltd.“

5 Temasek Boulevard 09-01, Suntec Tower 5

Singapore 038985 (Singapūras)

Susisiekite internetu dėl privatumo užklausų

Tailandas

Athenee Tower, 23F; 63 Wittayu Road; Lumpini,

Pathumwan; Bangkok 10330, Thailand

(Tailandas)

Susisiekite internetu dėl privatumo užklausų

JK

„PayPal UK Ltd“

5 Fleet Place

London, UK EC4M 7RD

Susisiekite internetu dėl privatumo užklausų

Jungtiniai Arabų Emyratai

„PayPal Pte. Ltd.“

5 Temasek Boulevard 09-01, Suntec Tower 5

Singapore 038985 (Singapūras)

Susisiekite internetu dėl privatumo užklausų

Jungtinės Amerikos Valstijos

„PayPal Inc.“

2211 N. 1st St.,

San Jose, CA 95131

Susisiekite internetu dėl privatumo užklausų

Vietnamas

„PayPal Pte. Ltd.“

5 Temasek Boulevard 09-01, Suntec Tower 5

Singapore 038985 (Singapūras)

Susisiekite internetu dėl privatumo užklausų

Informacija asmenims, gyvenantiems Jungtinėse Amerikos

Valstijose
Šiame skyriuje pateikiama papildoma informacija, skirta asmenims, gyvenantiems Jungtinėse

Amerikos Valstijose ir papildanti pirmiau pateiktą „PayPal“ pareiškimą dėl privatumo.

Asmens duomenų, surinktų ir atskleistų per pastaruosius

12 mėnesių, įskaitant pagal Kalifornijos vartotojų privatumo

apsaugos įstatymą su pakeitimais, padarytais Kalifornijos

privatumo teisių įstatymu (toliau – CCPA), suvestinė
Šiame skyriuje pateikiama papildomos informacijos apie „PayPal“ per pastaruosius 12 mėnesių

pagal CCPA vykdytą asmens informacijos tvarkymo veiklą. Per pastaruosius 12 mėnesių mes

rinkome toliau lentelėje idėstytų kategorijų asmens duomenis. Išsamesnė informacija apie tikslius

duomenų taškus, kuriuos renkame, ir tokio rinkimo šaltinių kategorijas pateikta skyriuje „Mūsų

renkamų asmens duomenų kategorijos“. Per pastaruosius 12 mėnesių toliau nurodytų kategorijų

trečiosioms šalims atskleidėme nurodytų kategorijų asmens duomenis verslo tikslais, kuriuos

https://www.paypal.com/tw/smarthelp/contact-us/privacy
https://www.paypal.com/tw/smarthelp/contact-us/privacy
https://www.paypal.com/th/smarthelp/contact-us/privacy
https://www.paypal.com/th/smarthelp/contact-us/privacy
https://www.paypal.com/uk/smarthelp/contact-us/privacy
https://www.paypal.com/uk/smarthelp/contact-us/privacy
https://www.paypal.com/ae/smarthelp/contact-us/privacy
https://www.paypal.com/ae/smarthelp/contact-us/privacy
https://www.paypal.com/us/smarthelp/contact-us/privacy
https://www.paypal.com/us/smarthelp/contact-us/privacy
https://www.paypal.com/vn/smarthelp/contact-us/privacy
https://www.paypal.com/vn/smarthelp/contact-us/privacy


išsamiau aprašome skyriuose „Kaip naudojame asmens duomenis“  ir „Kada ir kaip atskleidžiame

asmens duomenis kitiems“.

Mūsų renkamų asmens

duomenų kategorijos

Rinkimo ir atskleidimo

tikslas

Trečiųjų šalių, kurioms

„PayPal“ atskleidžia šiuos

asmens duomenis verslo

tikslais, kategorijos

Identifikavimo duomenys

• Paslaugų teikėjai

• Bendrauti su jumis

• Susieti paskyrą

• Valdyti ir tobulinti mūsų

paslaugas

• Valdyti sukčiavimą ir riziką

• Reklamuoti mūsų paslaugas

• Laikytis teisės aktų

reikalavimų

• Tvarkyti informaciją apie

jūsų kontaktus

• Bendrauti su jumis

• Pateikti kvitus, susijusius su

„PayPal Point of Sale“

paslaugomis

• Įsiminti jūsų nuostatas

• Susieti informaciją apie jus

• „PayPal“ ir „PayPal“

susijusios įmonės

• Valdžios institucijos

• Kitos finansų įstaigos

• Kortelių tinklai ir mokėjimų

apdorojimo paslaugų teikėjai

• Sukčiavimo prevencijos ir

tapatybės tikrinimo

agentūros

• Kredito informacijos

agentūros

• Paslaugų teikėjai

• Kiti naudotojai pagal jūsų

paskyros nuostatas

• Susietos paskyros

• Partneriai ir prekybininkai

• Kitos trečiosios šalys

• Pirkėjai, susiję su verslo

perdavimu

Įrašai ir finansinė informacija

(įskaitant asmens duomenis,

aprašytus Kalifornijos klientų

duomenų įstatyme)

• Paslaugų teikėjai

• Bendrauti su jumis

• Susieti paskyrą

• Užtikrinti, kad jūsų paskyros

ir „Fastlane“ profilio, taip pat

finansiniai duomenys būtų

atnaujinti

• Valdyti ir tobulinti mūsų

paslaugas

• Valdyti sukčiavimą ir riziką

• Reklamuoti mūsų paslaugas

• Teikti suasmenintas

paslaugas

• Laikytis teisės aktų

reikalavimų

• Tvarkyti informaciją apie

• „PayPal“ ir „PayPal“

susijusios įmonės

• Valdžios institucijos

• Kitos finansų įstaigos

• Kortelių tinklai ir mokėjimų

apdorojimo paslaugų teikėjai

• Sukčiavimo prevencijos ir

tapatybės tikrinimo

agentūros

• Kredito informacijos

agentūros

• Paslaugų teikėjai

• Kiti naudotojai pagal jūsų

paskyros nuostatas

• Susietos paskyros

• Partneriai ir prekybininkai



jūsų kontaktus

• Bendrauti su jumis

• Kitos trečiosios šalys verslo

tikslais

• Pirkėjai, susiję su verslo

perdavimu

Komercinė informacija

• Paslaugų teikėjai

• Bendrauti su jumis

• Valdyti ir tobulinti mūsų

paslaugas

• Valdyti sukčiavimą ir riziką

• Reklamuoti mūsų paslaugas

• Laikytis teisės aktų

reikalavimų

• Įsiminti jūsų nuostatas

• Susieti informaciją apie jus

• „PayPal“ ir „PayPal“

susijusios įmonės

• Paslaugų teikėjai

• Valdžios institucijos

• Kitos finansų įstaigos

• Partneriai ir prekybininkai

• Kitos trečiosios šalys

• Pirkėjai arba susiję su verslo

perdavimu

• Kiti naudotojai, jei turite

įmonės profilį

Geografinės vietos duomenys
• Siųsti parinktis pagal vietovę

• Valdyti sukčiavimą ir riziką

• Valdžios institucijos

• „PayPal“ ir „PayPal“ susijusios

įmonės

• Paslaugų teikėjai

• Kitos finansų įstaigos

• Partneriai ir prekybininkai

Veikla internete arba tinkle

• Valdyti ir teikti paslaugas

• Bendrauti su jumis

• Valdyti ir tobulinti paslaugas

• Reklamuoti mūsų paslaugas

• Siųsti jums pagal vietovę

aktualias parinktis

• Laikytis teisės aktų

reikalavimų

• „PayPal“ ir „PayPal“

susijusios įmonės

• Paslaugų teikėjai

• Kitos finansų įstaigos

• Partneriai ir prekybininkai

• Valdžios institucijos

Biometriniai Patvirtinti jūsų tapatybę

atliekant tam tikrus veiksmus,

susijusius su jūsų paskyra,

pavyzdžiui, siekiant:

• laikytis norminių reikalavimų

arba prieš jums pasiekiant

paskyras ir paslaugas;

• atkurti slaptažodžius;

• atnaujinti profilio

informaciją;

• valdyti mokėjimus ir

• Paslaugų teikėjai



mokėjimo būdus;

• panaikinti naudojimosi

paskyra apribojimus; ir

• inicijuoti trečiųjų šalių

kriptovaliutų pervedimus.

Garso, elektroninė, vaizdinė ar

panaši informacija

• Paslaugų teikėjai

• Autentifikuoti jūsų prieigą

prie paskyros arba „Fastlane“

profilio

• Valdyti ir tobulinti paslaugas

• Valdyti sukčiavimą ir riziką

• Paslaugų teikėjai

• „PayPal“ ir „PayPal“

susijusios įmonės

• Prekybininkai ir partneriai

• Valdžios institucijos

Profesinė arba užimtumo

informacija

• Paslaugų teikėjai

• Valdyti sukčiavimą ir riziką

• Paslaugų teikėjai

• „PayPal“ ir „PayPal“

susijusios įmonės

• Prekybininkai ir partneriai

• Valdžios institucijos

• Kitos finansų įstaigos

Informacija apie jūsų

importuotus kontaktus
• Paslaugų teikėjai • Paslaugų teikėjai

Informacija jūsų „PayPal“,

„Hyperwallet“, „Xoom“

paskyroje arba „Fastlane“

profilyje

• Paslaugų teikėjai

• Paslaugų teikėjai

• „PayPal“ ir „PayPal“

susijusios įmonės

• Prekybininkai ir partneriai

• Valdžios institucijos

• Kitos finansų įstaigos

Informacija, kurią pateikiate, kai

su mumis susisiekiate

• Paslaugų teikėjai

• Autentifikuoti jūsų prieigą

prie paskyros arba „Fastlane“

profilio

• Valdyti ir tobulinti

• paslaugas

• Valdyti sukčiavimą ir riziką

• Paslaugų teikėjai

• „PayPal“ ir „PayPal“

susijusios įmonės

• Prekybininkai ir partneriai

• Valdžios institucijos



Išvestiniai duomenys

• Paslaugų teikėjai

• Valdyti sukčiavimą ir riziką

• Reklamuoti mūsų paslaugas

• Rodyti turinį pagal jūsų

interesus

• Geriau reaguoti į jūsų

prašymus ar užklausas arba

spręsti panašius klientų

aptarnavimo klausimus

• Patvirtinti jūsų tapatybę

• Atlikti rizikos vertinimą

• „PayPal“ ir „PayPal“

susijusios įmonės

• Paslaugų teikėjai

• Kitos finansų įstaigos

• Prekybininkai ir partneriai

• Valdžios institucijos

Ypatingieji asmens duomenys
• Paslaugų teikėjai

• Valdyti sukčiavimą ir riziką

• „PayPal“ ir „PayPal“

susijusios įmonės

• Paslaugų teikėjai

• Kitos finansų įstaigos

• Prekybininkai ir partneriai

• Valdžios institucijos

• Pirkėjai arba susiję su

• verslo perdavimu

Saugomų klasifikacijų

charakteristikos:

• Teikti mūsų paslaugas

• Valdyti riziką

• „PayPal“ ir „PayPal“

susijusios įmonės

• Paslaugų teikėjai

• Valdžios institucijos

Informacija iš jūsų įrenginio

• Paslaugų teikėjai

• Valdyti ir tobulinti mūsų

paslaugas

• Valdyti sukčiavimą ir riziką

• Bendrauti su jumis

• Susieti paskyrą

• Reklamuoti mūsų paslaugas

• Suasmeninti jūsų patirtį

Laikytis teisės aktų

reikalavimų

• „PayPal“ ir „PayPal“

susijusios įmonės

• Paslaugų teikėjai

• Kitos finansų įstaigos

• Prekybininkai ir partneriai

• Valdžios institucijos

Asmens duomenų „pardavimas“ ir „atskleidimas“
„PayPal“ neparduoda asmens duomenų ir neatskleidžia asmens duomenų elgsena skirtinguose

kontekstuose pagrįstos ar tikslinės reklamos tikslais, kai tokiai reklamai taikoma ne išimtinė

praktika pagal išsamius Jungtinių Valstijų privatumo apsaugos teisės aktus, įskaitant jaunesnių nei

16 metų vaikų asmens duomenis, ir to nedarė pastaruosius 12 mėnesių. Kai kurie finansų įstaigos



renkami, tvarkomi ar atskleidžiami asmens duomenys yra reglamentuojami federalinių įstatymų,

pavyzdžiui, Gramm-Leach-Bliley įstatymu. Daugiau informacijos apie savo teises pagal JAV

federalinius įstatymus rasite toliau pateiktame Pranešime finansinių produktų ir paslaugų

vartotojams .

Prašymų, susijusių su CCPA privatumo teisėmis, nagrinėjimo

ataskaitos
„PayPal“ teikia pagal CCPA reikalaujamas ataskaitas apie privatumo teisių prašymų nagrinėjimo

rodiklius .

Pranešimas finansinių produktų ir paslaugų vartotojams
Toliau pateiktas pranešimas finansinių produktų ir paslaugų vartotojams netaikomas ne „PayPal“

prekių ženklo mokėjimo paslaugoms. Atkreipkite dėmesį, kad terminas „asmens duomenys“ šioje

Pareiškimo dėl privatumo dalyje turi reikšmę, apibrėžtą Gramm-Leach-Bliley įstatyme.

2025 m. lapkričio 17 d.

redakcija

FAKTAI KĄ „PAYPAL“ DARO SU JŪSŲ ASMENS DUOMENIMIS

Kodėl?

Finansų įmonės sprendžia, kaip atskleidžia jūsų asmens duomenis.

Federaliniai įstatymai suteikia vartotojams teisę apriboti kai kuriuos, bet

ne visus atskleidimo atvejus. Federaliniai įstatymai taip pat įpareigoja

mus informuoti jus, kaip renkame, atskleidžiame ir saugome jūsų asmens

duomenis. Atidžiai perskaitykite šį pranešimą, kad suprastumėte, ką mes

darome.

Ką?

Asmens duomenų, kuriuos renkame ir atskleidžiame, tipai priklauso nuo

to, kokį mūsų produktą ar paslaugą naudojate. Šie duomenys gali apimti

šią informaciją:

• Socialinio draudimo numeris ir sąskaitų likučiai

• Mokėjimų arba operacijų istorija

• Kredito istorija arba kreditingumo indeksas

Kai nebebūsite mūsų klientas, mes ir toliau atskleisime jūsų informaciją,

kaip aprašyta šiame pranešime.

Kaip?

Visos finansų įmonės, vykdydamos kasdienę veiklą, turi atskleisti klientų

asmens duomenis. Toliau pateikiame priežastis, dėl kurių finansų įmonės

gali atskleisti savo klientų asmens duomenis, taip pat priežastis, dėl

kurių „PayPal“ pasirenka atskleisti tokius duomenis, ir paaiškiname, ar

galite apriboti tokį atskleidimą.

Priežastys, dėl kurių galime atskleisti jūsų asmens Ar „PayPal“ Ar galite apriboti

https://internal.paypalinc.com/ie/legalhub/preview/agreement/32K33RDSF7pbzEv7wg0Zvy#notice-conumers
https://internal.paypalinc.com/ie/legalhub/preview/agreement/32K33RDSF7pbzEv7wg0Zvy#notice-conumers
https://internal.paypalinc.com/ie/legalhub/preview/agreement/32K33RDSF7pbzEv7wg0Zvy#notice-conumers
https://internal.paypalinc.com/ie/legalhub/preview/agreement/32K33RDSF7pbzEv7wg0Zvy#notice-conumers
https://www.paypal.com/us/legalhub/paypal/ca-privacy-rights-full
https://www.paypal.com/us/legalhub/paypal/ca-privacy-rights-full


duomenis atskleidžia? tokį atskleidimą?

Kasdienės verslo veiklos tikslais

Pavyzdžiui, apdoroti jūsų operacijas, prižiūrėti paskyrą (-

as), reaguoti į teismo nutartis ir teisines tyrimų

procedūras arba teikti informaciją kredito biurams.

Taip Ne

Mūsų rinkodaros tikslais

Pasiūlyti jums savo produktus ir paslaugas.
Taip Ne

Bendrai rinkodarai su kitomis finansų įmonėmis Taip Ne

Mūsų susijusių įmonių kasdienės verslo veiklos

tikslais

Informacija apie jūsų operacijas ir patirtį.

Taip Ne

Mūsų susijusių įmonių kasdienės verslo veiklos

tikslais

Informacija apie jūsų kreditingumą.

Taip Taip

Mūsų susijusių įmonių rinkodaros tikslais Taip Taip

Su mumis nesusijusių įmonių rinkodaros tikslais Taip Taip

Jei norite apriboti mūsų vykdomą duomenų atskleidimą

Jei norite apriboti

mūsų vykdomą

duomenų atskleidimą

• Tam tikrų duomenų atskleidimą galite apriboti prisijungę prie savo

„PayPal“ paskyros ir pakeisdami savo nuostatas duomenų ir

privatumo skiltyje.

• Jei norite apriboti visų asmens duomenų atskleidimą, kai tai

leidžiama, skambinkite telefonu 1-888-221-1161.

Atkreipkite dėmesį.

Jei esate naujas klientas, jūsų duomenis galime atskleisti praėjus

30 dienų nuo šio pranešimo išsiuntimo dienos. Kai nebebūsite mūsų

klientas, mes ir toliau atskleisime jūsų informaciją, kaip aprašyta šiame

pranešime.

Tačiau galite bet kada susisiekti su mumis ir apriboti mūsų vykdomą jūsų

asmens duomenų atskleidimą.

Turite klausimų?

Paskambinkite mūsų klientų aptarnavimo tarnybai telefonu

1-888-221-1161 arba apsilankykite adresu /smarthelp/contact-us/

privacy.

Kas mes esame

Kas teikia šį

pranešimą?

Šį privatumo pranešimą teikia „PayPal, Inc.“ ir jis taikomas jūsų

asmeninėms „PayPal“ ir „Xoom“ paskyroms bei „Fastlane“ profiliui.

Ką mes darome

https://www.paypal.com/smarthelp/contact-us/privacy
https://www.paypal.com/smarthelp/contact-us/privacy
https://www.paypal.com/smarthelp/contact-us/privacy
https://www.paypal.com/smarthelp/contact-us/privacy


Kaip „PayPal“ saugo

mano asmens

duomenis?

Siekdami apsaugoti jūsų asmens duomenis nuo neteisėtos prieigos ir

naudojimo, taikome saugumo priemones, atitinkančias federalinių

įstatymų reikalavimus. Šios priemonės apima kompiuterines saugumo

priemones bei apsaugotus failus bei pastatus.

Kaip „PayPal“ renka

mano asmens

duomenis?

Mes renkame jūsų asmens duomenis, pavyzdžiui, kai jūs:

• susikuriate paskyrą arba pateikite paskyros informaciją;

• naudojate savo kredito ar debeto kortelę arba pateikite mums savo

kontaktinę informaciją;

• naudojate savo „PayPal“ ir (arba) „Xoom“ paskyrą, kad nurodytumėte

jums, kas turi gauti pinigus;

• naudojate savo „PayPal“ ir (arba) „Xoom“ paskyrą, kad nurodytumėte

mums, kur siųsti pinigus

Mes taip pat renkame jūsų asmens duomenis iš kitų įmonių, pvz., kredito

biurų, susijusių įmonių ir kt.

Kodėl negaliu apriboti

visų asmens duomenų

atskleidimo?

Federaliniai teisės aktai suteikia jums teisę apriboti:

• duomenų apie jūsų kreditingumą atskleidimą susijusių įmonių

kasdienės verslo veiklos tikslais;

• jūsų duomenų atskleidimą mūsų susijusioms įmonėms rinkodaros

vykdymo tikslais;

• jūsų asmens duomenų atskleidimą su mumis nesusijusioms įmonėms

rinkodaros vykdymo tikslais.

• Valstijų įstatymai ir atskiros įmonės gali suteikti jums papildomų

teisių apriboti atskleidimą. Toliau rasite daugiau informacijos apie

savo teises pagal valstijų įstatymus.

Apibrėžtys

Susijusios įmonės

Įmonės, susijusios bendros nuosavybės arba kontrolės ryšiais. Tai gali

būti finansų ir ne finansų įmonės.

• Viena iš mūsų susijusių įmonių yra „Bill Me Later, Inc.“

Su mumis nesusijusios

įmonės

Bendrovės, nesusijusios su mumis bendros nuosavybės ar kontrolės

ryšiais. Tai gali būti finansų ir ne finansų įmonės.

• Su mumis nesusijusios įmonės, kurioms atskleidžiame asmens

duomenis, apima paslaugų teikėjus, kurie teikia paslaugas ar atlieka

funkcijas mūsų vardu.

Bendra rinkodara

Oficialus susitarimas tarp su mumis nesusijusių finansų įmonių, kurios

bendrai vykdo rinkodarą ir siūlo jums finansinius produktus ar paslaugas.

Mūsų bendros rinkodaros partneriai yra finansų bendrovės ir bankai.

Kita svarbi informacija



Mes galime perduoti asmens duomenis į kitas šalis, pavyzdžiui, klientų aptarnavimo ar operacijų

apdorojimo tikslais.

Jei esate esamas „PayPal“ klientas ir „PayPal“ paskyrą turėjote iki 2024 m. lapkričio 27 d.,

atskleidžiame tik tuos asmens duomenis, kurie buvo surinkti po 2024 m. lapkričio 27 d., nebent

pasirinksite atsisakyti tokio atskleidimo. Jei aiškiai duosite sutikimą pakeisdami savo nuostatas

skiltyje „Duomenys ir privatumas“, galime atskleisti ir anksčiau jūsų paskyroje surinktą

informaciją, kad būtų užtikrintas dar geresnis suasmeninimas.

Jei esate klientas, kuris „PayPal“ paskyrą susikūrėte po 2024 m. lapkričio 27 d., galime atskleisti

su jūsų paskyra susijusius duomenis. Kai nebebūsite mūsų klientas, mes ir toliau atskleisime jūsų

informaciją, kaip aprašyta šiame pranešime.

Kitos privatumo apsaugos teisės: Jei norite sužinoti daugiau apie mūsų vykdomą asmens duomenų

tvarkymą ir kitas teises, kurias galite turėti pagal privatumo apsaugos teisės aktus, taikomus

asmens duomenims, kurių nereglamentuoja Gramm-Leach-Bliley įstatymas, peržiūrėkite mūsų

bendrąjį Pareiškimą dėl privatumo . Be to, daugiau informacijos apie valstijų finansinio privatumo

apsaugos teisės aktus rasite mūsų Papildomame pranešime dėl finansinio privatumo apsaugos,

skirtame Kalifornijai, Šiaurės Dakotai ir Vermontui . Susisiekite su mumis, jei turite klausimų apie

mūsų Pareiškimą dėl privatumo, šį pranešimą arba savo asmens duomenis.

Kalifornija. Jei jūsų „PayPal“ ar „Xoom“ paskyroje arba „Fastlane“ profilyje nurodytas Kalifornijos

pašto adresas, neatskleisime surinktų jūsų asmens duomenų, išskyrus atvejus, kiek tai leidžiama

pagal Kalifornijos teisės aktus, įskaitant, pavyzdžiui, gavus jūsų sutikimą arba siekiant aptarnauti

jūsų paskyrą. Apribosime atskleidimą tarp mūsų įmonių tiek, kiek to reikalaujama pagal

Kalifornijos teisės aktus.

Jei norite pasikalbėti apie savo „PayPal“ paskyrą, skambinkite „PayPal“ klientų aptarnavimo

tarnybai telefonu 1-888-221-1161 arba apsilankykite mūsų klientų aptarnavimo interneto

portale. Jei norite pasikalbėti apie savo „Xoom“ paskyrą, skambinkite „Xoom“ klientų aptarnavimo

tarnybai telefonu 1-877-815-1531 arba apsilankykite mūsų pagalbos centro interneto portale.

Jei norite pasikalbėti apie savo „Fastlane“ profilį, skambinkite „PayPal“ klientų aptarnavimo

tarnybai telefonu 1-844-705-3555 arba apsilankykite „Fastlane“ profilio valdymo portale.

Vermontas. Jei jūsų „PayPal“, „Xoom“ paskyroje arba „Fastlane“ profilyje yra Vermonto pašto

adresas, be jūsų leidimo mes neatskleisime informacijos apie jūsų kreditingumą savo susijusioms

bendrovėms ir neatskleisime jūsų asmens duomenų, finansinės informacijos, kredito ataskaitos ar

sveikatos informacijos nesusijusioms trečiosioms šalims rinkodaros tikslais. Papildomos

informacijos apie mūsų privatumo politiką galite rasti klientų aptarnavimo interneto portale arba

skambinkite telefonu 1-888-221-1161.

Nevada. Jei jūsų „PayPal“ ar „Xoom“ paskyroje arba „Fastlane" profilyje nurodytas Nevados pašto

https://www.paypal.com/legalhub/privacy-full
https://www.paypal.com/legalhub/privacy-full
https://www.paypal.com/us/legalhub/privacy-states?locale.x=en_US
https://www.paypal.com/us/legalhub/privacy-states?locale.x=en_US
https://www.paypal.com/us/legalhub/privacy-states?locale.x=en_US
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https://www.paypal.com/smarthelp/contact-us/privacy
https://www.paypal.com/smarthelp/contact-us/privacy
https://www.paypal.com/smarthelp/contact-us/privacy
https://www.paypal.com/smarthelp/contact-us/privacy
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https://connect.paypal.com/help/support
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adresas, šį pranešimą teikiame vadovaudamiesi Nevados teisės aktais. Jei nenorite gauti

rinkodaros skambučių iš „PayPal“, galite būti įtraukti į mūsų vidinį skambučių nepageidaujančių

gauti asmenų sąrašą paskambinę telefonu 1-888-221-1161 arba apsilankę adresu /smarthelp/

home. Dėl papildomos informacijos galite susisiekti su „PayPal“ adresu 12312 Port Grace Blvd, La

Vista, NE 68128 arba kreiptis į Nevados generalinės prokuratūros Vartotojų apsaugos biurą

adresu 555 E. Washington St., Suite 3900, Las Vegas, NV 89101, telefono numeris

1-702-486-3132, el. paštas Aginfo@ag.nv.gov.

Informacija asmenims Jungtinėje Karalystėje (JK) ir Europos

ekonominėje erdvėje (EEE) 
Šiame skyriuje pateikiama papildoma informacija, skirta asmenims Jungtinėje Karalystėje ir EEE,

kuri papildo pirmiau pateiktą „PayPal“ pareiškimą dėl privatumo.

Duomenų valdytojas
Jūsų asmens duomenų valdytojas yra „PayPal“ subjektas, įsteigtas jūsų gyvenamojoje šalyje ar

jurisdikcijoje ir nurodytas mūsų kontaktinėje informacijoje.

Mūsų vykdomo asmens duomenų tvarkymo teisinis pagrindas
Pagal Bendrąjį duomenų

apsaugos reglamentą galime

tvarkyti jūsų asmens

duomenis remdamiesi toliau

nurodytais teisiniais

pagrindais

Duomenų tipai

Teisėtas duomenų tvarkymo

pagrindas ir speciali sąlyga

(jei taikoma)

Šie duomenų tvarkymo

tikslai:

• Teikti paslaugas, vykdyti

atitinkamus susitarimus su

jumis ir kitaip administruoti

mūsų verslo santykius su

jumis.

• Administruoti jūsų

mokėjimus už produktus ir

santykius su klientais.

• Įvertinti jūsų kreditingumą

jums teikiant paraišką,

patvirtinti jūsų tapatybę ir

kontaktinę informaciją bei

apsaugoti jus ir kitus

asmenis nuo sukčiavimo.

• Patvirtinti jūsų tapatybę,

įskaitant atvejus, kai

naudojamas elektroninis

Būtinų asmens duomenų

kategorijos:

• Registracijos ir kontaktinė

informacija;

• Tapatybės nustatymo ir

parašo informacija;

• Mokėjimų informacija;

• Informacija, susijusi su

teisiniais reikalavimais;

• Informacija, kurią pateikiate,

kai su mumis susisiekiate;

• Operacijų informacija;

• Siuntų sekimo informacija;

• Su paslaugomis susijusi

informacija;

• Asmens duomenys;

• Kredito informacijos

agentūrų ir finansų įstaigų

teikiama informacija;

Renkame toliau nurodytų

kategorijų asmens duomenis,

kurie, mūsų vertinimu, yra

būtini, kad galėtume įvykdyti

savo ikisutartinius ir

sutartinius

įsipareigojimusjums ir be kurių

negalėsite naudotis

paslaugomis.

https://www.paypal.com/smarthelp/home
https://www.paypal.com/smarthelp/home
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parašas, ir patikrinti jūsų

asmeninę bei kontaktinę

informaciją.

• Įrodyti, kad operacijos buvo

įvykdytos.

• Inicijuoti, įgyvendinti ar

užginčyti teisinę pretenziją

ar išieškojimo procedūrą.

• Užtikrinti vidaus procedūrų

laikymąsi.

• Įvertinti, kuriuos mokėjimo

būdus ir paslaugas jums

pasiūlyti, pvz., atliekant

vidinį ir išorinį kredito

vertinimą.

• Atlikti klientų analizę,

administruoti paslaugas ir

vykdyti vidaus operacijas,

pavyzdžiui, trikčių šalinimo,

duomenų analizės,

testavimo, mokslinių tyrimų

ir statistiniais tikslais.

• Bendrauti su jumis dėl mūsų

paslaugų.

• Užtikrinti paslaugų saugumą.

• Užtikrinti, kad būtų

laikomasi taikytinų teisės

aktų, pvz., pinigų plovimo

prevencijos ir buhalterinės

apskaitos teisės aktų ir

taisyklių, kurias nustato

mūsų paskirtieji bankai ir

atitinkami kortelių tinklai.

• Konkrečiai „Visa+“ atveju, iš

„Visa“ ir trečiųjų šalių

skaitmeninių piniginių,

dalyvaujančių „Visa+“ tinkle,

gausime gavėjo vardą,

pavardę ir mokėjimo

informaciją, kad galėtume

apdoroti ir suderinti „Visa+“

mokėjimo operacijas tarp

• Informacija iš jūsų susietų

finansinių sąskaitų;

• Informacija, gauta jums

naudojantis paslaugomis;

• Techniniai naudojimo

duomenys;

• Įrenginio informacija; ir

• Vietos duomenys.



dalyvaujančių skaitmeninių

piniginių ir „PayPal“;

• „Fastlane“ naudotojų atveju,

galime atpažinti jus kaip

„Fastlane“ naudotoją, kai

apsiperkate dalyvaujančių

partnerių ar prekybininkų

svetainėse, ir pasiūlyti jums

dalyvauti partnerių ar

prekybininkų veikloje, pvz.,

užsiregistruoti parduotuvėje

ar lojalumo programoje

naudojant savo „Fastlane“

profilio informaciją. Taip pat

naudosime jūsų asmens

duomenis ir mokėjimo būdo

informaciją siekdami

nustatyti, ar mokėjimas, kurį

atliekate dalyvaujančiam

partneriui arba

prekybininkui, yra jūsų

autorizuotas ir tikėtina, kad

bus sėkmingai patvirtintas

jūsų pasirinkto mokėjimo

būdo, kai atsiskaitysite

naudodami savo „Fastlane“

profilio informaciją.

• Pateikti kvitus, susijusius su

„PayPal Point of Sale“

paslaugomis. Pirkėjai, kurie

naudojasi mūsų „PayPal

Point of Sale“ paslaugomis

(įskaitant „Venmo“ funkciją

„Tap to Pay“), gali pateikti

savo kontaktinius duomenis,

kad galėtume jums siųsti

skaitmeninius kvitus. Jei

partneriui arba

prekybininkui, kuris

naudojasi „PayPal Point of

Sale“, pateiksite savo

el. pašto adresą arba



mobiliojo telefono numerį,

mes galime įsiminti jūsų

duomenis, kai kitą kartą ką

nors pirksite iš prekybininko,

kuris naudojasi „PayPal Point

of Sale“ savo fizinėje

parduotuvėje, jei naudosite

tą pačią mokėjimo kortelę.

Tai nepriklauso nuo to, ar

anksčiau ką nors pirkote iš

šio prekybininko, ar ne. Tai

reiškia, kad jūsų el. pašto

adresas arba mobiliojo

telefono numeris bus iš

anksto užpildytas kvito

rodinyje jūsų patogumui, kai

kitą kartą ką nors pirksite iš

prekybininko, kuris naudojasi

„PayPal Point of Sale“ savo

fizinėje parduotuvėje.

Šie duomenų tvarkymo

tikslai:

• Užtikrinti, kad turinys jums

būtų pateiktas efektyviausiu

būdu ir atsižvelgiant į jūsų

naudojamą įrenginį.

• Užkirsti kelią netinkamam

mūsų paslaugų naudojimui

siekiant užtikrinti mūsų

platformos saugumą.

• Nustatyti, ar atitinkate

keliamus reikalavimus, ir

susisiekti su jumis dėl

paslaugų, kurioms

galėtumėte naudotis arba

kurios galėtų jus dominti,

pavyzdžiui, atliekant vidinį

kreditingumo vertinimą.

• Vykdyti rizikos analizę,

sukčiavimo prevenciją ir

rizikos valdymą (pvz.,

Būtinų asmens duomenų

kategorijos:

• Registracijos ir kontaktinė

informacija;

• Tapatybės nustatymo ir

parašo informacija;

• Mokėjimų informacija;

• Informacija, susijusi su

teisiniais reikalavimais;

• Informaciją, kurią pateikiate,

kai susisiekiate su mumis,

įskaitant informaciją,

susijusią su jūsų

pažeidžiamumu;

• Operacijų informacija;

• Siuntų sekimo informacija;

• Su paslauga susiję asmens

duomenys;

• Kredito informacijos

agentūrų ir finansų įstaigų

teikiama informacija;

Turime teisėtą interesą

užtikrinti, kad „PayPal“ išliktų

saugi finansinių paslaugų

platforma, ir toliau teikti

inovatyvias bei jums aktualias

paslaugas, taip pat optimizuoti

savo pardavimo veiklą,

pritaikant paslaugas pagal jūsų

interesus, įskaitant jums

rodomus skelbimus ir

pasiūlymus. Tai darome, kai

duomenų subjekto interesai

arba pagrindinės teisės ir

laisvės nėra viršesni už mūsų

teisėtus interesus.



pasitelkiant automatizuotą

sprendimų priėmimą ir

dirbtinį intelektą).

• Valdyti ir tobulinti mūsų

paslaugas ir bendriems verslo

plėtros tikslams, pavyzdžiui,

rizikos modelių tobulinimui

siekiant sumažinti

sukčiavimo riziką, naujų

produktų ir funkcijų kūrimui,

vidinėms operacijoms (pvz.,

trikčių šalinimui), duomenų

analizei, testavimui,

tyrimams, statistiniais

tikslais ir naujų verslo

galimybių paieškai.

• Atnaujinti jūsų paskyros ir

finansinę informaciją.

• Rinkodaros, produktų ir

klientų analizės tikslais,

įskaitant atvejus, kai

bendradarbiaujame su kitais,

kad galėtume pasiūlyti

panašias paslaugas ir vykdyti

rinkodarą apie mūsų

partnerius, taip pat

testavimo tikslais,

pavyzdžiui, siekiant pagerinti

mūsų produktų pasiūlą ir

optimizuoti klientams

teikiamus pasiūlymus.

• Užtikrinti, kad būtų

laikomasi galiojančių teisės

aktų, pvz., pinigų plovimo

prevencijos ir buhalterinės

apskaitos įstatymų,

reguliuojamojo kapitalo

pakankamumo reikalavimų ir

taisyklių, kurias nustato

mūsų paskirtieji bankai ir

atitinkami kortelių tinklai.

Pavyzdžiui, kai tvarkome

• Informacija iš jūsų susietų

finansinių sąskaitų;

• Informacija, gauta jums

naudojantis paslaugomis;

• Techniniai naudojimo

duomenys;

• Įrenginio informacija; ir

Vietos duomenys.



asmens duomenis

laikydamiesi KYC („pažink

savo klientą“) reikalavimų,

kad galėtume užkirsti kelią

pinigų plovimui, teroristų

finansavimui ir sukčiavimui,

taip pat kad galėtume tokius

atvejus nustatyti ir ištirti.

Taip pat tikriname sankcijas,

teikiame ataskaitas mokesčių

institucijoms, policijos

institucijoms, teisėsaugos

institucijoms, priežiūros

institucijoms, kai to daryti

mūsų neįpareigoja taikytini

teisės aktai, bet kai

geranoriškai manome, kad

dalytis informacija būtina

siekiant laikytis galiojančių

teisės aktų.

• Palengvinti jūsų dalyvavimą

konkursuose, akcijose ir

renginiuose.

• Vykdyti finansinės rizikos

valdymo prievoles,

pavyzdžiui, vertinti kredito

įsipareigojimų vykdymą ir

kokybę, produktų

tinkamumą, patikrinti jūsų

tapatybę, nustatyti ir

išieškoti skolas, taip pat

užkirsti kelią nusikalstamai

veiklai, draudimo rizikoms ir

užtikrinti kapitalo

pakankamumo reikalavimų

laikymąsi pagal taikytinus

teisės aktus.

• Tvarkyti informaciją,

susijusią su jūsų kontaktais,

kad jums būtų lengviau juos

rasti, naudoti mokėjimams ir

užtikrinti mokėjimų



tikslumą. Pateikdami mums

informaciją apie savo

kontaktus, patvirtinate,

kad turite leidimą pateikti

šią informaciją „PayPal“

šiame Pareiškime dėl

privatumo aprašytiems

tikslams;

• Teikti jums informaciją,

naujienas ir rinkodaros

medžiagą apie mūsų

paslaugas, įskaitant atlygius

ar skelbimus, kuriuos

teikiame patys arba

bendradarbiaudami su kitais,

kad galėtume pasiūlyti

panašias paslaugas.

• Susieti informaciją apie jus,

kad galėtume nustatyti, kai

naudojatės paslaugomis

neprisijungę prie „PayPal“

paskyros (pvz., mokate

neprisijungę prie „PayPal“

paskyros) arba naudojatės ne

mūsų prekės ženklo

mokėjimo paslaugomis (pvz.,

„Braintree“), ir susieti tokias

operacijas su jūsų paskyra,

jei tokią turite arba

susikursite vėliau.

• Įsiminti jūsų nuostatas ir

taikyti jas, kai kitą kartą

naudositės paslaugomis,

pvz., kurį mokėjimo būdą

dažniausiai pasirenkate arba

ar atsiskaitę norite gauti

skaitmeninius kvitus

el. paštu arba tekstine

žinute.

• Naudosime tikslią geografinę

vietą, kad sustiprintume

svetainių ir paslaugų



saugumą. Mes renkame

tikslius geografinės vietos

duomenis iš naudotojų, kai

jie yra prisijungę prie savo

finansinės paskyros.

Šie duomenų tvarkymo

tikslai:

• Teikti mūsų paslaugas ir

produktus.

• Patvirtinti jūsų tapatybę,

įskaitant atvejus, kai

naudojamas parašas, ir

patikrinti jūsų asmeninę bei

kontaktinę informaciją.

• Inicijuoti, įgyvendinti ar

užginčyti teisinę pretenziją

ar išieškojimo procedūrą.

• Užkirsti kelią netinkamam

mūsų paslaugų naudojimui

siekiant užtikrinti mūsų

platformos saugumą.

• Vykdyti rizikos analizę,

sukčiavimo prevenciją ir

rizikos valdymą (pvz.,

pasitelkiant automatizuotą

sprendimų priėmimą ir

dirbtinį intelektą).

• Užtikrinti, kad būtų

laikomasi galiojančių teisės

aktų, pvz., pinigų plovimo

prevencijos ir buhalterinės

apskaitos įstatymų,

reguliuojamojo kapitalo

pakankamumo reikalavimų ir

taisyklių, kurias nustato

mūsų paskirtieji bankai ir

atitinkami kortelių tinklai.

Pavyzdžiui, kai tvarkome

asmens duomenis

laikydamiesi KYC („pažink

savo klientą“) reikalavimų,

Būtinų asmens duomenų

kategorijos:

• Registracijos ir kontaktinė

informacija;

• Tapatybės nustatymo ir

parašo informacija;

• Mokėjimų informacija;

• Informacija, susijusi su

teisiniais reikalavimais;

• Informacija, kurią pateikiate,

kai su mumis susisiekiate;

• Operacijų informacija;

• Siuntų sekimo informacija;

• Su paslauga susiję asmens

duomenys;

• Kredito informacijos

agentūrų ir finansų įstaigų

teikiama informacija;

• Informacija iš jūsų susietų

finansinių sąskaitų;

• Informacija, gauta jums

naudojantis paslaugomis;

• Techniniai naudojimo

duomenys;

• Įrenginio informacija; ir

• Vietos duomenys.

Pagal taikytinus teisės aktus

esame teisiškai įpareigoti

vykdyti tam tikrą duomenų

tvarkymo veiklą. Tai darome,

kai tai būtina laikantis

taikytinų teisės aktų.



kad galėtume užkirsti kelią

pinigų plovimui, teroristų

finansavimui ir sukčiavimui,

taip pat kad galėtume tokius

atvejus nustatyti ir ištirti.

Taip pat atliekame sankcijų

tikrinimą ir teikiame

ataskaitas mokesčių

institucijoms, policijos ir

kitoms teisėsaugos

institucijoms bei priežiūros

institucijoms.

Šie duomenų tvarkymo

tikslai:

• suteikti galimybę naudotis

tam tikromis funkcijomis,

kurios nėra būtinos norint

naudotis paslaugoms, tačiau

gali jus dominti, pavyzdžiui,

kontaktų sąrašo

sinchronizavimas su jūsų

paskyra;

• biometrinių duomenų

teikimas tapatybės

nustatymo tikslais;

• tam tikra tikslinė reklama;

• jūsų el. pašto paskyros

susiejimas siuntoms sekti;

• bet kokių nefinansinių ar

finansinių paskyrų,

pavyzdžiui, socialinių tinklų

paskyrų, el. pašto paskyrų

arba banko, kortelių ar

investicinių paskyrų, kurias

sutinkate susieti, susiejimas

mokėjimams palengvinti arba

kitiems tikslams, kuriems

sutinkate susieti tokią

išorinę paskyrą; arba

• Prisijungimas prie trečiosios

šalies platformos ar

Būtinų asmens duomenų

kategorijos:

• Registracijos ir kontaktinė

informacija;

• Tapatybės nustatymo ir

parašo informacija;

• Biometriniai duomenys;

• Informacija, gauta jums

naudojantis paslaugomis;

• Techniniai naudojimo

duomenys;

• Įrenginio informacija; ir

• Vietos duomenys.

Išskyrus atvejus, kai pirmiau

aprašyta kitaip, mes remiamės

jūsų aiškiu ir savanorišku

sutikimu.



trečiosios šalies piniginės; ir

• Jei sutinkate leisti mums

stebėti tikslią jūsų geografinę

vietą, galime pritaikyti

paslaugas naudodami

tinkamą kalbą ir

suasmenindami turinį, pvz.,

teikdami parinktis, funkcijas

ar pasiūlymus, skelbimus ir

paieškos rezultatus pagal

konkrečią vietovę. Net jei

neleisite mums sekti tikslios

jūsų buvimo vietos, vis tiek

galime naudoti jūsų adresą,

kad pateiktume jums su vieta

susijusias parinktis, kurias

rekomenduoja netoli jūsų

adreso esančios įmonės.

Tarptautinis asmens duomenų perdavimas
Perduodami ES gyventojų asmens duomenis „PayPal“ patronuojamosiose ir susijusiose įmonėse,

vadovaujamės Įmonėms privalomomis taisyklėmis, kurias patvirtino kompetentingos priežiūros

institucijos.

Bet kokio kito asmens duomenų perdavimo į šalį, esančią už JK (JK gyventojams) arba EEE (EEE

gyventojams) ribų, atveju užtikrinsime, kad toks perdavimas atitiktų taikytinus ES ir JK duomenų

apsaugos teisės aktus.

Praktikoje tai reiškia, kad jūsų asmens duomenis perduosime gavėjui už EEE arba JK ribų tik tais

atvejais, kai: i) gavėjas yra šalyje, kurią Europos Komisija yra pripažinusi tinkama asmens

duomenims gauti iš EEE, arba kurią JK valstybės sekretorius yra pripažinęs tinkama asmens

duomenims gauti iš JK (atsižvelgiant į taikytiną atvejį); ii) gavėjas su mumis yra sudaręs

atitinkamas sutartines sąlygas, į kurias įtrauktos Europos Komisijos standartinės sutarčių sąlygos 

arba JK Informacijos komisaro tarptautinio duomenų perdavimo susitarimas ar Tarptautinio

duomenų perdavimo papildymas (atsižvelgiant į taikytiną atvejį); arba iii) taikoma duomenų

perdavimo išimtis, pavyzdžiui, kai esate davę sutikimą dėl jūsų asmens duomenų perdavimo.

JK ir EEE duomenų apsaugos teisės
Asmenys, esantys Jungtinėje Karalystėje ir Europos ekonominėje erdvėje (EEE), turi šias teises,

kurios išsamiau aprašytos skyriuje Jūsų duomenų apsaugos teisėse:

• Teisė būti informuotam apie jūsų asmens duomenų rinkimą ir naudojimą;

• Teisė susipažinti su savo asmens duomenimis ir prašyti jų kopijų;

• Teisė ištaisyti savo asmens duomenis;

https://www.paypal.com/uk/webapps/mpp/ua/bcr?locale.x=en_GB
https://www.paypal.com/uk/webapps/mpp/ua/bcr?locale.x=en_GB
https://ico.org.uk/for-organisations/uk-gdpr-guidance-and-resources/international-transfers/international-data-transfer-agreement-and-guidance/
https://ico.org.uk/for-organisations/uk-gdpr-guidance-and-resources/international-transfers/international-data-transfer-agreement-and-guidance/
https://ico.org.uk/for-organisations/uk-gdpr-guidance-and-resources/international-transfers/international-data-transfer-agreement-and-guidance/
https://ico.org.uk/for-organisations/uk-gdpr-guidance-and-resources/international-transfers/international-data-transfer-agreement-and-guidance/


• Teisė tam tikromis aplinkybėmis ištrinti savo asmens duomenis.

• Teisė nesutikti, kad jūsų asmens duomenys būtų tvarkomi tam tikromis aplinkybėmis, kai jūsų

asmens duomenys tvarkomi atliekant užduotis, vykdomas viešojo intereso labui, vykdant

viešosios valdžios funkcijas, mūsų teisėtų interesų pagrindu, mokslinių ar istorinių tyrimų arba

statistikos tikslais, arba tiesioginės rinkodaros tikslais;

• Teisė atšaukti savo sutikimą dėl jūsų asmens duomenų tvarkymo, įskaitant atsisakymą gauti

rinkodaros pranešimus, nedarant poveikio iki sutikimo atšaukimo atlikto asmens duomenų

tvarkymo teisėtumui, grindžiamam sutikimu, taip pat nedarant poveikio jūsų asmens duomenų

tvarkymui, atliekamam kitu teisėtu tvarkymo pagrindu nei sutikimas. Jei jūsų asmens duomenis

naudojame tiesioginei rinkodarai, galite bet kuriuo metu pakeisti savo leidimus, pareikšti

prieštaravimą ir atsisakyti būsimų tiesioginės rinkodaros pranešimų, naudodamiesi atsisakymo

nuoroda elektroniniuose pranešimuose arba per savo paskyros nuostatas;

• Teisė reikalauti peržiūrėti automatizuotus sprendimus ir būti informuotam apie bet kokio

automatizuoto sprendimų priėmimo, įskaitant profiliavimą, egzistavimą, taip pat apie taikomą

logiką, tokio tvarkymo reikšmę ir numatomas pasekmes;

• Teisė tam tikromis aplinkybėmis apriboti mūsų atliekamą jūsų asmens duomenų tvarkymą.

• Teisė į jūsų asmens duomenų perkeliamumą automatizuotomis priemonėmis tam tikromis

aplinkybėmis, kai jūsų asmens duomenis tvarkome remdamiesi sutikimu, sutarties vykdymo

tikslais arba kai tvarkymas būtinas siekiant padėti jums sudaryti sutartį.

Be to, jūs turite teisę pateikti skundą savo vietos priežiūros institucijai dėl mūsų atliekamo jūsų

asmens duomenų tvarkymo.

EEE teritorijoje jūs galite pateikti skundą mūsų pagrindinei duomenų apsaugos priežiūros

institucijai – Liuksemburgo nacionalinei duomenų apsaugos komisijai (CNPD) – paštu, adresu:

Commission Nationale pour la Protection des Données, Service des plaintes, 15, Boulevard du Jazz,

L-4370 Belvaux, Luxembourg (Liuksemburgas).

Jungtinėje Karalystėje taip pat galite pateikti skundą savo vietos duomenų apsaugos priežiūros

institucijai – Informacijos komisaro tarnybai (Information Commissioner’s Office), interneto

svetainė: https://ico.org.uk/, adresas: Wycliffe House, Water Lane, Wilmslow, Cheshire, SK9 5AF.

Vis dėlto, nors neprivalote to daryti, prieš kreipdamiesi į savo priežiūros instituciją, pirmiausia

prašome susisiekti su mumis ir suteikti mums galimybę tiesiogiai išspręsti jums rūpimus

klausimus.

Jungtinėje Karalystėje ir EEE veikiančių kredito informacijos

agentūrų sąrašas
Jungtinėje Karalystėje ir EEE veikiančių kredito informacijos agentūrų  sąrašas, įskaitant

kiekvienoje atitinkamoje šalyje veikiančių kredito informacijos agentūrų tapatybes, taip pat

nuorodos į jų privatumo pranešimus, kuriuose galite sužinoti, kaip jie naudoja ir atskleidžia

asmens duomenis, taip pat kiek laiko saugo tokius asmens duomenis. Į kredito informacijos

agentūras, veikiančias šalyje, kurioje gyvenate, galite kreiptis tiesiogiai, jei turite klausimų dėl jų

https://ico.org.uk/
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teikiamų paslaugų, jūsų kredito reitingo ar jų turimos informacijos apie jus, arba jei norite

pasinaudoti savo kaip duomenų subjekto teisėmis jų atžvilgiu.

Pranešimas dėl bankininkystės taisyklių naudotojams EEE
Apskritai pagal Liuksemburgo teisės aktus, reglamentuojančius „PayPal“ vykdomą naudotojų

asmens duomenų tvarkymą (duomenų apsaugos ir banko slaptumo teisės aktai), reikalaujamas

aukštesnio lygio skaidrumas nei pagal daugumą kitų ES teisės aktų. Todėl, skirtingai nei didžioji

dauguma internetinių paslaugų ar finansinių paslaugų teikėjų ES, „PayPal“ šiame pareiškime dėl

privatumo nurodė trečiųjų šalių paslaugų teikėjus ir verslo partnerius, kuriems galime atskleisti

jūsų duomenis, taip pat atskleidimo tikslą ir atskleidžiamos informacijos tipą. Galite peržiūrėti šių

trečiųjų šalių sąrašą. Sutikdami su šiuo Pareiškimu dėl privatumo ir turėdami „PayPal“ paskyrą, jūs

aiškiai sutinkate, kad jūsų asmens duomenys būtų perduodami toms trečiosioms šalims nurodytais

tikslais.

„PayPal“ gali atnaujinti minėtų trečiųjų šalių sąrašą kiekvieno ketvirčio pirmąją darbo dieną

(sausio, balandžio, liepos, spalio mėn.). „PayPal“ pradės perduoti bet kokius asmens duomenis bet

kuriam naujam subjektui arba pagal naujus tikslus ar asmens duomenų tipus, nurodytus

atnaujintame sąraše, tik praėjus 30 dienų nuo dienos, kai šis sąrašas bus viešai paskelbtas

pasinaudojant šiuo pareiškimu dėl privatumo. Šį sąrašą turėtumėte peržiūrėti „PayPal“ svetainėje

kiekvieno ketvirčio nurodytą dieną. Jei per 30 dienų nuo atnaujinto trečiųjų šalių sąrašo

paskelbimo nepaprieštaraujate naujoms asmens duomenų atskleidimo sąlygoms, laikoma, kad su

sąrašo ir šio pareiškimo dėl privatumo pakeitimais sutinkate. Jei su pakeitimais nesutinkate, galite

uždaryti savo paskyrą ir nustoti naudotis mūsų paslaugomis.

Norint teikti „PayPal“ paslaugas, tam tikrą mūsų renkamą informaciją (kuri nurodyta šiame

pareiškime dėl privatumo) gali reikėti perduoti kitoms su „PayPal“ susijusioms įmonėms arba

kitiems subjektams, įskaitant tuos, kurie šiame skyriuje nurodyti kaip mokėjimo paslaugų teikėjai,

mokėjimų apdorojimo paslaugų teikėjai arba paskyrų savininkai (ar panašūs subjektai). Jūs

pripažįstate, kad, atsižvelgiant į tokių subjektų vietinius teisės aktus, tokiems subjektams gali

būti taikomi įstatymai, reglamentai, teikiamos užklausos, atliekami tyrimai ar teikiami įsakymai,

dėl kurių gali reikėti atskleisti informaciją atitinkamos šalies atitinkamoms institucijoms.

Naudodamiesi „PayPal“ paslaugomis sutinkate, kad mes perduotume tokią informaciją siekdami

jums suteikti „PayPal“ paslaugas.

Tiksliau, jūs sutinkate ir nurodote „PayPal“ su jūsų informacija atlikti visus toliau nurodytus

veiksmus:

a. Atskleisti reikalingą informaciją policijai ir kitoms teisėsaugos institucijoms, saugumo

pajėgoms, kompetentingoms vyriausybinėms, tarpvyriausybinėms ar viršvalstybinėms

įstaigoms, kompetentingoms agentūroms, departamentams, reguliavimo institucijoms,

savireguliavimo institucijoms ar organizacijoms (be kita ko, agentūroms, kurios nurodytos

trečiųjų šalių paslaugų teikėjų sąrašo  skyriuje „Agentūros“, ir kitoms trečiosioms šalims,

įskaitant „PayPal“ grupės įmones: i) kurių nurodymus esame teisiškai priversti vykdyti ir kurių

nurodymus vykdyti mums teisiškai leidžiama, įskaitant, be kita ko, Liuksemburgo 2015 m.

liepos 24 d. JAV užsienio sąskaitoms taikomų mokestinių prievolių vykdymo įstatymą (toliau –
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FATCA įstatymas) ir 2015 m. gruodžio 18 d. EBPO bendrąjį atskaitomybės standartą (toliau –

CRS įstatymas), ii) kai turime pagrindo manyti, kad toks bendradarbiavimas tinkamas tiriant

sukčiavimo ar kitą neteisėtą veiklą; arba iii) siekdami ištirti mūsų Naudotojo sutarties

pažeidimus (be kita ko, jūsų finansavimo šaltinį ar kredito ar debeto kortelės išdavėją).

Jei jums taikomas FATCA arba CRS įstatymas, mes privalome jums pranešti apie jūsų

informaciją, kurią galime perduoti įvairioms institucijoms. Skaitykite daugiau apie „PayPal“

įsipareigojimus pagal FATCA įstatymą ir CRS įstatymą bei apie tai, kokią įtaką jie gali jums

turėti, taip pat atkreipkite dėmesį į informaciją, kurią dėl to galime atskleisti.

Mes ir kitos organizacijos, įskaitant šalis, priimančias „PayPal“, taip pat galime atskleisti būtiną

informaciją, gauti prieigą prie jos ir ją naudoti (taip pat ir iš kitų valstybių) (įskaitant, be kita

ko, sukčiavimo prevencijos agentūrų užfiksuotą informaciją), kad mes ir jie galėtume įvertinti ir

valdyti riziką (įskaitant, be kita ko, sukčiavimo, pinigų plovimo ir teroristų finansavimo

prevencijos tikslais). Susisiekite su mumis, jei norite gauti daugiau informacijos apie

atitinkamas sukčiavimo prevencijos agentūras. Peržiūrėkite išsamesnę informaciją apie šias

agentūras, sukčiavimo prevencijos agentūras ir kitas trečiąsias šalis.

b. Atskleisti paskyros informaciją intelektinės nuosavybės teisių savininkams, jei pagal galiojančią

ES valstybės narės nacionalinę teisę jie „PayPal“ pareiškia pretenziją dėl informacijos

atskleidimo ne teisme pažeidžiant jų intelektinės nuosavybės teises, kai pažeidimas įvyko

naudojantis „PayPal“ paslaugomis (žr., pvz., Vokietijos prekių ženklų įstatymo 19 straipsnio

2 dalies 3 punktą arba Vokietijos autorių teisių įstatymo 101 straipsnio 2 dalies 3 punktą).

c. Atskleisti būtiną informaciją pagal kredito kortelių asociacijų arba civilinio ar baudžiamojo

teisinio proceso reikalavimus.

d. Atskleisti jūsų vardą ir „PayPal link“ „PayPal“ naudotojų kataloge. Jūsų duomenys bus

patvirtinti kitiems „PayPal“ naudotojams, jiems vykdant naudotojo paiešką pagal jūsų vardą,

pavardę, el. pašto adresą, telefono numerį arba šios informacijos dalį. Taip siekiama užtikrinti,

kad žmonės atliktų mokėjimus reikiamam naudotojui. Šią funkciją galima išjungti „PayPal“

profilio parametruose.

e. Jei jūs kaip prekybininkas prie „PayPal“ jungiatės ar integruojate „PayPal“ per trečiąją šalį, mes

tokiam partneriui galime atskleisti informaciją, reikalingą tokiam susitarimui įgyvendinti ir

palaikyti (įskaitant, be kita ko, jūsų „PayPal“ integracijos statusą, informaciją, ar turite aktyvią

„PayPal“ paskyrą, ir informaciją, ar jau dirbate su kitu „PayPal“ integracijos partneriu).

f. Atskleisti būtiną informaciją mokėjimų apdorojimo paslaugų teikėjams, auditoriams, klientų

aptarnavimo paslaugų teikėjams, kredito informacijos ir sukčiavimo prevencijos agentūroms,

finansinių produktų teikėjams, prekybos partneriams, rinkodaros ir viešųjų ryšių įmonėms,

operacinių paslaugų teikėjams, grupės įmonėms, agentūroms, prekyvietėms ir kitoms

trečiosioms šalims.  Tokios informacijos atskleidimo tikslas – sudaryti mums galimybes teikti

jums „PayPal“ paslaugas. Trečiųjų šalių sąraše pagal kiekvieną kategoriją pateikėme

neišimtinius realių trečiųjų šalių (tai taip pat gali būti jų teisių perėmėjai ir paveldėtojai),

kurioms šiuo metu atskleidžiame jūsų paskyros informaciją arba kurioms galime atskleisti jūsų

paskyros informaciją, pavyzdžius, taip pat nurodėme tokio atskleidimo tikslą ir konkrečią

informaciją, kurią atskleidžiame (išskyrus aiškiai nurodytus atvejus, įstatymai arba sutartys

riboja šių trečiųjų šalių teisę naudoti tokią informaciją kitais tikslais, nei tie, kuriais tokia
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informacija buvo atskleista).

g. Atskleisti būtiną informaciją jūsų tarpininkui arba įgaliotajam atstovui (pavyzdžiui, asmeniui,

kuriam suteikėte įgaliojimą, arba jums paskirtam globėjui).

h. Atskleisti apibendrintus statistinius duomenis savo verslo partneriams arba viešųjų ryšių

tikslais. Pavyzdžiui, galime atskleisti, kad tam tikras procentas mūsų naudotojų gyvena

Mančesteryje. Tačiau tokia apibendrinta informacija nėra susieta su asmens duomenimis.

i. Atskleisti būtiną paskyros informaciją nesusijusioms trečiosioms šalims , kad jos galėtų ją

naudoti šiais tikslais:

1. Sukčiavimo prevencija ir rizikos valdymas – siekiant padėti užkirsti kelią sukčiavimui arba

įvertinti ir valdyti riziką.

2. Klientų aptarnavimas – siekiant teikti klientų aptarnavimo paslaugas, taip pat padėti

tvarkyti jūsų paskyras arba spręsti ginčus (pavyzdžiui, dėl sąskaitų arba operacijų).

3. Pristatymas – siekiant teikti prekių pristatymo ir susijusias paslaugas, kai perkama per

„PayPal“.

4. Atitiktis teisės aktams – siekiant padėti jiems vykdyti reikalavimus, susijusius su patikromis

dėl pinigų plovimo ir teroristų finansavimo prevencijos.

5. Paslaugų teikėjams – siekiant sudaryti sąlygas su mumis pagal sutartį dirbantiems paslaugų

teikėjams padėti vykdyti mūsų verslo operacijas, pvz., vykdant sukčiavimo prevenciją,

sąskaitų surinkimą, rinkodarą, klientų aptarnavimą ir teikiant technologijų paslaugas. Mūsų

sutartyse numatyta, kad šie paslaugų teikėjai jūsų informaciją gali naudoti tik tiek, kiek to

reikia dėl paslaugų, kurias jie mums teikia, bet ne savo pačių naudai.

Pranešimas naudotojams Jungtinėje Karalystėje
Norint teikti „PayPal“ paslaugas, tam tikrą mūsų renkamą informaciją (kuri nurodyta šiame

pareiškime dėl privatumo) gali reikėti perduoti kitoms su „PayPal“ susijusioms įmonėms arba

kitiems subjektams, įskaitant tuos, kurie šiame skyriuje nurodyti kaip mokėjimo paslaugų teikėjai,

mokėjimų apdorojimo paslaugų teikėjai arba paskyrų savininkai (ar panašūs subjektai). Jūs

pripažįstate, kad, atsižvelgiant į tokių subjektų vietinius teisės aktus, tokiems subjektams gali

būti taikomi įstatymai, reglamentai, teikiamos užklausos, atliekami tyrimai ar teikiami įsakymai,

dėl kurių gali reikėti atskleisti informaciją atitinkamos šalies atitinkamoms institucijoms.

Konkrečiai, jūs patvirtinate, kad „PayPal“ su jūsų informacija gali atlikti bet kurį ir visus

toliau nurodytus veiksmus:

a. Atskleisti reikalingą informaciją policijai ir kitoms teisėsaugos institucijoms, saugumo

pajėgoms, kompetentingoms vyriausybinėms, tarpvyriausybinėms ar viršvalstybinėms

įstaigoms, kompetentingoms agentūroms, departamentams, reguliavimo institucijoms,

savireguliavimo institucijoms ar organizacijoms ir kitoms trečiosioms šalims, įskaitant „PayPal“

grupės įmones: i) kurių nurodymus esame teisiškai priversti vykdyti ir kurių nurodymus vykdyti

mums teisiškai leidžiama, įskaitant, be kita ko, teisės aktus, kuriais įgyvendinamas JAV užsienio

sąskaitoms taikomų mokestinių prievolių vykdymo įstatymą (FATCA įstatymas) ir EBPO

bendrąjį atskaitomybės standartą (CRS įstatymas), ii) kai turime pagrindo manyti, kad toks

bendradarbiavimas tinkamas tiriant sukčiavimo ar kitą neteisėtą veiklą; arba iii) siekdami ištirti

https://www.paypal.com/ie/legalhub/paypal/third-parties-list
https://www.paypal.com/ie/legalhub/paypal/third-parties-list


mūsų Naudotojo sutarties pažeidimus (be kita ko, jūsų finansavimo šaltinį, taip pat debeto ar

kredito kortelės išdavėją).

Jei jums taikomi FATCA arba CRS įstatymų reikalavimai, mes privalome jus informuoti, kokią su

jumis susijusią informaciją galime perduoti įvairioms institucijoms.

Mes ir kitos organizacijos, įskaitant šalis, priimančias „PayPal“, taip pat galime atskleisti būtiną

informaciją, gauti prieigą prie jos ir ją naudoti (taip pat ir iš kitų valstybių) (įskaitant, be kita

ko, sukčiavimo prevencijos agentūrų užfiksuotą informaciją), kad mes ir jie galėtume įvertinti ir

valdyti riziką (įskaitant, be kita ko, sukčiavimo, pinigų plovimo ir teroristų finansavimo

prevencijos tikslais). Susisiekite su mumis, jei norite gauti daugiau informacijos apie

atitinkamas sukčiavimo prevencijos agentūras.

b. Atskleisti paskyros informaciją intelektinės nuosavybės teisių savininkams, jei pagal taikytinus

teisės aktus jie turi pretenzijų „PayPal“ dėl informacijos atskleidimo ne teismo tvarka dėl jų

intelektinės nuosavybės teisių pažeidimo, kuriam buvo naudojamos „PayPal“ paslaugos.

c. Atskleisti būtiną informaciją pagal kredito kortelių asociacijų arba civilinio ar baudžiamojo

teisinio proceso reikalavimus.

d. Atskleisti jūsų vardą ir „PayPal link“ „PayPal“ naudotojų kataloge. Jūsų duomenys bus

patvirtinti kitiems „PayPal“ naudotojams, jiems vykdant naudotojo paiešką pagal jūsų vardą,

pavardę, el. pašto adresą, telefono numerį arba šios informacijos dalį. Taip siekiama užtikrinti,

kad žmonės atliktų mokėjimus reikiamam naudotojui. Šią funkciją galima išjungti „PayPal“

profilio parametruose.

e. Jei jūs kaip partneris ar prekybininkas prie „PayPal“ jungiatės ar integruojate „PayPal“ per

trečiąją šalį, mes tokiai trečiajai šaliai galime atskleisti informaciją, reikalingą tokiam

susitarimui įgyvendinti ir palaikyti (įskaitant, be kita ko, jūsų „PayPal“ integracijos statusą,

informaciją, ar turite aktyvią „PayPal“ paskyrą, ir informaciją, ar jau dirbate su kitu „PayPal“

integracijos partneriu).

f. Atskleisti būtiną informaciją mokėjimų apdorojimo paslaugų teikėjams, auditoriams, klientų

aptarnavimo paslaugų teikėjams, kredito informacijos ir sukčiavimo prevencijos agentūroms,

finansinių produktų teikėjams, prekybos partneriams, rinkodaros ir viešųjų ryšių įmonėms,

operacinių paslaugų teikėjams, grupės įmonėms, agentūroms, prekyvietėms ir kitoms čia

išvardytoms trečiosioms šalims. Tokios informacijos atskleidimo tikslas – sudaryti mums

galimybes teikti jums „PayPal“ paslaugas. Trečiųjų šalių sąraše pagal kiekvieną kategoriją

pateikėme neišimtinius realių trečiųjų šalių (tai taip pat gali būti jų teisių perėmėjai ir

paveldėtojai), kurioms šiuo metu atskleidžiame jūsų paskyros informaciją arba kurioms galime

atskleisti jūsų paskyros informaciją, pavyzdžius, taip pat nurodėme tokio atskleidimo tikslą ir

konkrečią informaciją, kurią atskleidžiame (išskyrus aiškiai nurodytus atvejus, įstatymai arba

sutartys riboja šių trečiųjų šalių teisę naudoti tokią informaciją kitais tikslais, nei tie, kuriais

tokia informacija buvo atskleista).

g. Atskleisti būtiną informaciją jūsų tarpininkui arba įgaliotajam atstovui (pavyzdžiui, asmeniui,

kuriam suteikėte įgaliojimą, arba jums paskirtam globėjui).

h. Atskleisti apibendrintus statistinius duomenis savo verslo partneriams arba viešųjų ryšių

tikslais. Pavyzdžiui, galime atskleisti, kad tam tikras procentas mūsų naudotojų gyvena



Mančesteryje. Tačiau tokia apibendrinta informacija nėra susieta su asmens duomenimis.

i. Atskleisti būtiną paskyros informaciją nesusijusioms trečiosioms šalims (kurios nurodytos čia),

kad jos galėtų ją naudoti šiais tikslais:

a. Sukčiavimo prevencija ir rizikos valdymas – siekiant padėti užkirsti kelią sukčiavimui arba

įvertinti ir valdyti riziką.

b. Klientų aptarnavimas – siekiant teikti klientų aptarnavimo paslaugas, taip pat padėti

tvarkyti jūsų paskyras arba spręsti ginčus (pavyzdžiui, dėl sąskaitų arba operacijų).

c. Pristatymas – siekiant teikti prekių pristatymo ir susijusias paslaugas, kai perkama per

„PayPal“.

d. Atitiktis teisės aktams – siekiant padėti jiems vykdyti reikalavimus, susijusius su patikromis

dėl pinigų plovimo ir teroristų finansavimo prevencijos.

e. Paslaugų teikėjams – siekiant sudaryti sąlygas su mumis pagal sutartį dirbantiems paslaugų

teikėjams padėti vykdyti mūsų verslo operacijas, pvz., vykdant sukčiavimo prevenciją,

sąskaitų surinkimą, rinkodarą, klientų aptarnavimą ir teikiant technologijų paslaugas. Mūsų

sutartyse numatyta, kad šie paslaugų teikėjai jūsų informaciją gali naudoti tik tiek, kiek to

reikia dėl paslaugų, kurias jie mums teikia, bet ne savo pačių naudai.

Informacija asmenims, gyvenantiems Meksikoje
Šiame skyriuje pateikiama papildoma informacija, skirta asmenims, gyvenantiems Meksikoje ir

papildanti pirmiau pateiktą „PayPal“ pareiškimą dėl privatumo. Jūsų asmens duomenų valdytojas

yra „PayPal“ subjektas, įsteigtas jūsų gyvenamojoje šalyje ar jurisdikcijoje ir nurodytas mūsų

kontaktinėje informacijoje. Toliau aprašome mūsų pagrindinį ir antrinį jūsų asmens duomenų

tvarkymo tikslus.

Pagrindinis tikslas Antrinis tikslas

Pagrindinis jūsų asmens duomenų tvarkymo

tikslas yra šis:

• Teikti paslaugas, vykdyti atitinkamus

susitarimus su jumis ir kitaip administruoti

mūsų verslo santykius su jumis.

Administruoti jūsų mokėjimus už produktus

ir santykius su klientais.

• Jei naudojate „Fastlane“, jūsų asmens

duomenis ir mokėjimo būdo informaciją taip

pat naudosime siekdami nustatyti, ar

mokėjimas, kurį atliekate dalyvaujančiam

partneriui arba prekybininkui, yra jūsų

autorizuotas ir tikėtina, kad bus sėkmingai

patvirtintas jūsų pasirinkto mokėjimo būdo,

kai atsiskaitysite naudodami savo „Fastlane“

profilio informaciją.

• Įvertinti jūsų kreditingumą jums teikiant

Remdamiesi jūsų aiškiu ir savanorišku

sutikimu tvarkome jūsų asmens duomenis, kad

galėtume pasiūlyti tam tikras funkcijas, kurios,

nors ir nėra būtinos norint naudotis

paslaugomis, gali jus sudominti, pavyzdžiui,

kontaktų sąrašo sinchronizavimas su jūsų

„PayPal“ paskyra, biometrinių duomenų

teikimas, tikslinė reklama arba prisijungimas

prie trečiosios šalies platformos. Savo nuomonę

dėl šių funkcijų naudojimo galite bet kada

pakeisti savo paskyros nuostatose. Atkreipkite

dėmesį, kad atšaukus sutikimą, tai neturės

įtakos bet kokio duomenų tvarkymo, kurį

vykdėme iki atšaukimo, teisėtumui. Savo

sutikimą galite bet kada atšaukti naudodamiesi

ARCO teisėmis, kaip aprašyta toliau.



paraišką, patvirtinti jūsų tapatybę ir

kontaktinę informaciją bei apsaugoti jus ir

kitus asmenis nuo sukčiavimo.

• Patvirtinti jūsų tapatybę, įskaitant atvejus,

kai naudojamas elektroninis parašas, ir

patikrinti jūsų asmeninę bei kontaktinę

informaciją.

• Įrodyti, kad operacijos buvo įvykdytos.

• Inicijuoti, įgyvendinti ar užginčyti teisinę

pretenziją ar išieškojimo procedūrą.

• Užtikrinti vidaus procedūrų laikymąsi.

• Įvertinti, kuriuos mokėjimo būdus ir

paslaugas jums pasiūlyti, pvz., atliekant

vidinį ir išorinį kredito vertinimą.

• Atlikti klientų analizę, administruoti

paslaugas ir vykdyti vidaus operacijas,

pavyzdžiui, trikčių šalinimo, duomenų

analizės, testavimo, mokslinių tyrimų ir

statistiniais tikslais.

• Bendrauti su jumis dėl mūsų paslaugų.

• Užtikrinti, kad turinys jums būtų pateiktas

efektyviausiu būdu ir atsižvelgiant į jūsų

naudojamą įrenginį.

• Nustatyti, ar atitinkate keliamus

reikalavimus, ir susisiekti su jumis dėl

paslaugų, kurioms galėtumėte naudotis arba

kurios galėtų jus dominti.

Vykdyti rizikos analizę, sukčiavimo prevenciją

ir rizikos valdymą (pvz., pasitelkiant

automatizuotą sprendimų priėmimą ir

dirbtinį intelektą).

• Gerinti mūsų paslaugas ir plėsti verslą, pvz.,

gerinti rizikos modelius siekiant sumažinti

sukčiavimą, kurti naujus produktus ir

funkcijas bei ieškoti naujų verslo galimybių.

• Atnaujinti jūsų „PayPal“ paskyros ir finansinę

informaciją.

• Vykdyti rinkodaros, produktų ir klientų

analizę, įskaitant testavimą, pavyzdžiui,

siekiant pagerinti mūsų produktų

asortimentą ir optimizuoti pasiūlymus

klientams.



• Užtikrinti, kad būtų laikomasi galiojančių

įstatymų, buhalterinės apskaitos įstatymų,

reguliuojamojo kapitalo pakankamumo

reikalavimų ir taisyklių, kurias nustato mūsų

paskirtieji bankai ir atitinkami kortelių

tinklai. Pavyzdžiui, kai tvarkome asmens

duomenis laikydamiesi KYC („pažink savo

klientą“) reikalavimų, kad galėtume užkirsti

kelią pinigų plovimui, teroristų finansavimui

ir sukčiavimui, taip pat kad galėtume tokius

atvejus nustatyti ir ištirti. Taip pat atliekame

sankcijų tikrinimą, teikiame ataskaitas

mokesčių institucijoms, teisėsaugos

institucijoms, vykdymo institucijoms ir

priežiūros institucijoms.

Sudaryti jums sąlygas dalyvauti konkursuose,

akcijose ir renginiuose.

• Vykdyti finansinės rizikos valdymo prievoles,

pavyzdžiui, susijusias su kredito rezultatais ir

kokybe, draudimo rizika ir kapitalo

pakankamumo reikalavimų laikymusi pagal

galiojančius teisės aktus.

• Tvarkyti informaciją, susijusią su jūsų

kontaktais, kad jums būtų lengviau juos rasti,

naudoti mokėjimams ir užtikrinti mokėjimų

tikslumą. Pateikdami mums informaciją apie

savo kontaktus, jūs patvirtinate, kad turite

teisę perduoti šią informaciją „PayPal“ šiame

pareiškime dėl privatumo aprašytais tikslais.

ARCO teisės
Nepaisant asmens duomenų privatumo apsaugos teisių, nustatytų skyriuje Jūsų duomenų

apsaugos teises:

• Pripažįstame jūsų teisės kontroliuoti savo asmens duomenų naudojimą svarbą ir suteikiame

kelis būdus, kaip galite įgyvendinti savo teises: teisę susipažinti su duomenimis (teisę žinoti),

teisę ištaisyti duomenis (juos pataisyti ar atnaujinti), teisę ištrinti duomenis (panaikinti ar

ištrinti), teisę nesutikti (prieštarauti), teisę į duomenų perkeliamumą (perdavimą) ir teisę

apriboti duomenų tvarkymą visiškai arba iš dalies (bendrai – jūsų ARCO teisės).

• Jei turite paskyrą, galite pasinaudoti savo ARCO teisėmis „PayPal“ svetainės arba mobiliosios

programėlės paskyros nuostatų skiltyje „Duomenys ir privatumas“ arba pateikę prašymą

paskambinę mūsų klientų aptarnavimo tarnybai. Jūsų tapatybę patvirtinsime i) naudodami

saugos kodą, kurį atsiųsime tekstiniu pranešimu; ii) paskambinę telefonu, kurio numeris



užregistruotas platformoje; arba iii) paprašydami prisijungti prie savo paskyros.

• Jei neturite paskyros (pavyzdžiui, kai naudojatės mokėjimo paslaugomis be „PayPal“ paskyros),

savo ARCO teisėmis, susijusiomis su mokėjimo operacijomis, galite pasinaudoti paskambinę

„PayPal“ klientų aptarnavimo tarnybai.

• Jūsų tinkamai įgaliotas atstovas gali pateikti prašymą jūsų vardu susisiekęs su mūsų klientų

aptarnavimo tarnyba. Atkreipkite dėmesį, kad patikrinimo metu galime paprašyti papildomos

informacijos.

• Į jūsų prašymą atsakysime per dvidešimt (20) darbo dienų nuo jūsų paskutinio susisiekimo.

• Pasinaudojimas viena iš ARCO teisių neužkerta kelio pasinaudoti kitomis ARCO teisėmis.

Jei jūs norite pasinaudoti bet kuria iš savo teisių, susijusia su jūsų asmens duomenimis „Fastlane“

profilyje, susisiekite su mumis skyriuje „Mūsų kontaktinė informacija“ nurodytu telefonu arba

pateikite užklausą „Fastlane“ profilio valdymo portale. Jei jums reikia pakeisti savo asmens

duomenis, pavyzdžiui, el. pašto adresą ar telefono numerį, tai galite padaryti pasinaudodami savo

ARCO teisėmis (teisė susipažinti, teisė ištaisyti, teisė panaikinti ir teisė prieštarauti). Tačiau dėl

tam tikroms paslaugoms būdingų veiklos ar techninių apribojimų gali prireikti sukurti naują

paskyrą arba naudotojo profilį, kad būtų galima įgyvendinti tokius pakeitimus. Tokiais atvejais

būsite tinkamai informuoti, o bet kokiai naujai sukurtai paskyrai ir toliau bus taikomas šis

pareiškimas dėl privatumo.

Informacija asmenims, gyvenantiems Singapūre
Šiame skyriuje pateikiama papildoma informacija, skirta asmenims, gyvenantiems Singapūre ir

papildanti pirmiau pateiktą „PayPal“ pareiškimą dėl privatumo.

Remdamiesi jūsų aiškiu ir savanorišku sutikimu tvarkome jūsų asmens duomenis, kad galėtume

pasiūlyti tam tikras funkcijas, kurios, nors ir nėra būtinos norint naudotis paslaugomis, gali jus

sudominti, pavyzdžiui, kontaktų sąrašo sinchronizavimas su jūsų „PayPal“ paskyra, biometrinių

duomenų teikimas, tikslinė reklama arba prisijungimas prie trečiosios šalies platformos. Savo

nuomonę dėl šių funkcijų naudojimo galite bet kada pakeisti savo paskyros nuostatose.

Atkreipkite dėmesį, kad atšaukus sutikimą, tai neturės įtakos bet kokio duomenų tvarkymo, kurį

vykdėme iki atšaukimo, teisėtumui. Savo sutikimą galite bet kada atšaukti, kaip aprašyta pirmiau

pateiktame skyriuje „Jūsų duomenų apsaugos teisės“.

Taip pat turime teisėtą interesą užtikrinti, kad „PayPal“ išliktų saugi finansinių paslaugų

platforma, ir toliau teikti inovatyvias bei jums aktualias paslaugas, taip pat optimizuoti savo

pardavimo veiklą, pritaikant paslaugas pagal jūsų interesus, įskaitant jums rodomus skelbimus ir

pasiūlymus. Be kitų teisėtų pagrindų, kuriais remdamiesi tvarkome jūsų asmens duomenis, mes

taip pat galime tvarkyti jūsų asmens duomenis, kai duomenų subjekto interesai ar pagrindinės

teisės ir laisvės nėra viršesni už mūsų teisėtus interesus.

Šie duomenų tvarkymo tikslai:

• Teikti mūsų paslaugas ir produktus, kai tai

Būtinų asmens duomenų kategorijos:

• Registracijos ir kontaktinė informacija;



būtina laikantis galiojančių įstatymų.

• Patvirtinti jūsų tapatybę, įskaitant atvejus,

kai naudojamas parašas, ir patikrinti jūsų

asmeninę bei kontaktinę informaciją, kai tai

būtina laikantis galiojančių įstatymų.

• Inicijuoti, įgyvendinti ar užginčyti teisinę

pretenziją ar išieškojimo procedūrą, kai tai

būtina laikantis galiojančių įstatymų.

• Užtikrinti, kad turinys jums būtų pateiktas

efektyviausiu būdu ir atsižvelgiant į jūsų

naudojamą įrenginį.

• Užkirsti kelią netinkamam mūsų paslaugų

naudojimui siekiant užtikrinti mūsų

platformos saugumą.

• Nustatyti, ar atitinkate keliamus

reikalavimus, ir susisiekti su jumis dėl

paslaugų, kurioms galėtumėte naudotis arba

kurios galėtų jus dominti, pavyzdžiui,

atliekant vidinį kreditingumo vertinimą.

• Vykdyti rizikos analizę, sukčiavimo prevenciją

ir rizikos valdymą (pvz., pasitelkiant

automatizuotą sprendimų priėmimą ir

dirbtinį intelektą).

• Gerinti mūsų paslaugas ir plėsti verslą, pvz.,

gerinti rizikos modelius siekiant sumažinti

sukčiavimo atvejų, kurti naujus produktus ir

funkcijas bei ieškoti naujų verslo galimybių.

• Atnaujinti jūsų paskyros ir finansinę

informaciją.

• Vykdyti rinkodaros, produktų ir klientų

analizę, įskaitant testavimą, pavyzdžiui,

siekiant pagerinti mūsų produktų

asortimentą ir optimizuoti pasiūlymus

klientams.

• Užtikrinti, kad būtų laikomasi galiojančių

teisės aktų, pvz., pinigų plovimo prevencijos

ir buhalterinės apskaitos įstatymų,

reguliuojamojo kapitalo pakankamumo

reikalavimų ir taisyklių, kurias nustato mūsų

paskirtieji bankai ir atitinkami kortelių

tinklai. Pavyzdžiui, kai tvarkome asmens

duomenis laikydamiesi KYC („pažink savo

• Tapatybės nustatymo ir parašo informacija;

• Mokėjimų informacija;

Informacija, susijusi su teisiniais

reikalavimais;

• Informacija, kurią pateikiate, kai su mumis

susisiekiate;

• Operacijų informacija;

• Siuntų sekimo informacija;

• Su paslauga susiję asmens duomenys;

• Kredito informacijos agentūrų ir finansų

įstaigų teikiama informacija;

• Informacija iš jūsų susietų finansinių sąskaitų;

• Informacija, gauta jums naudojantis

paslaugomis;

• Techniniai naudojimo duomenys;

• Įrenginio informacija; ir

• Vietos duomenys.



klientą“) reikalavimų, kad galėtume užkirsti

kelią pinigų plovimui, teroristų finansavimui

ir sukčiavimui, taip pat kad galėtume tokius

atvejus nustatyti ir ištirti. Taip pat tikriname

sankcijas, teikiame ataskaitas mokesčių

institucijoms, policijos institucijoms,

teisėsaugos institucijoms, priežiūros

institucijoms, kai to daryti mūsų neįpareigoja

taikytini teisės aktai, bet kai geranoriškai

manome, kad dalytis informacija būtina

siekiant laikytis galiojančių teisės aktų.

• Palengvinti jūsų dalyvavimą konkursuose,

akcijose ir renginiuose.

Vykdyti finansinės rizikos valdymo prievoles,

pavyzdžiui, susijusias su kredito rezultatais ir

kokybe, draudimo rizika ir kapitalo

pakankamumo reikalavimų laikymusi pagal

galiojančius teisės aktus.

• Tvarkyti informaciją, susijusią su jūsų

kontaktais, kad jums būtų lengviau juos rasti,

naudoti mokėjimams ir užtikrinti mokėjimų

tikslumą. Pateikdami mums informaciją

apie savo kontaktus, jūs patvirtinate, kad

turite teisę perduoti šią informaciją

„PayPal“ šiame pareiškime dėl privatumo

aprašytais tikslais.

• Teikti jums informaciją, naujienas ir

rinkodaros pranešimus apie mūsų paslaugas,

įskaitant atlygius ar skelbimus, kuriuos

teikiame patys arba bendradarbiaudami su

kitais partneriais, taip pat siūlydami panašias

paslaugas per mūsų paslaugas, atsižvelgiant į

jūsų pasirinktas pranešimų gavimo nuostatas;

• Susieti informaciją apie jus, kad galėtume

nustatyti, kai naudojatės paslaugomis

neprisijungę prie „PayPal“ paskyros (pvz.,

mokate neprisijungę prie „PayPal“ paskyros)

arba naudojatės ne mūsų prekės ženklo

mokėjimo paslaugomis (pvz., „Braintree“), ir

susieti tokias operacijas su jūsų paskyra, jei

tokią turite arba susikursite vėliau.

Įsiminti jūsų nuostatas ir taikyti jas, kai kitą



kartą naudositės paslaugomis, pvz., kurį

mokėjimo būdą dažniausiai pasirenkate arba

ar atsiskaitę norite gauti skaitmeninius kvitus

el. paštu arba tekstine žinute.
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