PayPals erklaering om personlige oplysninger

Last updated on 30 April 2026

Oversigt

PayPal, Inc. og vores datterselskaber og tilknyttede virksomheder ("vi", "vores", "os", "PayPal",
"PayPal Corporate Group") stiller denne erklaering om beskyttelse af personlige oplysninger til
radighed for at beskrive vores brug af dine personlige oplysninger , nar du bruger din PayPal-
konto, besgger vores hjemmesider ("websteder") og ansgger om eller bruger vores tjenester (i det
omfang, det er muligt i din jurisdiktion). Denne erklaering om beskyttelse af personlige

oplysninger galder ikke for udelukkede tjenester.

Denne persondataerklaering gaelder ikke, nar persondata behandles af visse tredjeparter, f.eks.
myndigheder, kreditbureauer, erhvervende banker og andre finansielle institutioner. | stedet er
tredjeparternes behandling af dine persondata reguleret af deres egne privatlivspolitikker. Vi
opfordrer dig til at lese tredjeparternes politikker om beskyttelse af personlige oplysninger og
kende dine persondatarettigheder, fgr du interagerer med dem.

Hvis du bor i visse lande, kan vi behandle dine persondata forskelligt for at overholde gzldende
lovgivning om beskyttelse af personlige oplysninger i disse jurisdiktioner. Du kan ogsa have
specifikke rettigheder til privatlivets fred afhangigt af dit bopalssted. For at hjzlpe dig med at
forsta, hvilke rettigheder der galder for dig, indeholder denne erklaering om beskyttelse af

personlige oplysninger information, der er specifik for din bopzel.

Vi opfordrer dig til at laese denne erklaering om beskyttelse af personlige oplysninger og bruge den
som en hjzlp til at traeffe oplysninger pa et informeret grundlag. Begreber, som ikke pa anden
made er defineret i denne erklaering om beskyttelse af personlige oplysninger, forklares i afsnittet

Definitioner.

Vi kan revidere denne erklaering om beskyttelse af personlige oplysninger fra tid til anden for at
afspejle @&ndringer i vores virksomhed, tjenester eller geldende lovgivning. Hvis den reviderede
version krzaver varsel i overensstemmelse med galdende lovgivning, giver vi dig 30 dages
forudgaende varsel ved at offentligggre en meddelelse om a&ndringen pa siden Opdatering af
politikker eller Erklaering om beskyttelse af personlige oplysninger pa vores hjemmeside. Ellers
traeder den reviderede erklaering om beskyttelse af personlige oplysninger i kraft pa den
offentliggjorte ikrafttraedelsesdato. Hvis du er en ny bruger eller modtager denne erklaering om
beskyttelse af personlige oplysninger for fgrste gang, og der er en kommende @&ndring, der er
beskrevet pa siden Opdatering af politikker eller Erklaering om beskyttelse af personlige
oplysninger pa det tidspunkt, hvor du modtager denne erklaering, vil en sadan kommende a&ndring

galde for dig pa den angivne ikrafttradelsesdato.

lkke-kontoejere
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Enkeltpersoner uden en PayPal-konto eller -profil kan fa adgang til vores tjenester. Vi indsamler
persondata fra dig, selvom du ikke er kontoejer, nar du bruger vores tjenester, f.eks. nar du bruger
vores Betal uden en PayPal-konto, bruger ikke-maerkede betalingstjenester (f.eks. Braintree),
bruger en Fastlane-profil, eller nar du modtager en betaling via Visa+-tjenesten fra en PayPal-
kontoejer eller en betaling fra en betaler ved hjalp af Hyperwallet-tjenesterne. Hvis du betaler
uden en PayPal-konto, kan vi knytte dine betalingsoplysninger til din PayPal-konto, hvis du
senere opretter en PayPal-konto.

Meddelelse ved indsamling

Kategorier af personlige oplysninger, som vi indsamler

Kategorier af personlige oplysninger, der indsamles fra dig, herunder i forbindelse med dine
interaktioner med os og din brug af tjenesterne:

e Personlige identifikatorer: F.eks. navn, virksomhedsnavn, adresse, telefonnummer, e-
mailadresse, IP-adresse, enhedsoplysninger, oplysninger indsamlet fra cookies eller andre
sporingsteknologier, id udstedt af myndighederne, underskrift og andre oplysninger, der er
ngdvendige for at oprette en konto eller profil.

e Fortegnelser og betalingsoplysninger: F.eks. numre pa legitimationskort, id udstedt af
myndighederne, kontooverskriftsoplysninger, bankkonto- og registreringsnumre,
kortoplysninger, indkomst, belgb, du sender eller anmoder om, din betalingsmetode, din
betalingskortkonto, din finansielle konto eller din finansieringskonto i forbindelse med
tjenesterne, herunder udstederens navn, korttype, landekode, betalingskontonummer,
kontrolcifre (CVV-kode), brugernavn og IBAN-oplysninger.

e Oplysninger om transaktioner og oplevelser: F.eks. kontosaldoer, transaktionshistorik og
betalingsoplysninger, oplysninger om indkgbsvogne pa nettet, transaktionsnummer,
indkgbsaktivitet og varer eller tjenesteydelser, der overvejes pa partneres og forhandleres
websteder, leveringsadresse, leveringsmetoder og tilknyttede omkostninger ved betaling,
kgbshistorik, forhandleroplysninger, f.eks. forhandlerens navn, branche og postnummer,
kgberoplysninger, kabsoplysninger samt ordresporing og produktoplysninger.

o Kommercielle oplysninger: F.eks. betalingsbelgb, betaleroplysninger og fortegnelserne fra
tjenesterne.

e Geolokaliseringsdata: F.eks. GPS ("Global Positioning System"), som vi kan indsamle med dit
samtykke, hvis du har en konto til finansielle tjenesteydelser, og IP-baserede
geolokaliseringsdata under din brugeroplevelse eller baseret pa dine indstillingerne i din
mobilapp.

o Aktivitet pa internettet eller netvaerket: F.eks. interaktioner med vores tjenester, oplysninger
om svartid for websider, downloadfejl, dato og klokkeslaet, hvor du brugte tjenesten,
indkgbshistorik, placeringsoplysninger, sasom din IP-adresse, statistik over, hvordan sider
indlaeses eller vises, de websteder du besggte, fgr du kom til sitene, og andre oplysninger om
brug og browsing, der er indsamlet via cookies.

e Biometriske data: F.eks. stemmeidentifikation, billed-id eller ansigtsscanninger, som vi kan
indsamle, nar du i Igbet af brugeroplevelsen giver dit samtykke til at godkende dig i forbindelse

med bestemte handlinger, der er relateret til din konto, herunder f.eks. for at bekrafte din



identitet, fgr du far adgang til konti og tjenester, for at gendanne adgangskoder, opdatere
profiloplysninger, administrere betalinger og betalingsmetoder, flerne kontobegransninger og
ivaerksaette overfgrsler af kryptovaluta.

e Oplysninger i lydformat samt elektroniske, visuelle eller lignende oplysninger: F.eks. optagelser
af dine telefonsamtaler med kundeservice.

e Oplysninger om beskaftigelse eller ansaettelse: F.eks. virksomhedsoplysninger, jobbetegnelse,
e-mailadresser til kontaktpersoner, telefonnumre og skattenumre.

e Importerede kontaktoplysninger: F.eks. navn, adresse, telefonnummer, billeder, e-mailadresse
eller brugernavne, der er knyttet til de kontaktpersoner, du importerer eller indtaster manuelt.

e Oplysninger om kontoprofiler: F.eks. brugernavn, profilbillede, kgn eller personlig beskrivelse,
som du tilfgjer, og som kan indeholde fglsomme personlige oplysninger. Du kan til enhver tid
indstille din profil til "Privat".

e Oplysninger, du giver, nar du kontakter os: F.eks. dine svar pa spgrgeundersggelser, optagede
samtaler, chatsamtaler med os, e-mailkorrespondance med os, konto- eller profilstatus,
tilbagebetalingshistorik, stemmeidentifikation, sarbarhedsrelaterede oplysninger, som du har
angivet, og oplysninger om andre, hvis du vaelger at dele dem med os.

e Udledte data: F.eks. kgn, indkomst, browser- og kgbsvaner, kreditveerdighed, bedrageri- og
risikovurdering, dine praferencer og din shoppingadfaerd, som vi kan udlede baseret pa dine
transaktioner og interaktioner med vores tjenester, annoncer og tilbud eller med vores
partnere og forhandlere.

e Oplysninger i forbindelse med lovkrav: F.eks. oplysninger fra eksterne sanktionslister, herunder
navn, fgdselsdato, fedested, beskaeftigelse og arsagen til, at personen er pa de pageeldende
eksterne sanktionslister, i overensstemmelse med galdende lovgivning.

o Egenskaber ved beskyttede klassifikationer: F.eks. alder eller fgdselsdato, nationalitet,
handicap, statsborgerskab og militaerstatus.

e Foglsomme personlige oplysninger: F.eks. personnummer og skattenummer, myndighedsudstedt
og andet relateret id, bankkonto- og registreringsnumre, kortoplysninger,
betalingsoplysninger, biometriske data (som beskrevet ovenfor) eller pracise
geolokaliseringsdata, afhangigt af geeldende lovgivning om personlige oplysninger. | visse
jurisdiktioner (f.eks. i henhold til GDPR) betegnes dette ogsa som "oplysninger i szerlige
kategorier".

e Oplysninger fra din enhed: F.eks. sprogindstillinger, browser-id, enheds-id, enhedstype,
cookiepraeferencer, tidszone, operativsystem, platform, skaeermoplgsning og lignende
oplysninger om dine enhedsindstillinger, enhedens webbrowser og internetforbindelse samt

data, der er indsamlet fra cookies eller andre sporingsteknologier.

Vi kan ogsa indhente personlige oplysninger, der horer ind under ovenstaende kategorier,
fra folgende kategorier af kilder:

¢ Udelukkede tjenester, herunder Venmo og PayPal Honey.
e Tredjeparter, herunder tjenesteudbydere, partnere og forhandlere, betalingspartnere, sasom
betalingsnetvaerk og betalingsbehandlere, kreditoplysningsbureauer og offentlige og private

kreditdatabaser ("CRA'’er"), offentlige institutioner, datamaeglere og pengeinstitutter.



e Tilknyttede konti, herunder ikke-finansielle eller finansielle konti, sdsom konti pa sociale
medier, e-mailkonti eller bank-, kort- eller investeringskonti, som du accepterer at knytte til
PayPal. Du kan til enhver tid fierne tilknytningen af dine konti. Hvis du vzelger at tilknytte
disse konti eller dele sadanne oplysninger med os, indsamler og behandler vi dem med jaevne
mellemrum, indtil du ophaever tilknytningen af kontoen.

e Tredjepartsapps, som du valger at bruge, herunder Apple App Store, Google Play Butik eller
sociale netvaerkssider.

e Medlemmer af PayPal-koncernen fra tid til anden, f.eks. den PayPal-virksomhedsgruppe, der
er anfgrt under Vores kontaktoplysninger.

e Nar du handler pa en partners eller forhandlers websted, kan partneren eller forhandleren
videregive personlige oplysninger til PayPal, og vores brug af sddanne oplysninger vil ske i
henhold til denne erklzering om beskyttelse af personlige oplysninger og PayPals relevante
brugeraftale.

Sadan bruger vi personlige oplysninger

Vi kan behandle dine personlige oplysninger til flere forskellige formal, herunder for at levere
vores tjenester, sikre beskyttelse mod svindel og misbrug samt for at overholde geldende
lovgivning. Vi bruger ogsa personlige oplysninger til at give dig mulighed for at anvende visse
funktioner, der kan vaere af interesse for dig, sasom synkronisering af din kontaktliste med din
konto, personlig tilpasning af indhold og tilbud, malrettet annoncering eller tilknytning med en
tredjepartsplatform. Nogle af disse funktioner kan tilbydes med mulighed for fravalg eller kraever
dit samtykke, fgr de kan aktiveres. Du kan til enhver tid traekke dit samtykke tilbage, som
beskrevet i Dine databeskyttelsesrettigheder.

Vi kan indsamle personlige oplysninger med fglgende formal:

e At levere vores tjenester. Vi kan bruge personlige oplysninger til at hjaelpe dig med at sende,
modtage eller anmode om penge, igangsaette en betaling, fgje penge til en konto, betale en
regning, administrere dine kgb, vise forsendelsesmuligheder og tilknyttede omkostninger, nar
du betaler, vise dig dine profil-, konto- og betalingsoplysninger, sende og modtage
transaktioner og bevise, at de er blevet udfgrt, vurdere din kreditvaerdighed i forbindelse med
vores tjenester, bekrzefte din identitet (ogsa ved hjalp af elektronisk underskrift) og dine
kontaktoplysninger, godkende din adgang til din konto eller profil og bekraefte, at dine konto-
eller profil- og betalingsoplysninger er ngjagtige og opdaterede.

o | forbindelse med Visa+ modtager vi modtagerens navn og betalingsoplysninger fra Visa og
digitale tegnebgger fra tredjeparter, der deltager i Visa+, med henblik pa at behandle og
matche Visa+-betalingstransaktioner mellem deltagende digitale tegnebgger og PayPal.

o Hvis du bruger Fastline, vil vi i nogle tilfaelde genkende dig som Fastlane-bruger, nar du
foretager keb pa en deltagende partners eller forhandlers websted, og vi kan i disse tilfaelde
bede dig om at foretage bestemte interaktioner med en partner eller forhandler, herunder
at oprette en butiks- eller loyalitetskonto ved hjalp af din Fastlane-profil. Vi bruger ogsa
dine personlige oplysninger og oplysninger om betalingsmetoder til at afggre, om den
betaling, du foretager hos en deltagende partner eller forhandler, er autoriseret af dig og



sandsynligvis vil blive autoriseret af den betalingsmetode, du valger at bruge, nar du
foretager et kgb, ved hjaelp af oplysninger fra din Fastlane-profil.

o At levere kvitteringer i forbindelse med PayPal Point of Sale-tjenester (tidligere Zettle by
PayPal). Kgbere, der bruger vores PayPal salgsstedstjenester (herunder Venmo Tap to Pay),
kan vealge at give os dine kontaktoplysninger, sa vi kan sende dig digitale kvitteringer. Hvis du
giver din e-mailadresse eller dit mobilnummer til en Partner eller Forhandler, der bruger
PayPal Point of Sale, kan vi huske dine oplysninger, naeste gang du kegber noget hos en
forhandler, der bruger PayPal Point of Sale i sin fysiske butik, hvis du bruger det samme
betalingskort. Dette gaelder, selvom du ikke tidligere har kgbt noget hos den pagaldende
Forhandler. Det betyder, at din e-mailadresse eller dit mobilnummer allerede kan ses i
kvitteringsvisningen, naeste gang du foretager et kgb hos en forhandler, der benytter et
PayPal-salgssted i sin fysiske butik.

e Administrere, analysere og forbedre vores tjenester. Vi kan bruge persondata til at udvikle nye
produkter og funktioner, til at administrere vores tjenester, til at fremme sikkerheden og
trygheden af tjenesterne, til kundeanalyse og interne operationer (f.eks. til fejlfinding) og
procedurer, dataanalyse, test, forskning og statistiske formal. Vi kan ogsa bruge dine
transaktions- og oplevelsesdata pa et samlet niveau med henblik pa at opna forretningsindsigt.
Vi kan dele disse oplysninger med tredjeparter sasom vores partnere og forhandlere for at
hjelpe med at forbedre deres produkter og tjenester.

e Al og automatiseret beslutningstagning. Vi kan bruge persondata til at traene vores modeller
med kunstig intelligens (Al), der driver vores tjenester og hjelper os med at levere mere sikre,
effektive og personligt tilpassede tjenester. PayPal bruger ogsa automatiseret
beslutningstagning til at levere vores produkter og tjenester, udfgre risikoanalyser, forebygge
bedrageri og implementere risikostyring for at beskytte vores kunder og virksomheder,
herunder for at forhindre bedrageri mod vores partnere og forhandlere og strategiske
foretagender. Se afsnittet om Al og automatiseret beslutningstagning for at fa mere at vide.

e At administrere din kreditvaerdighed. | henhold til geeldende lovgivning bruger og udveksler vi
personlige oplysninger om dig med kreditvurderingsbureauer med henblik pa at vurdere
kreditvaerdighed og produktegnethed, bekraefte din identitet, spore og inddrive gald og
forhindre bedrageri og kriminel aktivitet. Disse oplysninger kan gives af
kreditvurderingsbureauer til andre organisationer med henblik pa at udfgre lignende kontroller
samt for at spore din placering og inddrive gzld, du skylder.

e At tilknytte oplysninger om dig. Hvis du bruger vores tjenester uden en PayPal-konto, kan vi
knytte sadanne transaktioner til din PayPal-konto, hvis du senere opretter en konto. Hvis du
bruger én af folgende — Fastlane, Venmo eller PayPal Honey — kan vi tilknytte oplysninger om
dine transaktioner og oplevelser med at bruge disse tjenester for at tilpasse indhold og tilbud
og forbedre din brug af PayPal-tjenesterne.

e At markedsfore vores tjenester. Vi kan bruge personlige oplysninger til at give dig oplysninger,
nyheder og markedsfgre vores tjenester, herunder hvor vi samarbejder med andre for at tilbyde
lignende tjenester til at markedsfgre om vores partnere og forhandlere. Vi bruger personlige
oplysninger, herunder nar vi tilknytter oplysninger om dig, til bedre at forsta og imgdekomme

dine interesser.



e Konkurrencer, tilbud og events. Vi kan bruge personlige oplysninger til at muligggre din
deltagelse i konkurrencer, tilbud og events.

e At kommunikere med dig. Vi kan bruge dine personlige oplysninger til at kommunikere med
dig, f.eks. ved at besvare et spgrgsmal, du har sendt til vores kundeserviceteam.

e At overholde lovgivning og fore tilsyn med risici. Vi kan bruge personlige oplysninger til at
overholde gzldende love og regler (herunder bekaeempelse af hvidvaskning af penge (“AML”),
bogfaringslove og -regler, der er udstedt af vores udpegede banker og relevante kortnetvaerk,
og Kend din kunde ("KYC")), handhave vores aftaler med dig og andre, der bruger vores
tjenester, og etablere og udgve eller forsvare et retskrav eller en inddrivelsesproces. Vi udfgrer
ogsa screening af sanktioner, indberetter til skattemyndigheder, politimyndigheder,
retshandhavende myndigheder og tilsynsmyndigheder, hvor vi ikke er forpligtet af geldende
lovgivning, men hvor vi i god tro mener, at deling af oplysningerne er ngdvendig for at
overholde gzldende lovgivning. Derudover vil vi udfere risikostyring, herunder vurdering af
kreditvaerdighed og kvalitet, vurdering af produkters egnethed, identitetsbekraeftelse, sporing
og inddrivelse af gaeld, forebyggelse af kriminalitet, bedrageri og svindel, reducering af
forsikringsrisici og overholdelse af kapitalkrav i henhold til geeldende lovgivning.

e At behandle oplysninger om dine kontaktpersoner. Vi kan bruge personlige oplysninger til at
gore det nemt for dig at finde og oprette forbindelse til dine kontaktpersoner, forbedre
betalingsngjagtigheden og foresla forbindelser med personer, du maske kender. Ved at give os
oplysninger om dine kontaktpersoner bekraefter du, at du har tilladelse til at give disse

oplysninger til PayPal til de formal, der er beskrevet i denne erklsering om beskyttelse af

personlige oplysninger.

e At oprette forbindelse mellem din konto og en tredjepartskonto eller -platform. Vi kan bruge
personlige oplysninger til at oprette forbindelse til en tredjepartskonto, f.eks. din konto pa
sociale medier, for at muligggre betalingstransaktioner, eller til en finansiel institution nar du
knytter en konto til PayPal eller knytter din PayPal-konto til en anden finansiel institution,
direkte eller gennem brug af en aggregator.

e At sende dig lokalt relevante muligheder og med hensyn til sikkerhed. Hvis du accepterer, at vi
sporer din praecise geolokation, kan vi tilpasse vores tjenester i forhold til sprog og indhold,
f.eks. ved at vise muligheder, funktioner, tilbud, annoncer og sggeresultater baseret pa din
placering. Selvom du ikke giver os mulighed for at spore din ngjagtige placering, kan vi stadig
bruge din adresse til at sende dig placeringsbaserede muligheder fra virksomheder i nzerheden
af din adresse. Derudover vil vi anvende pracis geolokalisering for at styrke sikkerheden pa
websteder og tjenester. Vi indsamler pracise geolokaliseringsdata fra brugere, mens de er
logget ind pa deres finansielle konto.

o At tilpasse din oplevelse og udvikle produktanbefalinger. Vi kan bruge personlige oplysninger til
at give dig tilbud og belgnninger, vise annoncer eller pa anden made tilpasse din oplevelse,
f.eks. ved at bruge forretningsdata fra keb og anden adfaerd pa vores og vores partneres eller
forhandleres websteder eller apps med henblik pa at udvikle anbefalinger om produkter,
maerker, stgrrelser, praeferencer og stilarter, som vi leverer til vores partnere og forhandlere, sa
de kan anbefale relevante produkter til dig.

o At huske dine indstillinger. Vi kan huske dine praeferencer til naeste gang, du bruger



tjenesterne, sasom hvilke af dine betalingsmetoder du foretrakker, eller om du vaelger at
modtage digitale kvitteringer via e-mail eller sms, nar du betaler.

e Cookies og trackers pa hjemmesider. Nar du bruger vores tjenester samt andre
tredjepartshjemmesider og -tjenester, kan vi bruge sporingsteknologier som cookies. Laes om
vores brug af cookies og sporingsteknologier for at fa flere oplysninger.

Bemaerk, at visse jurisdiktioner kraever, at der gives et retsgrundlag for behandling af personlige
oplysninger. Laes om vores retsgrundlag for behandling af personlige oplysninger for at fa mere at
vide om vores retsgrundlag for behandling af personlige oplysninger i henhold til
databeskyttelsesforordningen i EU og Storbritannien. Vi anvender de samme retsgrundlag for
behandling i henhold til andre love om beskyttelse af personlige oplysninger, der har tilsvarende

krav.

Hvornar og hvordan deler vi dine personlige oplysninger med

andre?

Vi videregiver dine personlige oplysninger til tjenesteudbydere og tredjeparter, herunder dem, der
deltager i betalingsnetvaerket, for bedre at kunne levere tjenester, beskytte vores kunder mod
risiko og bedrageri, markedsfare vores produkter og overholde vores juridiske forpligtelser. Vi kan
bruge og videregive dine fglsomme personlige oplysninger, hvis det er tilladt, med henblik pa at
udfgre legitime forretningsaktiviteter, og som det er tilladt ved lov (f.eks. med samtykke eller til
visse formal, der ikke kraever, at vi tilbyder en ret til at begraense brugen og videregivelsen af
fglsomme personlige oplysninger).

Vi kan videregive persondata til folgende kategorier af tjenesteudbydere:

¢ Tjenesteudbydere. Vi kan videregive personlige oplysninger til vores tjenesteudbydere, der
handler ud fra vores anvisninger og pa vores vegne med henblik pa at udfgre tjenester, som vi
outsourcer til dem, sasom Al-udbydere, forebyggelse af bedrageri, opkraevning af regninger,
forsendelser, behandling af betalinger, markedsfgring, forskning, overholdelse af lovgivning,
revision, virksomhedsledelse, kommunikation, tekniske og/eller designtjenester, IT-udvikling,
vedligeholdelse, hosting og understgttelse af kundeservice. Ifglge vores kontrakter ma disse
tjenesteudbydere kun bruge dine oplysninger i forbindelse med de tjenester, de udfgrer for os,
og ikke til deres egen fordel. | henhold til geeldende databeskyttelseslovgivning kan du,
afthaengigt af dit bopaelsland- eller omrade, finde et link til disse
tredjepartstjenesteudbydere, herunder formalet med videregivelsen, typer af oplysninger, der

videregives, osv.

Vi kan ogsa videregive persondata til felgende kategorier af tredjeparter:
¢ Medlemmer af PayPal-koncernen fra tid til anden, f.eks. PayPal-familien af virksomheder,
der er angivet i vores kontaktoplysninger, med henblik pa blandt andet (men ikke begraenset
til) at levere af de tjenester, du har anmodet om eller godkendt, risikostyring, hjeelp til at
opdage og forhindre potentielt ulovlige og svigagtige handlinger og andre overtraedelser af
vores politikker og aftaler og hjzelp til at administrere tilgeengeligheden og forbindelsen af

PayPals produkter, tjenester og kommunikation.
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¢ Udelukkede tjenester. Vi kan videregive personlige oplysninger til de udelukkede tjenester
(som defineret nedenfor), herunder Venmo for at levere tjenesterne til dig, tilpasse din brug af
tjenesterne og administrere vores virksomhed, eller PayPal Honey for at administrere vores
Rewards-program.

e myndigheder. Vi kan videregive persondata til myndigheder, hvis det er tvunget af en
staevning, retskendelse eller lignende juridisk procedure, nar det er ngdvendigt for at overholde
loven, eller hvor videregivelse af persondata med rimelighed er ngdvendig for at forhindre
fysisk skade eller gkonomisk tab, rapportere mistanke om ulovlig aktivitet eller undersgge
overtradelser af den relevante aftale, eller som pa anden made kraeves ved lov. Sdadanne
myndigheder omfatter domstole, offentlige myndigheder, retshandhavende myndigheder og
tilsynsmyndigheder. Vi kan ogsa blive bedt om at give andre tredjeparter oplysninger om din
brug af vores tjenester, f.eks. for at overholde regler for tilknytning af kort, for at undersgge
eller handhaeve overtradelser af vores brugeraftale eller for at forhindre fysisk skade eller
ulovlig aktivitet.

¢ Andre finansielle institutioner Vi kan videregive personlige oplysninger til finansielle
institutioner for i faellesskab at tilbyde et produkt, f.eks. PayPal Credit, PayPal Savings, PayPal
Cashback Mastercard og PayPal Extras Mastercard.

¢ Betalingsnetvark og -behandlere. Vi kan videregive personlige oplysninger til
betalingsnetvaerk og -behandlere for at lette betalingsbehandlingen eller for at fgje kort til din
digitale tegnebog. | forbindelse med betalingstransaktioner vil dine personlige oplysninger blive
delt med den udbyder, som leverer betalingstjenester til den deltagende partner og forhandler
for at ggre det muligt at behandle betalingstransaktionen. Partnerens og forhandlerens
betalingstjenesteudbyder kan i sadanne tilfaelde vaere PayPal eller en anden
betalingstjenesteudbyder.

o Bureauer til forebyggelse af bedrageri og identitetsbekrzeftelse. Vi kan videregive
personlige oplysninger til bureauer til forebyggelse af bedrageri og identitetskontrol og andre
virksomheder pa tvaers af brancher for bedre at kunne opdage aktiviteter, der tyder pa
bedrageri.

o Kreditoplysnings- og inkassobureauer. Vi kan videregive personlige oplysninger til sdadanne
bureauer for at inddrive ubetalt forfalden gaeld gennem en tredjepart, f.eks. et inkassobureau.
Vear opmarksom pa, at disse parters erklaeringer om beskyttelse af personlige oplysninger
geelder for behandlingen af personlige oplysninger, som du deler direkte med dem, og de kan
indberette din ubetalte geeld til kreditoplysningsbureauer, hvilket kan pavirke din
kreditvaerdighed eller mulighed for at optage kredit i fremtiden.

e Andre PayPal-kontoejere med henblik pa at gennemfgre en transaktion. Vi kan videregive
personlige oplysninger til andre PayPal-kontoejere for at gennemfgre en transaktion, hvis det
er ngdvendigt. Dette geelder ogsa, nar du interagerer med annoncer eller tilbud, som vi leverer,
der vedrgrer en af vores partnere og forhandlere. De personlige oplysninger, der kan deles med
andre PayPal-kontoejere, omfatter brugernavn, profilbillede, for- og efternavn, e-mailadresse,
by og telefonnummer i overensstemmelse med dine kontoindstillinger.

¢ Andre brugere i overensstemmelse med dine kontoindstillinger. | overensstemmelse med

dine kontoindstillinger eller praeferencer for PayPal.Me kan dine personlige oplysninger ses af
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andre kontoejere (f.eks. brugere af Venmo eller tredjepartsbetalingsnetvaerk og -behandlere)
for at muligggre transaktioner. En bruger kan f.eks. sgge efter din konto for at pabegynde en
betaling som en del af funktionen Send penge. Baseret pa dine kontoindstillinger kan de
oplysninger, der vises til andre brugere, omfatte brugernavn, profilbillede, for- og efternavn,
e-mailadresse, telefonnummer, by og delstat, maned og ar for oprettelse af PayPal-kontoen og
andre oplysninger, du inkluderer i 'Om dig"™-afsnittet pa din konto.

Andre brugere, hvis du har en virksomhedsprofil. Hvis du har en virksomhedsprofil, viser vi
et betalingslink og videregiver visse oplysninger om dig til andre brugere, herunder dit navn
eller virksomhedsnavn, profilbillede eller logo og den by, der er knyttet til din PayPal-konto,
samt samlet salgstid hos os, samlet antal fglgere og samlet antal unikke brugere, der har betalt
dig inden for det seneste ar. Hvis du har en virksomhedsprofil, kan du vzelge at vise andre
oplysninger til andre brugere, f.eks. din postadresse, dit telefonnummer, din e-mailadresse og
din hjemmeside, i overensstemmelse med indstillingerne for din virksomhedsprofil.

Din fuldmaegtige eller juridiske reprasentant. Vi kan videregive personlige oplysninger til
din fuldmaegtige eller juridiske reprasentant, f.eks. indehaveren af en fuldmagt, som du
udsteder, eller en vaerge udpeget for dig.

Tilknyttede konti. Hvis du vaelger at knytte din PayPal-konto til en tredjepartskonto, kan vi
videregive personlige oplysninger til tredjeparter, der faciliterer denne tilknytning.

Partnere og forhandlere, deres tjenesteudbydere og andre, der er involveret i en
transaktion. Vi kan videregive personlige oplysninger til disse parter, der er involveret i en
transaktion, sasom dit brugernavn, din adresse, dit telefonnummer og din e-mailadresse, for
at muliggere keb og levering af varerne i transaktionen. Nar du f.eks. bruger tjenesterne til at
foretage onlinekgb, gemmer dine betalingsoplysninger hos Fastlane, betaler andre brugere, der
bruger tjenesterne, betaler modtagere via Visa+, returnerer varer, eller nar du deltager i
transaktioner via betalingsnetvaerket, kan vi videregive oplysninger om dig og din konto eller
Fastlane-profil til de andre parter (eller deres tjenesteudbydere), der er involveret i
behandlingen af dine transaktioner. Hvis du vaelger at interagere med deltagende partnere og
forhandlere, videregiver vi dine profiloplysninger til disse deltagende partnere eller forhandlere
og deres tjenesteudbydere samt med det formal at understgtte din transaktions- og
kgbsoplevelse eller en anden interaktion pa deltagende partneres eller forhandleres websteder.
Dette galder ogsa, nar du interagerer med annoncer eller tilbud, som vi leverer vedrgrende en
af vores partnere og forhandlere. Bemaerk, at nar personlige oplysninger deles med partnere og
forhandlere (eller deres tjenesteudbydere), der er involveret i en transaktion, er partnernes og
forhandlernes (eller deres tjenesteudbyders) behandling af dine personlige oplysninger
underlagt partnernes og forhandlernes egne politikker om beskyttelse af personlige oplysninger
og procedurer.

o Vi kan ogsa videregive personlige oplysninger til partnere og forhandlere for at ggre det
muligt for dem at benytte vores tjenester og understgtte dine transaktioner. Nar du f.eks.
besgger en deltagende partners og forhandlers websted eller app, kan partneren og
forhandleren kontrollere, om du er bruger af PayPals tjenester, og prasentere en anbefalet
betalingsmetode for dig for at forenkle din betalingsproces.

For vores PayPal-kunder kan vi ogsa videregive dine personlige oplysninger til partnere og



forhandlere, som du og vi interagerer med, for at hjaelpe os selv og partnere og forhandlere
med at tilpasse tjenester og tilbud, sa du kan fa en bedre og mere relevant oplevelse. De
personlige oplysninger, vi videregiver, omfatter f.eks. produkter, stgrrelser, praeferencer og
stilarter, som vi tror, du vil synes om.

o Medmindre vi ved lov er forpligtet til at indhente dit samtykke, videregiver vi personlige
oplysninger, der er indsamlet fra dig efter den 27. november 2024 (eller tidligere, hvis du
giver dit samtykke) med henblik pa at skabe personligt tilpassede kgbsoplevelser i USA.

o Hvis du vil fravaelge videregivelse af personlige oplysninger til partnere og forhandlere med
henblik pa personligt tilpassede kgbsoplevelser, skal du logge pa din PayPal-konto og aendre
dine praeferencer i indstillingerne for persondata.

o Hvis du fravaelger dette, vil vi fortsat videregive dine personlige oplysninger i det omfang,
det er ngdvendigt for at gennemfgre transaktioner, du har pabegyndt, men vi vil ikke
videregive personlige oplysninger til partnere og forhandlere med henblik pa personligt
tilpassede kgbsoplevelser.

¢ Andre tredjeparter. Vi kan videregive personlige oplysninger til andre tredjeparter. Vi
videregiver f.eks. personlige oplysninger til annonceringsplatforme efter din anvisning. Vi
videregiver ogsa personlige oplysninger til sikkerhedstjenesteudbydere for at forhindre
uautoriseret adgang til vores tjenester. Dette gaelder ogsa for parter, vi samarbejder med om
markedsfgringsformal, saerligt for at vise dig annoncer og tilbud, der er skraeddersyet til dine
interesser. Vaer opmaerksom pa, at disse parters erklzering om beskyttelse af personlige
oplysninger gzlder for de personlige oplysninger, som du deler direkte med dem. F.eks.
bruger vi Googles reCAPTCHA til at forhindre misbrug af vores tjenester, nar du tilgar vores
mobilapp. Vi kan ogsa bruge Googles funktion til automatisk udfyldning af adresser til at sikre,
at din adresse er korrekt. Googles privatlivspolitik og vilkar for brug geelder for de personlige
oplysninger, du deler med dem. Til markedsfgringsformal kan vi bruge tredjeparter til at
identificere og vise annoncer pa vores tjenester, der er skraeddersyet til dine interesser, og
spore interaktioner med disse annoncer. Dine interaktioner med sadanne annoncer er underlagt
deres politik om beskyttelse af personlige oplysninger.

¢ Kobere i forbindelse med en virksomhedsoverdragelse. Vi kan videregive personlige
oplysninger til en kgber i forbindelse med en virksomhedsoverdragelse. Hvis vi f.eks. er
involveret i en fusion, et opkgb eller et salg af hele eller en del af vores virksomhed eller
aktiver, herunder tilgodehavender og geld, kan vi i henhold til relevante databeskyttelsesvilkar
videregive dine personlige oplysninger til en interesseret eller faktisk kgber af disse
virksomheder eller aktiver. Hvis PayPal eller en betydelig del af PayPals aktiver erhverves af en
tredjepart, kan personlige oplysninger ogsa blive videregivet til denne tredjepart.

Vi kan videregive dine fglsomme personlige oplysninger i tilfaelde, hvor det er relevant for
udfgrelsen af vores legitime forretningsaktiviteter, som du har givet samtykke til, eller som er
tilladt ved lov. Se ogsa "Salg" og "Deling" af personlige oplysninger for at fa mere information for
enkeltpersoner i USA.

Hvor laenge vi opbevarer dine personlige oplysninger
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Vi opbevarer personlige oplysninger, sa leenge det er ngdvendigt eller tilladt i forbindelse med det
formal, hvortil de blev indsamlet, og i overensstemmelse med galdende lovgivning.

De kriterier, der bruges til at bestemme vores opbevaringsperiode, er som fglger:

Personlige oplysninger, der bruges til det igangvaerende forhold mellem dig og PayPal, opbevares i
hele forholdets varighed plus en periode pa 10 ar eller en periode, der er pakraevet i henhold til
gxldende lokal lovgivning, nar vores forhold ophgrer, medmindre det er ngdvendigt for os at
opbevare dem lengere i henhold til, hvad der er tilladt i den gaeldende lovgivning, f.eks.:

e Nar det er i overensstemmelse med en juridisk forpligtelse, som vi er underlagt, eller nar det er
tilladt i henhold til geeldende lovgivning, f.eks. i henhold til gaeldende konkurslovgivning og
forpligtelser i forbindelse med bekampelse af hvidvaskning af penge.

e | forbindelse med praksis for retssager, undersggelser, revision og overholdelse af lovgivning
eller for at beskytte mod juridiske krav.

¢ Vi opbevarer personlige oplysninger i det korteste tidsrum, der er ngdvendigt, hvor opbevaring
er tilradeligt i lyset af praksis for retssager, undersggelser, revision og overholdelse af
lovgivning eller for at beskytte mod juridiske krav.

Vi opbevarer biometriske oplysninger, sa leenge det er ngdvendigt eller tilladt i betragtning af det
formal, hvortil de blev indsamlet, og ikke i mere end 3 ar efter, at din konto lukkes, medmindre
andet kraeves i henhold til geeldende lovgivning.

Al og automatiseret beslutningstagen

Vi kan behandle dine persondata ved hjalp af Al og/eller automatiseret
beslutningstagningsteknologi under de omstaendigheder, der er beskrevet nedenfor:

e Automatiseret beslutningstagen. PayPal bruger automatiseret beslutningstagningsteknologi
til at foretage vurderinger eller beslutninger, herunder i forbindelse med risiko, bedrageri og
kreditvaerdighed, hvor det er tilladt og i overensstemmelse med gaeldende lovgivning. Vores
teknologi til automatiseret beslutningstagning kan bruge profileringsteknikker til at evaluere
personlige aspekter om dig, herunder til at analysere eller forudsige din skonomiske situation,
palidelighed og/eller adfaerd. Dette ggr os f.eks. i stand til at vurdere, om du viser traek, der
indikerer en mulig kreditrisiko eller finansiel risiko, hvidvaskning af penge eller svigagtig
aktivitet, som er uforenelige med eventuelle oplysninger, du har sendt til os, eller som tyder
pa, at du har skjult din rigtige identitet. Nar der traffes en automatiseret beslutning, kan
PayPal behandle brugernes personlige oplysninger. Hvis vi vurderer, at du udger en risiko med
hensyn til kredit, bedrageri, hvidvaskning af penge eller andre risici, kan vi naegte at levere nye
tjenester til dig, stoppe med at levere tjenester, du bruger i gjeblikket, eller saette
begransninger for de tjenester, du bruger. Brugere kan udgve deres rettigheder i forbindelse
med automatiseret beslutningstagning som beskrevet i Dine databeskyttelsesrettigheder.

o Agentisk Al. PayPal er forpligtet til at tilbyde innovative og tilpassede oplevelser, og vi kan,
direkte eller gennem vores betroede partnere, give dig adgang til Agentic Al-vaerktgjer
("Agentic Al-veerktgjer"). Disse Al-varktgjer er udviklet til at arbejde relativt selvstaendigt,
hvilket ggr dem i stand til at udfgre opgaver, komme med anbefalinger og endda pabegynde



handlinger pa dine vegne, alt imens de leerer af dine interaktioner. Agentbaserede Al-vaerktgjer
bruger generativ Al-teknologi til at forbedre din oplevelse pa PayPal-platformen.

Vi opfordrer dig til ngje at overveje anbefalingerne og handlingerne fra de agentbaserede Al-
vaerktgjer. Vores agentbaserede Al-vaerktgjer er ikke udviklet til at traeffe beslutninger, der har
juridiske eller tilsvarende vaesentlige konsekvenser, sasom beslutninger med juridiske,
medicinske, gkonomiske eller beskaftigelsesmaessige implikationer, og du ma ikke bruge (eller
forsgge at bruge) dem til sadanne formal. Disse veerktgjer er kun beregnet til at give generel
hjaelp og indsigt, og du bgr ikke regne med, at de kan erstatte din egen demmekraft og
ekspertise.

Agentiske Al-varktgjer kraever adgang til visse oplysninger for at fungere effektivt. Nar du
bruger disse vaerktgjer, vil de have adgang til dine persondata, herunder forespgrgsler,

praeferencer, interesser, kgbshistorik og betalingsoplysninger.

Vores brug af cookies og sporingsteknologier

Nar du interagerer med vores tjenester, abner e-mails, som vi sender dig, eller besgger en
tredjepartshjemmeside, som vi leverer tjenester til, bruger vi og vores partnere cookies til at give
dig adgang til vores websteder, tjenester, apps og vaerktgjer, genkende dig som bruger, tilpasse
dine onlineoplevelser og dit onlineindhold, herunder for at vise dig interessebaseret annoncering,
udfgre analyser, mindske risici og forhindre potentielt bedrageri samt fremme tillid og sikkerhed
pa tveers af vores tjenester. Vi bruger cookies til at indsamle oplysninger om din enhed,

oplysninger om internetaktivitet og generere udledninger som beskrevet ovenfor.

Hvor det er passende, anvender vi sikkerhedsforanstaltninger, som forhindrer uautoriseret adgang
til vores cookies og lignende teknologi. Et unikt id sikrer, at det kun er os eller vores autoriserede
tjenesteudbydere, der har adgang til cookiedata.

Tjenesteudbydere er virksomheder, der hjzlper os med forskellige aspekter af vores
virksomhedsdrift, f.eks. drift af websteder, tjenester, apps, annoncer og varktgjer. Vi bruger
muligvis autoriserede tjenesteudbydere til at hjaelpe os med at vise dig relevante annoncer pa
vores tjenester og andre steder pa nettet. Disse tjenesteudbydere kan ogsa placere cookies pa din
enhed via vores tjenester (tredjepartscookies). De kan ogsa indsamle oplysninger, der hjalper dem

med at identificere din enhed, f.eks. IP-adresser og andre unikke id'er eller enheds-id'er.

Visse aspekter af og funktioner pa vores tjenester og websteder er kun tilgengelige ved hjzlp af
cookies, sa hvis du valger at deaktivere eller afvise cookies via dine enheds- eller
browserindstillinger, kan din brug af webstederne og tjenesterne vaere begranset eller ikke mulig.
Do Not Track

Nogle webbrowsere har en valgfri indstilling kaldet "Do Not Track" ("DNT"), som giver dig
mulighed for at fravaelge at blive sporet af annoncgrer og visse tredjeparter. Da mange af vores
tjenester ikke fungerer uden sporingsdata, reagerer vi ikke pa DNT-indstillinger.

Hvis du vil vide mere om, hvordan vi bruger cookies, kan du laese vores oversigt over cookies og
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sporingsteknologier. Du kan fa mere at vide om, hvordan du fravaelger denne form for
sporingsteknologi, ved at ga til Om annoncer.

Dine databeskyttelsesrettigheder

| henhold til geeldende databeskyttelseslove, afthaengigt af dit bopalsland og med forbehold for
geldende undtagelser og definitionsforskelle mellem forskellige love, kan du have visse
rettigheder med hensyn til, hvordan dine personlige oplysninger indsamles, opbevares, bruges og
deles.

Uanset om du beslutter dig for at udgve dine persondatarettigheder eller ej, vil vi ikke
diskriminere eller nzegte dig tjenester, opkraeve andre priser eller give dig et andet serviceniveau
udelukkende fordi, du udgver dine persondatarettigheder. Selvom visse personligt tilpassede
tjenester til PayPal-kunder muligvis ikke giver det samme niveau af personalisering, hvis du

beslutter dig for at begraeense mangden af persondata, du deler med os.

Sadan udgver du dine rettigheder
Vi anerkender, hvor vigtigt det er for dig at kunne kontrollere brugen af dine personlige

oplysninger, og vi giver dig flere muligheder for at udgve dine persondatarettigheder.

Hvis du eller en autoriseret repraesentant, hvor det er tilladt, gnsker at udgve nogen af dine
rettigheder i forbindelse med dine personlige oplysninger pa din kontoprofil, skal du fglge
vejledningen om, hvordan du udgver dine databeskyttelsesrettigheder, nedenfor.

Selvom du ikke har en PayPal-konto (f.eks. hvor du bruger Betal uden en PayPal-konto), kan du

finde vejledning i, hvordan du indsender en anmodning om persondatarettigheder.

Vi skal muligvis forst bekraefte, hvem du er, fgr vi kan svare pa din anmodning. Hvis det er tilladt
eller pakrzaevet i henhold til lovgivningen om beskyttelse af personlige oplysninger, kan vi bede dig
om at give os de oplysninger, der er ngdvendige for med rimelighed at bekrafte din identitet, for
vi svarer pa din anmodning. Vi sammenligner de oplysninger, du sender, med vores interne
forretningsoplysninger for at bekraefte din identitet. Hvis vi ikke kan bekraefte din identitet, vil vi
muligvis ikke kunne imgdekomme din anmodning, medmindre rettigheden ikke kraever
bekraftelse. Hvis vi afviser din anmodning helt eller delvist, kan du have ret til at blive informeret
om vores grunde til ikke at foretage os og om muligheden for at appellere vores afggrelse eller
indgive en klage til en tilsynsmyndighed og sgge retsmiddel. Under sadanne omstaendigheder vil vi
give dig oplysninger om appelprocessen. Du kan ogsa kontakte os, som anfgrt i vores
kontaktoplysninger.

Autoriserede repraesentanter

Hvis vi modtager din anmodning fra en autoriseret agent, kan vi bede om bevis for, at du har givet
en sadan agent en fuldmagt, eller at agenten pa anden made har gyldig skriftlig bemyndigelse til
at indsende anmodninger om at udgve rettigheder pa dine vegne, herunder et veergemal,
bevaringsmal eller anden beskyttelsesordning.

Dine rettigheder

Din ret til at kende og anmode om en kopi af dine personlige oplysninger. Hvis du vil anmode
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om de personlige oplysninger, som vi har indsamlet om dig, har du forskellige muligheder for at
gore fglgende:

e Log pa din eller dine PayPal-konti eller profiladministrationsportalen, og send en anmodning.
e Hvis du bor i USA, skal du ringe til os eller kontakte os pa anden made og anmode om, at vi
giver dig de oplysninger, vi har indsamlet. Hvis du bor i et andet land, henviser vi til vores

kontaktoplysninger.

Din ret til at anmode om en liste over specifikke tredjeparter. Hvis du vil anmode om en liste
over de specifikke tredjeparter, vi har videregivet dine personlige oplysninger til:
e Hvis du bor i USA, skal du ringe til os eller kontakte os pa anden made og anmode om, at vi
giver dig de oplysninger, vi har videregivet. Hvis du bor i et andet land, kan du ogsd indsende

en anmodning via Hjalp.

Din ret til berigtigelse af dine personlige oplysninger Hvis du vil rette nogle af dine personlige
oplysninger, kan du ggre fglgende:
e Log pa din eller dine PayPal-konti eller profiladministrationsportalen, og send en anmodning.
e Hvis du bor i USA, skal du ringe til os eller kontakte os pa anden made og anmode om, at vi
giver dig de oplysninger, vi har indsamlet. Hvis du bor i et andet land, henviser vi til vores
kontaktoplysninger.

Din ret til at slette dine personlige oplysninger. Hvis du vil slette nogle af dine personlige
oplysninger, kan du ggre fglgende:

e Log pa din PayPal-konto eller administrationsportalen for din profil, og slet eventuelle
oplysninger, du tidligere har tilfgjet. Du kan f.eks. slette dine ikke-primaere adresser i dine
indstillinger.

e Hvis du bor i USA, skal du ringe til os eller kontakte os pa anden made og anmode om, at vi
giver dig de oplysninger, vi har indsamlet. Hvis du bor i et andet land, henviser vi til vores
kontaktoplysninger.

e Luk din PayPal-konto eller din profil.

Hvis du lukker din PayPal-kotno eller din profil, sletter eller anmoder om, at vi sletter personlige
oplysninger, er vi stadig ngdt til at opbevare nogle personlige oplysninger, som beskrevet i Hvor
lzenge opbevarer vi dine personlige oplysninger? med henblik pa at ggre folgende, hvor det er
tilladt i henhold til geldende lovgivning:
e Gennemfgre en transaktion, levere varer eller tjenester, du har anmodet om, eller overholde
vores forpligtelser over for dig i brugeraftalen eller en anden kontrakt, du har indgaet med os
¢ Identificere og forhindre skadelig, svigagtig eller ulovlig aktivitet.
¢ Beskytte dine (eller en anden persons) juridiske rettigheder, herunder retten til ytringsfrihed.
¢ Administrere vores interne forretningsprocesser, der med rimelighed kan relateres til dine
forventninger, nar du bruger vores tjenester.
¢ Overholde lovgivning og andre juridiske eller offentlige procedurer.

e Andre formal, der er undtaget i henhold til gaeldende lovgivning.

Din ret til at gore indsigelse mod behandling i henhold til legitime interesser. Hvor det


https://www.paypal.com/smarthelp/contact-us/privacy
https://www.paypal.com/smarthelp/contact-us/privacy

geelder ved lov, kan du, hvis du gnsker at ggre indsigelse mod vores brug af dine personlige
oplysninger i forbindelse med vores eller en tredjeparts legitime interesser, bruge vores
kontaktoplysninger i denne erklaering om beskyttelse af personlige oplysninger til at kontakte os.
Laes om vores retsgrundlag for behandling af personlige oplysninger for at fa mere at vide.

Din ret til at traekke dit samtykke tilbage. Hvis du vil traekke dit samtykke til vores brug af
dine personlige oplysninger tilbage under omstandigheder, hvor vi har behandlet dem med dit
samtykke, kan du bruge vores kontaktoplysninger i denne erklaering om beskyttelse af personlige
oplysninger til at kontakte os. Tilbagetrakning af dit samtykke vil ikke pavirke lovligheden af
nogen behandling, vi har udfert fer din tilbagetraekning, og det vil heller ikke pavirke
behandlingen af dine personlige oplysninger, der udfgres i tillid til et andet lovligt
behandlingsgrundlag end samtykke.

Din ret til at gore indsigelse mod eller fravaelge profilering til at fremme automatiserede
beslutninger, der har juridiske eller tilsvarende vaesentlige konsekvenser for dig og
relaterede rettigheder.

e Som beskrevet i afsnittet om Al og automatiseret beslutningstagning kan vi bruge teknologi til
automatiseret beslutningstagning og agentbaserede Al-varktgjer.

e | USA er dette enten udelukkede praksisser eller udlgser ikke en ret til fravalg under de
geldende amerikanske persondatalove. | andre jurisdiktioner kan enkeltpersoner dog udgve
retten til at fa en vurdering af — eller at ggre indsigelse mod og/eller tilbagekalde samtykke til
— en automatiseret beslutning, der har juridiske eller lignende vaesentlige konsekvenser for
dem (sammen med den relevante profilering), hvor denne ret findes, ved at kontakte os. Vi vil
derefter gennemga beslutningen under hensyntagen til relevante yderligere omstandigheder.

¢ Hvis du ikke bliver godkendt i henhold til de automatiserede beslutninger, har du muligvis ikke
adgang til vores tjenester. PayPal har flere sikkerhedsmekanismer for at sikre, at
beslutningerne er passende. Disse mekanismer omfatter lgbende oversigter over vores
beslutningsmodeller og stikprgver i de enkelte sager. Hvis du er bekymret for resultatet, kan
du kontakte os, hvorefter vi vil afggre, om proceduren blev udfgrt korrekt.

Dine rettigheder i forbindelse med felsomme personlige oplysninger. Hvor det er pakraevet
ved lov, indhenter vi dit samtykke, fgr vi indsamler og behandler dine fglsomme personlige
oplysninger. Du kan traekke dit samtykke tilbage ved at kontakte os og bruge vores
kontaktoplysninger i denne erklaering om beskyttelse af personlige oplysninger.

e Vi vil ogsa kun bruge dine fglsomme personlige oplysninger i overensstemmelse med det
samtykke, du har givet, eller til visse tilladte formal i det omfang, det er tilladt eller undtaget i
henhold til geeldende lovgivning, hvorfor det ikke er ngdvendigt at udgve en ret til at begraense
brugen og videregivelsen af falsomme personlige oplysninger i henhold til USA's lovgivning om
persondata. | henhold til USA's lovgivning om persondata omfatter disse tilladte formal blandt
andet at levere de varer eller tjenester, du har anmodet om, at forebygge, opdage og undersgge
sikkerhedshandelser, at modvirke skadelige, vildledende, svigagtige eller ulovlige handlinger og
retsforfglge de ansvarlige, at kontrollere eller opretholde kvaliteten eller sikkerheden af et
produkt, en tjeneste eller en enhed samt at sikre fysiske personers sikkerhed. Vores grundlag



for at anvende en undtagelse i forbindelse med pracis geolokation er baseret pa Gramm-
Leach-Bliley Act.

Dine rettigheder i forbindelse med videregivelse af personlige oplysninger til tredjeparter
med henblik pa direkte markedsfering: Du kan anmode om visse oplysninger om, hvordan dine
personlige oplysninger videregives til tredjeparter til direkte markedsfgringsformal. | USA skal du
ringe til os eller kontakte os pa anden made.

Forsta dine valgmuligheder
Du kan kontrollere, hvordan personlige oplysninger indsamles eller deles, samt hvordan vi
kommunikerer med dig. Her er nogle af de mader, du kan tilpasse dine valg pa.

Valg, hvordan vi indsamler personlige oplysninger
Du kan valge at begranse de personlige oplysninger, du giver, nar vores apps eller tjenester
anmoder om dem. For at traeffe de rette valg er det vigtigt, at du forstar, at personlige

oplysninger hjaelper os med at skabe en mere relevant og personlig oplevelse for dig.

Nogle personlige oplysninger er desuden ngdvendige for, at vores tjenester kan fungere. Hvis du
f.eks. deler dine kontaktpersoner, er det med til at ggre det nemmere for dig at finde de personer,
du vil sende penge til. Hvis du vaelger ikke at dele dine kontaktpersoner med os, kan du stadig
bruge vores mobilapps, men nogle handlinger er muligvis ikke sa hurtige eller nemme at udfgre,
som hvis du delte dine kontaktpersoner. Et andet eksempel er, nar du opretter en konto eller
Fastlane-profil hos os. Hvis du vaelger ikke at angive oplysninger, der er ngdvendige for, at en
konto eller Fastlane-profil kan fungere, f.eks. dit navn og din e-mailadresse, vil vi ikke vare i
stand til at oprette en konto eller Fastlane-profil for dig.

Valg, hvordan tilknyttede konti indsamler og bruger personlige oplysninger

Hvis du knytter en eller flere konti til en tredjepartstjeneste, kan du muligvis administrere,
hvordan dine personlige oplysninger indsamles, bruges og deles af denne tjeneste. Laes
tredjepartens politikker for beskyttelse af personlige oplysninger for at se, hvilke valgmuligheder
de tilbyder dig.

Du kan kontrollere, hvilke tredjepartstjenester du knytter til din konto, og hvilke personlige
oplysninger de kan indsamle om dig. Hvis du f.eks. vil administrere dine tilladelser, skal du ga til
sikkerhedsindstillingerne pa din konto.

Valg, hvad vi deler med andre brugere

Nogle personlige oplysninger kan ses af andre brugere. Du kan muligvis justere eller sla denne

indstilling fra i afsnittet om persondata i dine kontoindstillinger.
Valg, hvad vi deler med partnere og forhandlere med henblik pa en tilpasset

kgbsoplevelse

Medmindre vi er forpligtet til at indhente dit samtykke, deler vi personlige oplysninger, der er
indsamlet efter den 27. november 2024 (eller tidligere, hvis du giver dit samtykke) med henblik
pa at skabe personligt tilpassede kgbsoplevelser i USA. De personlige oplysninger, vi videregiver,
omfatter f.eks. produkter, stgrrelser, praeferencer og stilarter, som vi tror, du vil synes om. Hvis
du vil fraveelge deling af personlige oplysninger med partnere og forhandlere med henblik pa
personligt tilpassede kgbsoplevelser, skal du logge pa din PayPal-konto og @ndre dine



praeferencer i indstillingerne for persondata. Hvis du fravaelger dette, vil vi fortsat videregive dine
personlige oplysninger i det omfang, det er ngdvendigt for at gennemfgre transaktioner, du har
pabegyndt, men vi vil ikke videregive personlige oplysninger til partnere og forhandlere med
henblik pa personligt tilpassede kgbsoplevelser.

Valg, hvordan vi kommunikerer med dig

Dine valgmuligheder i forhold til, hvordan vi kommunikerer med dig, varierer afhaengigt af
formalet med meddelelsen, hvordan den leveres og andre krav i henhold til gaeldende lovgivning.
Nogle meddelelser betragtes som valgfrie, og nogle er ngdvendige for, at du kan administrere dine
konti eller din Fastlane-profil hos os. Vi kommunikerer via e-mail, sms, push-notifikationer pa
din mobilenhed og endda telefonopkald eller post afhaengigt af situationen, dine praferencer og
geeldende lovgivning.

Du kan klikke pa afmeldingslinket i en markedsfgrings-e-mail fra PayPal, Hyperwallet eller
Fastlane, fravaelge en sms ved at svare "STOP” eller sla notifikationer fra pa din enhed. Du kan ogsa

@ndre din kontos indstillinger for meddelelser eller underretningsindstillinger pa din enhed.

Du vil ikke kunne fravaelge meddelelser, der betragtes som ngdvendige for tjenesterne, f.eks.
digitale kvitteringer og e-mails, der informerer dig om andringer til dine konti eller status for din
Fastlane-profil. Du kan muligvis vaelge, hvordan vi sender disse meddelelser, f.eks. via e-mail,
telefon, sms eller en notifikation pa din mobilenhed.

Sadan beskytter vi dine personlige oplysninger

Vi opretholder tekniske, fysiske og administrative sikkerhedsforanstaltninger, der er udviklet til at
yde dine personlige oplysninger rimelig beskyttelse mod tab, misbrug, indgreb, uautoriseret
adgang, offentliggarelse og endring. Sikkerhedsforanstaltningerne omfatter firewalls,
datakryptering, kontrol af fysisk adgang til vores datacentre og godkendelseskontrol af adgang til
oplysninger. Vi er forpligtet til at beskytte vores egne systemer og tjenester, men du er ansvarlig
for at sikre og opretholde beskyttelsen af din(e) adgangskode(r) og konto- eller
profiltiimeldingsoplysninger samt bekraefte, at de personlige oplysninger, vi har om dig, er
korrekte og opdaterede. Vi er ikke ansvarlige for at beskytte personlige oplysninger, som vi deler
med en tredjepart, der er baseret pa en tilknyttet kontoforbindelse, som du har givet tilladelse til.

Om bgrn ma bruge vores tjenester

Vores websteder og tjenester er ikke tiltaenkte at blive brugt af bgrn under 18 ar. Vi indsamler
ikke bevidst oplysninger, herunder persondata, om bgrn under 18 ar eller andre personer, der ikke
lovligt har lov til at bruge vores tjenester. Hvis vi far faktisk viden om, at vi har indsamlet
personlige oplysninger fra nogen, der ikke har tilladelse til at bruge vores tjenester, sletter vi dem
gjeblikkeligt, medmindre vi er juridisk forpligtede til at gegmme sadanne oplysninger. Du bedes
kontakte os, hvis du mener, at vi fejlagtigt eller utilsigtet har indsamlet oplysninger fra nogen, der
ikke har tilladelse til at bruge vores tjenester.

Internationale overfgrsler af persondata

Vi driver forretning i mange lande, og vi (eller vores tjenesteudbydere) kan overfgre dine
personlige oplysninger og behandle dem uden for det land, hvor du bor. Vi bruger



tredjepartstjenesteudbydere til at behandle og opbevare dine personlige oplysninger i USA og
andre lande. Disse lande har ikke altid et niveau af beskyttelse af personlige oplysninger, der
svarer til den beskyttelse, der tilbydes persondata i dit land. Vi har taget og vil fortsaette med at
tage specifikke skridt i overensstemmelse med geeldende databeskyttelses- og privatlivslove for
at beskytte dine persondata (f.eks. virksomhedsinterne aftaler, standardkontraktbestemmelser
og/eller undtagelser). Ved at bruge vores websteder og tjenester accepterer du, hvor det er tilladt
i henhold til geeldende lovgivning om beskyttelse af personlige oplysninger, at dine personlige
oplysninger overfgres til andre lande, herunder lande, der har andre databeskyttelsesregler end
dit eget land.

Definitioner

¢ Automatiseret beslutningstagning og automatiseret beslutningstagning henviser til
processen med at traeffe en beslutning ved hjaelp af automatiserede midler uden eller
begraenset menneskelig involvering, afhaengigt af geeldende lovgivning. | nogle tilfaelde kan
disse beslutningerhave en juridisk eller tilsvarende vasentligindvirkning pa dig som
enkeltperson. Disse begreber betyder ogsa lignende begreber i henhold til geeldende lovgivning.

¢ Cookies betyder sporingsteknologier som f.eks. cookies, pixeltags, webbeacons og widgets.

¢ Enhedsoplysninger henviser til data, som automatisk kan indsamles fra enhver enhed, der
bruges til at fa adgang til tjenesterne. Disse oplysninger kan omfatte, men er ikke begraenset
til, din enhedstype, din enheds netvaerksforbindelser, din enheds navn, din enheds IP-adresse,
oplysninger om din enheds browser og den internetforbindelse, du bruger til at fa adgang til
tjenesterne, geolokationsoplysninger og oplysninger om apps, der er downloadet pa din enhed.

* Undtagne tjenester betyder virksomheder eller separate brands, associerede selskaber eller
datterselskaber af PayPal, som behandler persondata i overensstemmelse med deres egne
servicevilkar og separate erkleeringer om personlige oplysninger. Eksempler pa sadanne
tredjeparter omfatter Venmo, Honey Science LLC, Chargehound LLC, Paidy Inc., Simility, Swift
Financial LLC og Bill Me Later, Inc.

e Fastlane henviser til det onlinevaerktgj, hvormed enkeltpersoner kan gemme oplysninger om
deres betalingsmetoder og andre personlige oplysninger hos PayPal, sa de kan gennemfgre
betalingsprocessen hurtigere, oprette en butiks- eller loyalitetskonto eller muligggre andre
transaktioner hos deltagende partnere og forhandlere med betalingskort, kontaktoplysninger,
leveringsoplysninger eller andre oplysninger, de gemmer pa deres Fastlane-profil, og som er
relevante for en specifik interaktion eller en specifik deltagende partner eller forhandler — alt
sammen uden manuelt at skulle indtaste oplysninger om en betalingsmetode eller andre
personlige oplysninger, hver gang de betaler.

e Hyperwallet henviser til den PayPal-teknologi og onlinetjeneste, der muligggr samlede
betalinger for virksomheder i alle former og st@rrelser via en enkelt integration.

¢ Partnere og forhandlere henviser til vores partnere og de forhandlere, partnere eller
virksomheder, som vores brugere handler med, nar de foretager kgb af varer eller tjenester.

o Betal uden en PayPal-konto henviser til, at vores tjenester kan tilgas af personer uden brug
af en PayPal-konto, en Fastlane-profil eller de ikke-brandede betalingstjenester. Betaling uden
en PayPal-konto omfatter ikke Venmo, som er underlagt sine egne servicevilkar og en separat

erklaering om beskyttelse af personlige oplysninger.



 Personliger oplysninger i denne erklaering om beskyttelse af personlige oplysninger henviser
til alle oplysninger, der direkte eller indirekte identificerer dig eller med rimelighed kan knyttes
til dig eller din husstand, oplysninger om dig, herunder din identitet, gkonomi og onlineadfaerd,
eller sddanne bredere betydninger, som er angivet under definitionerne af personlige
oplysninger, persondata, personligt identificerbare oplysninger eller andre lignende begreber i
henhold til geeldende lovgivning om persondata.

 Profilering betyder analyse af en persons personlighed, adfaerd, interesser og vaner for at
forudsige eller traeffe beslutninger om dem, herunder lignende vilkar i henhold til geeldende
lovgivning.

¢ Tjenester henviser til alle PayPal-markede eller ikke-markede betalings-, finansielle- og
personaliseringsprodukter og -lgsninger, herunder betalinger, belgnninger, annoncering
(herunder PayPal Ads), PayPal Groups, Fastlane, Xoom, Pool, Hyperwallet, kredit og
finansiering (herunder partner- og forhandlertilbud), forhandlervaerktgjer og nye finansielle
teknologier (herunder Fastlane) med undtagelse af Ekskluderede tjenester. Det omfatter ogsa
alle relaterede websteder, platforme, apps og fremtidige innovationer, der tilbydes eller
understgttes af PayPal. Din brug af tjenesterne omfatter interaktion med vores websteder.

o Websteder henviser til de hjemmesider, mobilapps, officielle sociale medier eller andre
onlineplatforme, hvorigennem PayPal tilbyder tjenesterne, og som har oprettet opslag om eller
linket til denne erklaering om beskyttelse af personlige oplysninger.

¢ lkke-brandede betalingstjenester henviser til tjenester, som lader dig interagere med og
foretage betalinger til partnere og forhandlere via vores kortbehandlings- og/eller ACH-
ophavstjenester, der ikke baerer PayPal-brandet, eller vores Braintree-tjenester.

e Brugere betyder andre kontoejere og ikke-kontoejere af PayPal-tjenesterne.

Vores kontaktoplysninger

Hvis du har spgrgsmal vedrgrende denne erkleering om beskyttelse af personlige oplysninger eller
dine personlige oplysninger, kan du kontakte os, sa vi kan hjalpe dig.

Sadan taler du om din PayPal-konto eller ikke-markede betalingstjenester:
« Ring til PayPals kundeservice pa 1-888-221-1161.

» Besgg vores kundeserviceportal.

Sadan taler du om din Hyperwallet-konto:

« Ring til Hyperwallets kundeservice pa 1-877-546-8220.

« Log ind pa Hyperwallet Pay Portal (Ga til "Support”, vaelg "E-mail", og udfyld formularen for
"Persondatahensyn").

Hvis du har spgrgsmal til din Fastlane-profil:

« Ring til PayPals kundeservice pa 1-844-705-3555.
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* Besgg din Fastlane-profiladministrationsportal.

Hvis du har spgrgsmal til din Xoom-konto:

« Ring til Xooms kundeservice pa 1-877-815-1531. Eller

* Besgg portalen Hjalp.

Se tabellen nedenfor for at fa mere at vide om dit lokale land eller omrade. Du kan indgive en

klage til tilsynsmyndigheden for databeskyttelse i dit omrade, hvis det er tilladt i henhold til

geldende lovgivning.

Land eller region

Databeskyttelsesansvarlig ("DP0") og
kontaktoplysninger

Albanien

PayPal (Europe) S.a.r.l. et Cie, S.C.A.

22-24 Boulevard Royal L-2449

Luxembourg

Kontakt os online ved spgrgsmal om beskyttelse

af personlige oplysninger

Argentina

PayPal Pte Ltd.

5 Temasek Boulevard 09-01

Suntec Tower 5

Singapore 038985

Kontakt os online ved spgrgsmal om beskyttelse
af personlige oplysninger

Australien

PayPal Australia Pty Ltd

ABN 93 111 195 389, AFSL 304962

GPO Box 351

Sydney NSW 2001

Kontakt os online ved spgrgsmal om beskyttelse
af personlige oplysninger

Brasilien

PayPal do Brasil Instituicao de Pagamento Ltda
Att: Legal Department, Avenida Paulista, 1048
13th Floor, CEP 01310-100

Sao Paulo, SP — Brasilien

Kontakt os online ved spgrgsmal om beskyttelse

af personlige oplysninger

Brunei

PayPal Pte Ltd.

5 Temasek Boulevard 09-01, Suntec Tower 5
Singapore 038985

Kontakt os online ved spgrgsmal om beskyttelse
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af personlige oplysninger

Canada

PayPal Canada Co.

MaRS Centre

West Tower

661 University Avenue

Suite 506

Toronto, ON M5G

Kontakt os online ved spgrgsmal om beskyttelse

af personlige oplysninger

EU

PayPal (Europe) S.a.r.l. et Cie, S.C.A.
22-24 Boulevard Royal, L-2449, Luxembourg
Kontakt os online ved spgrgsmal om beskyttelse

af personlige oplysninger

Hongkong

PayPal Pte Ltd.

5 Temasek Boulevard 09-01

Suntec Tower 5

Singapore 038985

Kontakt os online ved spgrgsmal om beskyttelse
af personlige oplysninger

Indien

PayPal Payments Private Limited

5 Temasek Boulevard 09-01

Suntec Tower 5

Singapore 038985

Kontakt os online ved spgrgsmal om beskyttelse

af personlige oplysninger

Israel

PayPal Pte Ltd.

5 Temasek Boulevard 09-01

Suntec Tower 5

Singapore 038985

Kontakt os online ved spgrgsmal om beskyttelse

af personlige oplysninger

Japan

PayPal Pte Ltd.

5 Temasek Boulevard 09-01

Suntec Tower 5

Singapore 038985

Kontakt os online ved spgrgsmal om beskyttelse
af personlige oplysninger

Sydkorea

PayPal Pte Ltd.

5 Temasek Boulevard 09-01
Suntec Tower 5

Singapore 038985

Kontakt os online ved spgrgsmal om beskyttelse
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af personlige oplysninger

| henhold til Personal Information Protection Act
og Network Act er kontaktoplysningerne pa den
nationale reprasentant og
databeskyttelsesenheden som fglger:

Navn og reprasentant: General Agent Co., Ltd.
(repraesentant: Eun-Mi Kim)

Adresse, telefon og e-mail: General Agent Co.,
Ltd., 28, Saemunan-ro 5ga-gil, Jongno-gu,
Seoul, 02-736-8228,
paypal@generalagent.co.kr

Malaysia

PayPal Pte Ltd.

5 Temasek Boulevard 09-01, Suntec Tower 5
Singapore 038985

Kontakt os online ved spgrgsmal om beskyttelse

af personlige oplysninger

Mexico

Avenida General Mariano Escobedo 476, 14th
Floor, Colonia Nueva Anzures, Miguel Hidalgo,
Mexico City, Mexico 11590

Kontakt os online ved spgrgsmal om beskyttelse

af personlige oplysninger

Norge

PayPal (Europe) S.a.r.l. et Cie, S.C.A.

22-24 Boulevard Royal, L-2449, Luxembourg
Kontakt os online ved spgrgsmal om beskyttelse
af personlige oplysninger

Island

PayPal (Europe) S.a.r.l. et Cie, S.C.A.
22-24 Boulevard Royal, L-2449, Luxembourg
Kontakt os online ved spgrgsmal om beskyttelse

af personlige oplysninger

Lichtenstein

PayPal (Europe) S.a.r.l. et Cie, S.C.A.
22-24 Boulevard Royal, L-2449, Luxembourg
Kontakt os online ved spgrgsmal om beskyttelse

af personlige oplysninger

PayPal Pte Ltd.
5 Temasek Boulevard 09-01, Suntec Tower 5

Filippinerne Singapore 038985
Kontakt os online ved spgrgsmal om beskyttelse
af personlige oplysninger

Rusland PayPal (Europe) S.a.r.l. et Cie, S.C.A.

22-24 Boulevard Royal, L-2449, Luxembourg

Kontakt os online ved spgrgsmal om beskyttelse
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af personlige oplysninger

Singapore

PayPal Pte Ltd.

5 Temasek Boulevard 09-01, Suntec Tower 5
Singapore 038985

Kontakt os online ved spgrgsmal om beskyttelse

af personlige oplysninger

Sri Lanka

PayPal Pte Ltd.

5 Temasek Boulevard 09-01, Suntec Tower 5
Singapore 038985

Kontakt os online ved spgrgsmal om beskyttelse

af personlige oplysninger

Schweiz

PayPal (Europe) S.a.r.l. et Cie, S.C.A.

22-24 Boulevard Royal, L-2449, Luxembourg
Kontakt os online ved spgrgsmal om beskyttelse
af personlige oplysninger

Taiwan

PayPal Pte Ltd.

5 Temasek Boulevard 09-01, Suntec Tower 5
Singapore 038985

Kontakt os online ved spgrgsmal om beskyttelse

af personlige oplysninger

Thailand

Athenee Tower, 23F, 63 Wittayu Road, Lumpini,
Pathumwan, Bangkok 10330, Thailand
Kontakt os online ved spgrgsmal om beskyttelse

af personlige oplysninger

Storbritannien

PayPal UK Ltd

5 Fleet Place

London, UK EC4M 7RD

Kontakt os online ved spgrgsmal om beskyttelse
af personlige oplysninger

De Forenede Arabiske Emirater

PayPal Pte Ltd.

5 Temasek Boulevard 09-01, Suntec Tower 5
Singapore 038985

Kontakt os online ved spgrgsmal om beskyttelse

af personlige oplysninger

PayPal Inc.
2211 N. 1st St.,

USA San Jose, CA 95131
Kontakt os online ved spgrgsmal om beskyttelse
af personlige oplysninger

Vietnam PayPal Pte Ltd.

5 Temasek Boulevard 09-01, Suntec Tower 5
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Singapore 038985
Kontakt os online ved spgrgsmal om beskyttelse
af personlige oplysninger

Oplysninger for enkeltpersoner i USA

Dette afsnit indeholder yderligere oplysninger for enkeltpersoner i USA og supplerer PayPal's
erklaering om personlige oplysninger ovenfor.

Oversigt over persondata, der er indsamlet og videregivet
inden for de seneste 12 maneder, herunder i henhold til
California Consumer Privacy Act, som aendret ved California
Privacy Rights Act ("CCPA")

Dette afsnit indeholder flere oplysninger om PayPal seneste 12 maneders behandling af
persondata i henhold til CCPA. Inden for de foregaende 12 maneder har vi indsamlet de kategorier
af persondata, der er angivet i tabellen nedenfor. Du kan finde oplysninger om de praecise
datapunkter, vi indsamler, og kategorierne af kilder til en sadan indsamling, under Kategorier af
persondata, vi indsamler. Inden for de foregaende 12 maneder har vi videregivet fglgende
kategorier af persondata til forretningsformal til falgende kategorier af tredjeparter, som vi
beskriver mere detaljeret i Sadan bruger vi persondata , og hvornar og hvordan vi deler
persondata med andre.

Kategorier af tredjeparter,
Kategorier af persondata, vi |Formal med indsamling og |som PayPal videregiver disse
indsamler videregivelse personlige oplysninger til til

forretningsformal
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Id'er

e Levere tjenester
e Kommunikere med dig

e Tilknyt en konto

e Administrer og forbedr vores

tjenester
e Handter bedrageri og risiko
e Markedsfgr vores tjenester
e Overholde lovgivningen

¢ Behandl oplysninger om dine

kontakter

e Kommunikere med dig

e Levere kvitteringer i
forbindelse med PayPal
Point of Sale-tjenester

e Husk dine praeferencer

e Tilknyttede oplysninger om
dig

PayPal og PayPal tilknyttede
virksomheder

Myndigheder

Andre finansielle
institutioner

Kortnetvaerk og
betalingsbehandlere
Bureauer til forebyggelse af
bedrageri og
identitetsbekraeftelse
Kreditvurderingsbureauer
Tjenesteudbydere

Andre brugere i
overensstemmelse med dine
kontoindstillinger
Tilknyttede konti

Partnere og forhandlere
Andre tredjeparter

Kgbere i forbindelse med en

virksomhedsoverdragelse




Optegnelser og
betalingsoplysninger (herunder
personlige oplysninger som
beskrevet i California Customer
Records Act)

e Levere tjenester

e Kommunikere med dig

e Tilknyt en konto

¢ Holde dine kontooplysninger,
din Fastlane-profil og dine
betalingsoplysninger ajour

e Administrer og forbedr vores
tjenester

e Handter bedrageri og risiko

e Markedsfer vores tjenester

e Tilbyde personligt tilpassede
tjenester

¢ Overholde lovgivningen

e Behandl| oplysninger om dine
kontakter

e Kommunikere med dig

¢ PayPal og PayPal tilknyttede
virksomheder

e Myndigheder

e Andre finansielle
institutioner

e Kortnetveerk og
betalingsbehandlere

e Bureauer til forebyggelse af
bedrageri og
identitetsbekraeftelse

e Kreditvurderingsbureauer

e Tjenesteudbydere

e Andre brugerei
overensstemmelse med dine
kontoindstillinger

e Tilknyttede konti

¢ Partnere og forhandlere

e Andre tredjeparter til
forretningsformal

¢ Kgbere i forbindelse med

virksomhedsoverdragelse

Kommercielle oplysninger

e Levere tjenester

e Kommunikere med dig

e Administrer og forbedr vores
tjenester

e Handter bedrageri og risiko

e Markedsfar vores tjenester

e Overholde lovgivningen

e Husk dine praferencer

e Tilknyttede oplysninger om
dig

e PayPal og PayPal tilknyttede
virksomheder

e Tjenesteudbydere

e Myndigheder

e Andre finansielle
institutioner

¢ Partnere og forhandlere

e Andre tredjeparter

e Kgbere i forbindelse med en
virksomhedsoverdragelse

e Andre brugere, hvis du har

en virksomhedsprofil

Geolokaliseringsdata

Sende dig muligheder baseret
pa din placering
Handter bedrageri og risiko

Myndigheder

PayPal og PayPal tilknyttede
virksomheder
Tjenesteudbydere

Andre finansielle institutioner
Partnere og forhandlere




Internet- eller

netvaerksaktivitet

e Administrere og levere
tjenester

e Kommunikere med dig

e Administrere og forbedre
tjenester

o Markedsfegr vores tjenester

e Sende dig lokalt relevante
muligheder

¢ Overholde lovgivningen

PayPal og PayPal tilknyttede
virksomheder
Tjenesteudbydere

Andre finansielle
institutioner

Partnere og forhandlere
Myndigheder

Biometriske oplysninger

Godkende dig til visse
handlinger, der er relateret til
din konto, herunder for at ggre
fglgende:
¢ Opfylde lovmaessige krav,
eller fgr du far adgang til
konti og tjenester.
¢ Gendanne adgangskoder.
e Opdatere profiloplysninger.
e Administrere betalinger og
betalingsmetoder.
e Fjerne kontobegraensninger.
e Indlede
tredjepartsoverfgrsler af
kryptovaluta.

e Tjenesteudbydere

Lyd og elektroniske, visuelle

eller tilsvarende oplysninger

e Levere tjenester

¢ Godkende din adgang til en
konto eller Fastlane-profil

¢ Administrere og forbedre
tjenester

e Handter bedrageri og risiko

Tjenesteudbydere

PayPal og PayPal tilknyttede
virksomheder

Forhandlere og partnere
Myndigheder

Oplysninger om beskzaeftigelse
eller ansattelse

e Levere tjenester

e Handter bedrageri og risiko

Tjenesteudbydere

PayPal og PayPal tilknyttede
virksomheder

Forhandlere og partnere
Myndigheder

Andre finansielle

institutioner

Oplysninger om dine

importerede kontaktpersoner

e Levere tjenester

Tjenesteudbydere




Oplysninger pa din PayPal-,

Hyperwallet- eller Xoom-konto

eller Fastlane-profil

Levere tjenester

Tjenesteudbydere

PayPal og PayPal tilknyttede
virksomheder

Forhandlere og partnere
Myndigheder

Andre finansielle

institutioner

Oplysninger, du giver, nar du

kontakter os

Levere tjenester

Godkende din adgang til en
konto eller Fastlane-profil
Administrere og forbedre
tjenester

Handter bedrageri og risiko

Tjenesteudbydere

PayPal og PayPal tilknyttede
virksomheder

Forhandlere og partnere
Myndigheder

Udledte data

Levere tjenester

Handter bedrageri og risiko
Markedsfgr vores tjenester
Vise dig indhold baseret pa
dine interesser

Bedre at kunne svare pa dine
anmodninger eller
forespgrgsler eller lignende
kundeservicehenvendelser
Bekraefte din identitet
Udfgre risikovurdering

PayPal og PayPal tilknyttede
virksomheder
Tjenesteudbydere

Andre finansielle
institutioner

Forhandlere og partnere

Myndigheder

Fglsomme personlige
oplysninger

Levere tjenester
Handter bedrageri og risiko

PayPal og PayPal tilknyttede
virksomheder
Tjenesteudbydere

Andre finansielle
institutioner

Forhandlere og partnere
Myndigheder

Kgbere i forbindelse med en
virksomhedsoverdragelse

Karakteristika for beskyttede
klassifikationer

Levere vores tjenester

Risikostyring

PayPal og PayPal tilknyttede
virksomheder
Tjenesteudbydere
Myndigheder




e Levere tjenester
e Administrer og forbedr vores| e PayPal og PayPal tilknyttede
tjenester virksomheder

e Handter bedrageri og risiko | e Tjenesteudbydere
Oplysninger fra din enhed e Kommunikere med dig ¢ Andre finansielle

e Tilknyt en konto institutioner

e Markedsfer vores tjenester | e Forhandlere og partnere
e Ggre din oplevelse personlig | ¢ Myndigheder

Overholde lovgivningen

"Salg" og "deling" af personlige oplysninger

PayPal "salger" ikke personlige oplysninger og "deler" personlige oplysninger med henblik pa
adfaerdsbaseret eller malrettet annoncering, der er underlagt ikke-undtaget praksis i henhold til
omfattende love om beskyttelse af personlige oplysninger i USA, herunder for bgrn under 16 ar,
og vi har ikke gjort dette inden for de seneste 12 maneder. Nogle personlige oplysninger, der
indsamles, behandles eller videregives af et pengeinstitut, er underlagt federal lovgivning, sdsom
Gramm-Leach-Bliley Act. Se Erklaring til forbrugere af finansielle produkter og

tjenesteydelser nedenfor for at fa mere at vide om dine rettigheder i henhold til fgderal

amerikansk lovgivning.

Rapportering af rettigheder med hensyn til personlige
oplysninger i henhold til CCPA

PayPal angiver de parametre , der kraeves i henhold til CCPA, vedrgrende handtering af

anmodninger i forbindelse med rettigheder med hensyn til personlige oplysninger.

Meddelelse til forbrugere af finansielle produkter og

tjenesteydelser
Fglgende meddelelse til forbrugere af finansielle produkter og tjenester galder ikke for ikke-
markede betalingstjenester. Bemaerk venligst, at definitionen af "personlige oplysninger" i denne

del af fortrolighedserklaeringen har den betydning, der er givet den af Gramm-Leach-Bliley Act.

Opdateret den 17.
november 2025

FAKTA HVAD GO@R PayPal med dine personlige oplysninger?

Finansielle virksomheder valger, hvordan de deler dine personlige
oplysninger. Fgderal lovgivning giver forbrugerne ret til at begraense
Hvorfor? nogle, men ikke al deling. Ifglge faderal lovgivning skal vi ogsa fortzelle
dig, hvordan vi indsamler, deler og beskytter dine persondata. Laes denne

meddelelse omhyggeligt for at forsta, hvad vi gor.
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De typer af personlige oplysninger, vi indsamler og deler, athanger af det
produkt eller den tjeneste, du har hos os. Disse oplysninger kan omfatte
folgende:
e Personnummer og kontosaldi
Hvad? o Betalingshistorik eller transaktionshistorik
e Kredithistorik eller kreditvaerdighed
Nar du ikke lzengere er kunde hos os, fortsaetter vi med at dele dine
oplysninger som beskrevet i denne meddelelse.
Alle finansielle virksomheder har brug for at dele kundernes personlige
oplysninger for at kunne drive deres daglige forretning. | afsnittet
Hvordan? nedenfor lister vi arsagerne til, at finansielle virksomheder kan dele deres
kunders personlige oplysninger; arsagerne til, at PayPal valger at dele,
og om du kan begraense denne deling.
Er det muligt at
. . . Deler PayPal
Hvorfor deler vi dine personlige oplysninger? . begraense denne
oplysninger? .
deling?
Til vores daglige forretningsformal -
f.eks. for at behandle dine transaktioner, vedligeholde .
: , . - Ja Nej
dine konti, svare pa retskendelser og juridiske
undersggelser eller rapportere til kreditbureauer
Til vores markedsforingsformal - Ia Nej
for at tilbyde dig vores produkter og tjenester
Til felles markedsforing med andre finansielle Ia Nej
virksomheder
Til vores tilknyttede virksomheders daglige
forretningsformal — Ja Nej
oplysninger om dine transaktioner og oplevelser
Til vores tilknyttede virksomheders daglige
forretningsformal — Ja Ja
oplysninger om din kreditvaerdighed
For at vores tilknyttede virksomheder kan
. . Ja Ja
markedsfore sig over for dig
For at vores ikke-tilknyttede virksomheder kan
markedsfore sig over for dig Ja Ja

Sadan begranser du vores deling

Sadan begraenser du
vores deling

e Du kan begranse, hvad der deles, ved at logge pa din PayPal-konto

og &ndre dine praeferencer i indstillingerne for persondata.




¢ Ring til 1-888-221-1161 for at begraense al deling, hvor det er
tilladt.

Bemaerk:

Hvis du er ny kunde, kan vi begynde at dele dine oplysninger efter 30
dage fra den dato, hvor vi sendte denne meddelelse. Nar du ikke leengere
er kunde hos os, fortsaetter vi med at dele dine oplysninger som
beskrevet i denne meddelelse.

Du kan dog til enhver tid kontakte os for at begranse vores deling.

Har du spgrgsmal?

Ring til vores kundeservice pa 1-888-221-1161, eller besgg os pa /

smarthelp/contact-us/privacy.

Hvem er vi?

Hvem sender denne
meddelelse?

Denne meddelelse leveres af PayPal, Inc. og geelder for dine personlige

PayPal- og Xoom-konti og din Fastlane-profil.

Hvad gor vi?

Hvordan beskytter
PayPal mine
personlige
oplysninger?

For at beskytte dine personlige oplysninger mod uautoriseret adgang og
brug har vi indfert sikkerhedsforanstaltninger, der overholder fgderal
lovgivning. Disse foranstaltninger omfatter
computersikkerhedsforanstaltninger og sikrede filer og bygninger.

Hvordan indsamler
PayPal mine
personlige

oplysninger?

Vi indsamler f.eks. dine personlige oplysninger, nar du:
e opretter en konto eller angiver kontooplysninger.
e bruger dit kredit- eller debetkort eller giver os dine
kontaktoplysninger.
e bruger din PayPal- og/eller Xoom-konto til at fortalle os, hvem der
modtager pengene.
e bruger din PayPal- og/eller Xoom-konto til at fortalle os, hvem

pengene skal overfgres til.

Vi indsamler ogsa dine personlige oplysninger fra andre, f.eks.

kreditbureauer, tilknyttede virksomheder eller andre virksomheder.

Hvorfor kan jeg ikke
begraense al deling?

Federal lovgivning giver dig kun ret til at begraense fglgende:

e Deling af oplysninger om din kreditvaerdighed til tilknyttede
virksomheder med henblik pa daglige forretningsformal.

e Tilknyttede virksomheders brug af dine oplysninger til at markedsfgre
sig over for dig.

e Deling til ikke-tilknyttede virksomheder, sa de kan markedsfgre sig
over for dig.

e Regional lovgivning og individuelle virksomheder kan give dig



https://www.paypal.com/smarthelp/contact-us/privacy
https://www.paypal.com/smarthelp/contact-us/privacy
https://www.paypal.com/smarthelp/contact-us/privacy
https://www.paypal.com/smarthelp/contact-us/privacy

yderligere rettigheder til at begraense deling. Se herunder for at fa
flere oplysninger om dine rettigheder i henhold til regional lovgivning.

Definitioner
Virksomheder, der er knyttet sammen gennem fzlles ejerskab eller
Tilknyttede ledelse. Det kan vare finansielle og ikke-finansielle virksomheder.
virksomheder e Vores tilknyttede virksomheder omfatter Bill Me Later, Inc.
Virksomheder, der ikke er knyttet sammen gennem fzlles ejerskab eller
ledelse. Det kan vaere finansielle og ikke-finansielle virksomheder.
Ikke-tilknyttede e Ikke-tilknyttede virksomheder, med hvilke vi deler personlige
virksomheder oplysninger, omfatter tjenesteudbydere, der udfgrer tjenester eller

funktioner pa vores vegne.

En formel aftale mellem ikke-tilknyttede finansielle virksomheder, der

. sammen markedsfgrer finansielle produkter eller tjenester til dig.
Feelles markedsforing ) ) )
Vores faelles markedsfgringspartnere omfatter finansielle virksomheder

og banker.

Andre vigtige oplysninger

Vi kan overfgre personlige oplysninger til andre lande, f.eks. til kundeserviceformal eller for at
behandle transaktioner.

Hvis du er en eksisterende PayPal-kunde, der havde en PayPal-konto fgr den 27. november
2024, deler vi kun personlige oplysninger, der er indsamlet efter den 27. november 2024,
medmindre du fravaelger dette. Vi kan dele oplysninger fra tidligere pa din konto, hvilket giver
mulighed for endnu bedre personlig tilpasning, hvis du bekraefter dit samtykke ved at andre dine
praeferencer i dine indstillinger for persondata.

Hvis du er en kunde, der har abnet en PayPal-konto efter den 27. november 2024, kan vi
begynde at dele oplysninger, der er knyttet til din konto. Nar du ikke leengere er kunde hos os,

fortsaetter vi med at dele dine oplysninger som beskrevet i denne meddelelse.

Andre rettigheder vedrgrende beskyttelse af personlige oplysninger: Se vores generelle erklzering

om beskyttelse af personlige oplysninger for at fa mere at vide om vores praksis for handtering af
personlige oplysninger og andre rettigheder, du matte have i henhold til lovgivningen om
beskyttelse af personlige oplysninger, der ikke er daekket af Gramm-Leach-Bliley Act. Derudover
kan du se vores supplerende erklaering om beskyttelse af finansielle personlige oplysninger for
Californien, North Dakota og Vermont for at fa flere oplysninger om regionale love om finansielle
persondata. Kontakt os, hvis du har spgrgsmal vedrgrende vores erklaering om beskyttelse af
personlige oplysninger, denne forbrugermeddelelse eller dine personlige oplysninger.

Californien: Hvis din PayPal- eller Xoom-konto eller Fastlane-profil har en postadresse i
Californien, deler vi ikke de personlige oplysninger, vi indsamler om dig, undtagen i det omfang
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det er tilladt i henhold til lovgivningen i Californien, herunder for eksempel med dit samtykke
eller for at servicere din konto. Vi vil begraense deling mellem vores virksomheder i det omfang,
det kraeves af lovgivningen i Californien.

Hvis du har spgrgsmal til din PayPal-konto, kan du ringe til PayPals kundeservice pa
1-888-221-1161 eller besgge vores kundeserviceportal. Hvis du har spgrgsmal til din Xoom-
konto, kan du ringe til Xooms kundeservice pa 1-877-815-1531 eller besgge webportalen Hjzlp.
Hvis du har spgrgsmal til din Fastlane-profil, kan du ringe til PayPals kundeservice pa
1-844-705-3555 eller ga til administrationsportalen for din Fastlane-profil.

Vermont: Hvis din PayPal-, Xoom-konto eller Fastlane-profil har en postadresse i Vermont,
videregiver vi ikke oplysninger om din kreditvaerdighed til vores tilknyttede virksomheder, og vi
videregiver ikke dine personlige oplysninger, betalingsoplysninger, kreditrapport- eller
helbredsoplysninger til ikke-tilknyttede tredjeparter med henblik pa markedsfgring til dig,
medmindre du giver os tilladelse til at videregive oplysningerne. Yderligere oplysninger om vores
politikker om beskyttelse af personlige oplysninger kan findes i kundeserviceportalen eller ved at
ringe til 1-888-221-1161.

Nevada: Hvis din PayPal-, Xoom-konto eller Fastlane-profil har en postadresse i Nevada, giver vi
denne meddelelse i henhold til lovgivningen i Nevada. Hvis du foretraekker ikke at modtage
markedsfgringsopkald fra PayPal, kan du komme pa vores interne Do Not Call-liste ved at ringe
til 1-888-221-1161 eller ga til /smarthelp/home. Hvis du vil have flere oplysninger, kan du
kontakte PayPal pa 12312 Port Grace Blvd, La Vista, NE 68128, eller du kan kontakte Bureau of
Consumer Protection, Office of the Nevada Attorney General, 555 E. Washington St., Suite 3900,
Las Vegas, NV 89101, telefonnummer: 1-702-486-3132, e-mail: aginfo@ag.nv.gov.

Videregivelse af oplysninger for enkeltpersoner i Storbritannien
("UK") og Det Europaeiske @konomiske Samarbejdsomrade
(HE@SH)

Dette afsnit indeholder yderligere oplysninger for enkeltpersoner i Storbritannien og E@S og

supplerer PayPals erklaering om beskyttelse af personlige oplysninger ovenfor.

Dataansvarlig

Den dataansvarlige i forbindelse med dine personlige oplysninger er den PayPal-entitet, der er
baseret i det land eller den jurisdiktion, hvor du bor, og som kan findes i vores
kontaktoplysninger.

Vores retsgrundlag for behandling af persondata

Vi kan behandle dine Typer af data Retsgrundlag og szerlige
persondata i betingelser for behandling
overensstemmelse med (hvis relevant)

nedenstaende retsgrundlag i



https://www.paypal.com/smarthelp/contact-us/privacy
https://www.paypal.com/smarthelp/contact-us/privacy
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henhold til den generelle
databeskyttelsesforordning

Disse behandlingsformal
omfatter:

¢ At levere vores tjenester for
at opfylde relevante aftaler
med dig og pa anden made
administrere vores
forretningsforhold med dig.

e At administrere din betaling
for produkter og
kundeforholdet.

e At vurdere din
kreditvaerdighed i
forbindelse med din
ansggning, bekrafte din
identitet og dine
kontaktoplysninger og
beskytte dig og andre mod
bedrageri.

e At bekraefte din identitet,
ogsa ved hjzlp af elektronisk
underskrift, og bekrzefte dine
personlige oplysninger og
kontaktoplysninger.

e At pavise, at transaktioner er
blevet gennemfart.

e At etablere, udgve eller
forsvare et retskrav eller
indsamlingsprocedurer.

¢ At overholde interne
procedurer.

e At vurdere, hvilke
betalingsmetoder og
tjenester du kan tilbydes,
f.eks. ved at foretage interne
og eksterne
kreditvurderinger.

¢ At udfgre kundeanalyser og
administrere vores tjenester
samt med henblik pa intern

drift, herunder fejlfinding,

Nodvendige kategorier af
personlige oplysninger
omfatter blandt andet:

¢ Registrerings- og
kontaktoplysninger

e |dentifikations- og
underskriftsoplysninger

e Betalingsoplysninger

¢ Oplysninger i forbindelse
med lovkrav

e Oplysninger, du giver, nar du
kontakter os

e Transaktionsoplysninger

e Sporing af pakker

¢ Tjenestespecifik;

e Personlige oplysninger;

e Oplysninger fra
kreditvurderingsbureauer og
finansielle institutioner

e Oplysninger fra dine
tilknyttede finansielle konti

e Oplysninger fra din brug af
tjenesterne

e Tekniske brugsdata

e Enhedsoplysninger

e Placeringsdata

Vi indsamler disse kategorier af
personlige oplysninger, da vi
anser dem for ngdvendige med
henblik pa at opfylde vores
kontraktmazessige
forpligtelser over for dig for
og i forbindelse med
kontrakten. Uden disse
oplysninger vil du ikke kunne

bruge tjenesterne.




dataanalyse, testning,
research og statistiske
formal.

At kommunikere med dig i
forbindelse med vores
tjenester.

for at fremme sikkerheden af
tjenesterne

At overholde gaeldende
lovgivning, herunder love og
regler om bekampelse af
hvidvaskning og bogfgring,
der er udstedt af vores
udpegede banker og
relevante kortnetvaerk.
specifikt for Visa+ vil vi
modtage modtagerens navn
og betalingsoplysninger fra
Visa og tredjeparts Visa+-
deltagende digitale e-punge
med det formal at behandle
og matche Visa+-
betalingsbetalinger mellem
deltagende digitale e-punge
og PayPal.

Hvis du er Fastlane-bruger,
vil vi i nogle tilfelde
genkende dig som Fastlane-
bruger, nar du foretager kgb
pa en deltagende partners
eller forhandlers websted, og
vi kan i disse tilfeelde bede
dig om at foretage bestemte
interaktioner med en partner
eller forhandler, herunder at
oprette en butiks- eller
loyalitetskonto ved hjzelp af
din Fastlane-profil. Vi bruger
ogsa dine personlige
oplysninger og oplysninger
om betalingsmetoder til at
afggre, om den betaling, du




foretager hos en deltagende
partner eller forhandler, er
autoriseret af dig og
sandsynligvis vil blive
autoriseret af den
betalingsmetode, du vaelger
at bruge, nar du foretager et
kgb, ved hjaelp af oplysninger
fra din Fastlane-profil.

At sende kvitteringer i
forbindelse med PayPal Point
of Sale-tjenester. Kgbere,
der bruger vores PayPal
salgsstedstjenester
(herunder Venmo Tap to
Pay), kan veaelge at give os
dine kontaktoplysninger, sa
vi kan sende dig digitale
kvitteringer. Hvis du giver
din e-mailadresse eller dit
mobilnummer til en Partner
eller Forhandler, der bruger
PayPal Point of Sale, kan vi
huske dine oplysninger,
naeste gang du kgber noget
hos en forhandler, der bruger
PayPal Point of Sale i sin
fysiske butik, hvis du bruger
det samme betalingskort.
Dette gaelder, selvom du ikke
tidligere har kgbt noget hos
den pagzldende Forhandler.
Det betyder, at din e-
mailadresse eller dit
mobilnummer allerede kan
ses i kvitteringsvisningen,
naeste gang du foretager et
kgb hos en forhandler, der
benytter et PayPal-salgssted
i sin fysiske butik.




Disse behandlingsformal
omfatter:

e At sikre, at indholdet
prasenteres pa den mest
effektive made med hensyn
til dig og din enhed.

At forhindre misbrug af
vores tjenester som en del af
vores bestrabelser pa at
holde vores platform sikker.
At vurdere, om du er
kvalificeret til at bruge
tjenesterne, og kommunikere
med dig om tjenester, som
du kan veere kvalificeret til
eller have interesse i, for
eksempel ved at udfgre
interne kreditvurderinger.
At udfgre risikoanalyser,
forebygge bedrageri og
implementere risikostyring
(f.eks. gennem
automatiseret
beslutningstagning og Al).
til at administrere og
forbedre vores tjenester og
til generelle
forretningsudviklingsformal,
f.eks. forbedring af
risikomodeller for at
minimere bedrageri, udvikle
nye produkter og funktioner
til interne operationer (f.eks.
til fejlfinding), dataanalyse,
test, forskning, statistiske
formal og udforske nye
forretningsmuligheder

At holde dine konto- og
betalingsoplysninger ajour.
At udfgre markedsfgrings-,
produkt- og kundeanalyser,

herunder nar vi samarbejder

Nodvendige kategorier af
personlige oplysninger
omfatter blandt andet:

e Registrerings- og
kontaktoplysninger
Identifikations- og
underskriftsoplysninger
Betalingsoplysninger
Oplysninger i forbindelse
med lovkrav
Oplysninger, du giver, nar du
kontakter os, herunder
oplysninger relateret til din
sarbarhed
Transaktionsoplysninger
Sporing af pakker
Tjenestespecifikke personlige
oplysninger
Oplysninger fra
kreditvurderingsbureauer og
finansielle institutioner
Oplysninger fra dine
tilknyttede finansielle konti
Oplysninger fra din brug af
tjenesterne
Tekniske brugsdata
Enhedsoplysninger
Placeringsdata

Vi har en legitim interesse i at
sikre, at PayPal forbliver en
sikker finansiel tjenesteydelse,
og fortsaette med at tilbyde
tjenester, der er innovative og
relevante for dig, samt at
optimere vores salgsindsats ved
at skraeddersy vores tjenester
til dine interesser, herunder de
annoncer og tilbud, der vises til
dig. Vi gor dette, hvor vores
legitime interesser ikke
tilsidesaettes af den
registreredes interesser eller
grundl=eggende rettigheder
og friheder.




med andre om at tilbyde
lignende tjenester og
markedsfgre vores partnere,
samt til testformal, f.eks. for
at forbedre vores
produktsortiment og
optimere vores kundetilbud.

¢ At overholde gzeldende
lovgivning, f.eks. lovgivning
om bekampelse af
hvidvaskning og
bogfgringslovgivning og
kapitalkrav, samt regler, der
er udstedt af vores udpegede
banker og relevante
kortnetvaerk. At forebygge,
registrere og undersgge
forhold omkring
hvidvaskning, finansiering af
terrorisme og bedrageri,
f.eks. nar vi behandler
personlige oplysninger med
henblik pa krav om
kundekendskab ("KYC"). Vi
udfgrer ogsa screening af
sanktioner og indberetter
oplysninger til
skattemyndigheder,
politimyndigheder,
retshandhaevende
myndigheder og
tilsynsmyndigheder, hvor vi
ikke er forpligtet af
gaeldende lovgivning, men
hvor vi i god tro mener, at
det er ngdvendigt for at
overholde gzldende
lovgivning.

e At muligggre din deltagelse i
konkurrencer, tilbud og
events.

¢ At opfylde forpligtelser i




forhold til finansiel
risikostyring, sasom
vurdering af kreditvaerdighed
og kvalitet, vurdering af
produkters egnethed,
identitetskontrol, inddrivelse
af geeld samt forebyggelse af
kriminalitet, forsikringsrisici
og overholdelse af
kapitalkrav i henhold til
gaeldende lovgivning.

At behandle oplysninger om
dine kontaktpersoner, sa det
er nemt for dig at finde og fa
forbindelse med dem og
dermed forbedre
betalingsngjagtigheden. Ved
at give os oplysninger om
dine kontaktpersoner
bekrzefter du, at du har
tilladelse til at give disse
oplysninger til PayPal til
de formal, der er beskrevet
i denne erklzering om
beskyttelse af personlige
oplysninger.

At sende dig oplysninger,
nyheder og markedsfgring
om vores tjenester, herunder
fordele eller annoncer fra os,
eller hvor vi samarbejder
med andre om at tilbyde
lignende tjenester.

At tilknytte oplysninger om
dig for at identificere din
brug af tjenester uden en
PayPal-konto (f.eks. Betal
uden en PayPal-konto) eller
ikke-brandede
betalingstjenester (f.eks.
Braintree) og knytte sadanne
transaktioner til din konto,




hvis du har eller senere
opretter en konto.

e At huske dine praferencer til
naeste gang, du bruger
tjenesterne, sasom hvilke af
dine betalingsmetoder du
foretraekker, eller om du
vaelger at modtage digitale
kvitteringer via e-mail eller
sms, nar du betaler.

¢ Vi vil anvende pracis
geolokalisering for at styrke
sikkerheden pa websteder og
tjenester. Vi indsamler
praecise geolokaliseringsdata
fra brugere, mens de er
logget ind pa deres
finansielle konto.

Disse behandlingsformal Nodvendige kategorier af | henhold til geeldende
omfatter: personlige oplysninger lovgivning har vi en juridisk
o At levere vores tjenester og |omfatter blandt andet: forpligtelse til at udfgre visse
produkter. e Registrerings- og behandlingsaktiviteter. Vi gor
o At bekrzefte din identitet, kontaktoplysninger dette, hvor det er ngdvendigt
ogsa til underskriftsformal, | e Identifikations- og for at overholde gzldende
og bekraefte dine personlige underskriftsoplysninger lovgivning.
oplysninger og e Betalingsoplysninger
kontaktoplysninger. ¢ Oplysninger i forbindelse
e At etablere, udgve eller med lovkrav
forsvare et retskrav eller e Oplysninger, du giver, nar du
indsamlingsprocedurer. kontakter os
¢ At forhindre misbrug af e Transaktionsoplysninger

vores tjenester som en del af | e Sporing af pakker

vores bestraebelser pa at e Tjenestespecifikke personlige
holde vores platform sikker. oplysninger

¢ At udfgre risikoanalyser, e Oplysninger fra
forebygge bedrageri og kreditvurderingsbureauer og
implementere risikostyring finansielle institutioner
(f.eks. gennem e Oplysninger fra dine
automatiseret tilknyttede finansielle konti

beslutningstagning og Al). e Oplysninger fra din brug af
¢ At overholde gzeldende tjenesterne




lovgivning, f.eks. lovgivning
om bekampelse af
hvidvaskning og
bogfgringslovgivning og
kapitalkrav, samt regler, der
er udstedt af vores udpegede
banker og relevante
kortnetvaerk. At forebygge,
registrere og undersgge
forhold omkring
hvidvaskning, finansiering af
terrorisme og bedrageri,
f.eks. nar vi behandler
personlige oplysninger med
henblik pa krav om
kundekendskab ("KYC"). Vi
udfgrer ogsa screening af
sanktioner og indberetter
oplysninger til
skattemyndigheder,
politimyndigheder,
retshandhaevende
myndigheder og
tilsynsmyndigheder.

e Tekniske brugsdata
e Enhedsoplysninger
e Placeringsdata

Disse behandlingsformal

omfatter:

At tilbyde visse funktioner,
som ikke er ngdvendige for
at bruge tjenesterne, men
som kan veare interessante
for dig, for eksempel
muligheden for at
synkronisere din liste over
kontaktpersoner med din
konto.

At give biometriske data til
identifikationsformal.

At vise bestemte malrettede
annoncer.

At tilknytte din e-mailkonto
med henblik pa

Nodvendige kategorier af

personlige oplysninger

omfatter blandt andet:

e Registrerings- og
kontaktoplysninger

e |dentifikations- og
underskriftsoplysninger

e Biometriske data

¢ Oplysninger fra din brug af
tjenesterne

e Tekniske brugsdata

e Enhedsoplysninger

¢ Placeringsdata

Medmindre andet er beskrevet
ovenfor, handler vi pa grundlag
af dit udtrykkelige og
frivillige samtykke.




pakkesporing.

o At tilknytte ikke-finansielle
eller finansielle konti, f.eks.
konti pa sociale medier,
mailkonti eller bank-, kort-
eller investeringskonti, som
du accepterer at tilknytte for
at muligggre betalinger eller
til andre formal, hvor du
giver samtykke til at
tilknytte en sadan ekstern
konto.

o At oprette forbindelse til en
tredjepartsplatform eller en
digital tegnebog fra en
tredjepart.

e Hvis du accepterer, at vi
sporer din pracise
geolokation, kan vi tilpasse
vores tjenester ved at bruge
det rette sprog og
skraeddersy indholdet,
herunder ved at vise
muligheder, funktioner,
tilbud, annoncer og
sggeresultater baseret pa din
placering. Selvom du ikke
giver os mulighed for at
spore din ngjagtige placering,
kan vi stadig bruge din
adresse til at sende dig
placeringsbaserede
muligheder fra virksomheder
i nerheden af din adresse.

Internationale overfgrsler af personlige oplysninger
Nar vi overfgrer personlige oplysninger om personer med bopael EU inden for PayPal-
datterselskaber og tilknyttede selskaber, er vi underlagt vores Bindende virksomhedsregler, som

er blevet godkendt af kompetente tilsynsmyndigheder.

| forbindelse med enhver anden overfgrsel af personlige oplysninger til et land uden for
Storbritannien (for personer med bopzel i Storbritannien) eller E@S (for personer med bopael i


https://www.paypal.com/uk/webapps/mpp/ua/bcr?locale.x=en_GB
https://www.paypal.com/uk/webapps/mpp/ua/bcr?locale.x=en_GB

E@S) sikrer vi, at sddanne overfgrsler er i overensstemmelse med EU's og Storbritanniens
databeskyttelseslovgivning, alt efter hvad der er geeldende.

| praksis betyder det, at vi kun overfgrer dine personlige oplysninger til en modtager uden for E@S
eller Storbritannien, hvis: (i) modtageren befinder sig i et land, som Europa-Kommissionen har
besluttet yder tilstraekkelig beskyttelse til at modtage personlige oplysninger fra E@S, eller som
det britiske udenrigsministerium har besluttet yder tilstraekkelig beskyttelse til at modtage
personlige oplysninger fra Storbritannien (alt efter hvad der er relevant), (ii) modtageren har
underskrevet passende kontraktvilkar med os, der inkorporerer Europa-Kommissionens
standardkontraktbestemmelser eller UK Information Commissioner's International Data Transfer
Agreement eller International Data Transfer Addendum (alt efter hvad der er relevant), eller (iii)
en dataoverfgrselsundtagelse gor sig geeldende (f.eks. hvis du har givet samtykke til overfgrslen af

dine personlige oplysninger).

Databeskyttelsesrettigheder i Storbritannien og E@S

Enkeltpersoner, der befinder sig i Storbritannien og E@S, nyder godt af folgende rettigheder, som
yderligere illustreres i Dine databeskyttelsesrettigheder:

¢ Retten til at blive informeret om indsamling og brug af dine persondata;

e Retten til at fa adgang til og anmode om kopier af dine persondata;

e Retten til at rette dine persondata;

e Retten til under visse omstandigheder at slette dine persondata;

e Retten til at ggre indsigelse mod behandling af dine personoplysninger under visse
omstaendigheder, hvor vi behandler dine personoplysninger til opgaver, der udfgres i
offentlighedens interesse, under udgvelse af en officiel myndighed, af hensyn til vores legitime
interesser, til videnskabelig eller historisk forskning eller statistiske formal eller til direkte
markedsfgringsformal;

¢ Retten til at traekke dit samtykke til behandling af dine personoplysninger tilbage, herunder
ved fravalg af markedsfgringskommunikation, dog uden at pavirke lovligheden af behandlingen
af dine personoplysninger baseret pa samtykke fgr tilbagetraekningen, og det vil heller ikke
pavirke behandlingen af dine personoplysninger, der udfgres i tillid til en anden lovlig
behandlingsgrund end samtykke. Hvis vi bruger dine personlige oplysninger til direkte
markedsfgring, kan du altid andre dine tilladelser, ggre indsigelse mod og fravalge fremtidige
direkte markedsfgringsmeddelelser ved hjzelp af linket til afmelding i elektronisk
kommunikation eller via dine kontoindstillinger.

e Retten til at fa automatiserede beslutninger gennemgaet og til at blive informeret om
eksistensen af enhver automatiseret beslutningstagning, herunder enhver profilering, og den
involverede logik, betydningen af og de forventede konsekvenser af en sadan behandling;

e Retten til at begraense vores behandling af dine persondata under visse omstandigheder;

e Retten til dataportabilitet af dine persondata ved hjzlp af automatiserede metoder under visse
omstaendigheder, hvor vi behandler dine persondata baseret pa samtykke, til udfgrelse af en
kontrakt, eller hvor behandlingen er ngdvendig for at hjaelpe dig med at indga en kontrakt.

Derudover har du ret til at klage til din lokale tilsynsmyndighed over vores brug af dine


https://commission.europa.eu/publications/standard-contractual-clauses-international-transfers_en
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persondata.

| E@S kan du ogsa indgive en klage til vores ansvarlige tilsynsmyndighed for databeskyttelse,
Luxemburg National Commission for Data Protection (CNPD) pr. post til Commission Nationale
pour la Protection des Donnees, Service des plaints, 15, Boulevard du Jazz, L-4370 Belvaux,

Luxembourg.

| Storbritannien kan du ogsa indgive en klage til din lokale databeskyttelsesmyndighed, som er
Information Commissioner's Office: websted: https://ico.org.uk/, adresse: Wycliffe House, Water
Lane, Wilmslow, Cheshire, SK9 5AF.

Men selvom du ikke er forpligtet til at ggre det, beder vi dig om at kontakte os fgrst for at give os
mulighed for at behandle dine bekymringer direkte, fgr du taler med din tilsynsmyndighed.

Liste over kreditoplysningsbureauer, der anvendes |
Storbritannien og E@S

Listen over kreditoplysningsbureauer, der anvendes i Storbritannien og E@S, herunder identiteten
af de kreditoplysningsbureauer, der anvendes i hvert relevant land, og et link til deres erklaering
om personlige oplysninger, hvorfra du kan bestemme, hvordan de bruger og deler personlige
oplysninger, herunder hvor lenge de opbevarer sadanne personlige oplysninger. Du kan kontakte
de kreditoplysningsbureauer direkte, der opererer i det land, hvor du bor, hvis du har spgrgsmal
vedrgrende deres tjenester, din kreditvaerdighed eller de oplysninger, de har gemt om dig, eller

hvis du gnsker at udgve dine rettigheder som registreret person over for dem.

Meddelelse om banklovgivning for brugere i E@S og

Storbritannien

| almindelighed kraever lovgivningen i Luxembourg, som PayPals handtering af personlige
oplysninger er omfattet af (databeskyttelse og bankhemmelighed), en hgjere grad af
gennemskuelighed end de fleste andre EU-love. | modsaetning til det brede flertal af udbydere af
internetbaserede tjenester eller finansielle tjenesteydelser i EU angiver PayPal derfor i denne
erklaering om personlige oplysninger de tredjepartstjenesteudbydere og samarbejdspartnere, som
vi kan videregive dine personlige oplysninger til. Du kan gennemse disse tredjeparter. Ved at
acceptere denne erklaering om beskyttelse af personlige oplysninger og ved at have en konto hos
PayPal accepterer du udtrykkeligt, at vi til de angivne formal overfgrer dine personlige oplysninger

til de pagaldende tredjeparter.

PayPal vil muligvis opdatere ovennaevnte liste over tredjeparter pa den fgrste hverdag i hvert
kvartal (januar, april, juli og oktober). PayPal begynder fgrst at overfgre personlige oplysninger til
de nye entiteter eller med de nye formal eller typer af personlige oplysninger, der er angivet i hver
opdatering, efter 30 dage fra den dato, hvor listen offentligggres i denne erklaering om
beskyttelse af personlige oplysninger. Du bgr tjekke listen pa PayPals websted hvert kvartal pa
ovenstaende datoer. Hvis du ikke ggr indsigelse mod de nye regler om videregivelse af personlige
oplysninger inden for 30 dage fra offentligggrelsen af den opdaterede liste over tredjeparter,


https://ico.org.uk/
https://ico.org.uk/
https://www.paypal.com/de/webapps/mpp/ua/cra-list-full?locale.x=en_DE
https://www.paypal.com/de/webapps/mpp/ua/cra-list-full?locale.x=en_DE
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antages det, at du har accepteret @ndringerne af listen samt denne erklaering om beskyttelse af
personlige oplysninger. Hvis du ikke kan acceptere andringerne, har du mulighed for at lukke din
konto og stoppe med at bruge vores tjenester.

For at kunne levere PayPal-tjenesterne skal visse af de oplysninger, vi indsamler (som angivet i
denne erklaering om beskyttelse af personlige oplysninger), muligvis overfgres til andre PayPal-
tilknyttede virksomheder eller andre entiteter, herunder dem, som i dette afsnit er anfgrt som
betalingsudbydere, betalingsbehandlere eller kontoejere (eller lignende betegnelser). Du
accepterer, at sadanne entiteter kan veere underlagt love, bestemmelser, forespgrgsler,
undersggelser eller afggrelser ifglge deres lokale lovgivning, som kan kraeve videregivelse af
oplysninger til de relevante myndigheder i det relevante land. Din brug af PayPal-tjenesterne
udger dit samtykke til vores overfgrsel af sadanne oplysninger for at levere PayPal-tjenesterne til
dig.

Du beder os om og giver specifikt dit samtykke til, at PayPal kan ggre falgende med dine

oplysninger:

a. Videregive ngdvendige oplysninger til: politiet og andre retshandhavende myndigheder,
sikkerhedsstyrker, kompetente statslige, mellemstatslige eller overstatslige myndigheder,
kompetente bureauer, afdelinger, tilsynsmyndigheder, disciplinzere myndigheder eller
organisationer (herunder, men ikke begraenset til, de bureauer, der henvises til i afsnittet
"Bureauer" pa listen over tredjepartsudbydere og andre tredjeparter, herunder PayPal-
koncernvirksomheder, (i) safremt vi har en juridisk forpligtelse samt tilladelse til at ggre dette,
herunder, men ikke begranset til, forpligtelser i henhold til den luxembourgske lov af 24. juli
2015 om den amerikanske Foreign Account Tax Compliance Act ("FACTA-lovgivningen”) og af
18 december 2015 om den fzlles OECD-indberetningsstandard ("CRS-lovgivningen”); (ii)
safremt vi har grund til at tro, at det er passende for os at samarbejde i forbindelse med
undersggelser af bedrageri eller andre ulovlige aktiviteter eller potentielt ulovlige aktiviteter;
eller (iii) safremt dette er ngdvendigt for at gennemfgre undersggelser af overtradelser af
PayPals brugeraftale (herunder, men ikke begraenset til, undersggelser relateret til din
betalingsmetode eller det kortnetvaerk, som udbyder dit betalingskort).

Hvis du er underlagt FATCA- eller CRS-lovgivningen, er vi forpligtede til at informere dig om de
oplysninger om dig, som vi kan videregive til forskellige myndigheder. Du kan fa mere at vide
om PayPals forpligtelser ifalge FATCA- og CRS-lovgivningen, og hvordan de kan pavirke dig,
samt laese om, hvilke oplysninger vi kan videregive som resultat deraf.

Vi og andre organisationer, herunder parter, som accepterer betaling via PayPal, kan ogsa dele,
fa adgang til og bruge (herunder fra andre lande) ngdvendige oplysninger (herunder, men ikke
begranset til, oplysninger, som er registreret af bedrageriforebyggelsesbureauer) til at hjalpe
os og sig selv med at vurdere og handtere risici (herunder, men ikke begranset til, forebyggelse
af bedrageri, hvidvaskning af penge og terrorfinansiering). Kontakt os, hvis du vil have flere
oplysninger om de relevante bedrageriforebyggelsesbureauer. Fa mere at vide om disse
bureauer, bedrageriforebyggelsesbureauer og andre tredjeparter.

b. Videregive kontooplysninger til ejere af immaterielle rettigheder, hvis de ifglge den gaeldende

nationale lovgivning i et EU-land har et krav mod PayPal om udenretslig videregivelse af
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oplysninger pa grund af en kraenkelse af deres immaterielle rettigheder, hvortil PayPals

tjenester er brugt (for eksempel, men ikke begraenset til, paragraf 19, stk. 2, nr. 3 i den tyske

varemarkelovgivning eller paragraf 101, stk. 2, nr. 3 af den tyske ophavsretslov).

. Videregive ngdvendige oplysninger som fglge af krav fra betalingskortorganisationer eller i

forbindelse med civil- eller strafferetlige sager.

. Offentligggre dit navn og PayPal-link i PayPals brugeroversigt. Dine oplysninger vil blive

bekraeftet over for andre PayPal-brugere, nar en bruger sgger pa dit navn, din e-mailadresse,

dit telefonnummer eller en del af disse oplysninger. Dette er for at sikre, at folk foretager

betalinger til den rigtige bruger. Denne funktion kan deaktiveres i indstillingerne for PayPal-

profilen.

. Hvis du som forhandler benytter en tredjepart til at fa adgang til eller integrere PayPal, kan vi

videregive de oplysninger til den pagaeldende partner, som er ngdvendige for at fremme og

opretholde en sadan aftale (herunder, men ikke begrzenset til, statussen for din PayPal-

integration, hvorvidt du har en aktiv PayPal-konto, og om du allerede samarbejder med en

anden PayPal-integrationspartner).

. Videregive ngdvendige oplysninger til betalingsbehandlere, revisorer, udbydere af

kundeservice, kreditoplysnings- og bedrageribeskyttelsesbureauer, udbydere af finansielle

produkter, kommercielle partnere, marketing- og PR-bureauer, udbydere af driftsservice,

koncernvirksomheder, bureauer, markedspladser og andre tredjeparter. Formalet med denne

videregivelse er at ggre det muligt for os at levere PayPal-tjenesterne til dig. Pa listen over

tredjeparter angiver vi ogsa for hver "kategori" ikke-eksklusive eksempler pa faktiske

tredjeparter (hvilket kan omfatte deres erhververe og efterfglgere), som vi i gjeblikket

videregiver dine kontooplysninger til, eller som vi overvejer at videregive dine

kontooplysninger til, samt formalet hermed og de faktiske oplysninger, vi videregiver (disse

tredjeparter er, undtagen hvor det udtrykkeligt er anfgrt, begraenset ifglge galdende lov eller

ved aftale med hensyn til anvendelse af oplysningerne til sekundaere formal ud over de formal,

til hvilke oplysningerne blev delt).

. Videregive ngdvendige oplysninger til din repraesentant eller befuldmaegtigede (f.eks.

indehaveren af en fuldmagt, som du udsteder, eller en vaerge udpeget for dig).

. Videregive samlede statistiske oplysninger til vores samarbejdspartnere eller til PR. Vi kan

eksempelvis videregive oplysninger om, at en vis procentdel af vores brugere bor i Manchester.

Disse samlede oplysninger vil imidlertid ikke vaere knyttet til personlige oplysninger.

i. Dele ngdvendige kontooplysninger med ikke-tilknyttede tredjeparter , som de kan bruge til

felgende formal:

1. Forebyggelse af bedrageri og risikohandtering: for at hjaelpe med forhindring af bedrageri
eller risikovurdering og -handtering.

2. Kundeservice: for at yde kundeservice, f.eks. hjaelpe dig med dine konti eller Igse tvister
(f.eks. vedrgrende fakturering eller betalinger).

3. Levering: i forbindelse med levering og ydelse af tilknyttede tjenester relateret til kgb, som
foretages ved hjalp af PayPal.

4. Overholdelse af lovgivning: for at hjaelpe dem med at opfylde krav om verificering i
forbindelse med bekampelse af hvidvask og finansiering af terrorisme.
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5. Tjenesteudbydere: for at hjelpe tjenesteudbydere, som har indgaet kontrakt med os, med
at statte vores virksomhedsdrift, f.eks. i forbindelse med forebyggelse af bedrageri,
opkraevninger, markedsfgring, kundeservice og teknologitjenester. Ifglge vores kontrakter
ma disse tjenesteudbydere kun bruge dine oplysninger i forbindelse med de tjenester, de
udfgrer for os, og ikke til deres egen fordel.

Erklaering til brugere i Storbritannien

For at kunne levere PayPal-tjenesterne skal visse af de oplysninger, vi indsamler (som angivet i
denne erklaering om personlige oplysninger), muligvis overfgres til andre PayPal-tilknyttede
virksomheder eller andre enheder, herunder dem, som i dette afsnit er anfgrt som
betalingsudbydere, betalingsbehandlere eller kontoejere (eller lignende betegnelser). Du
accepterer, at sadanne enheder kan vare underlagt love, bestemmelser, forespgrgsler,
undersggelser eller afggrelser ifglge deres lokale lovgivning, som kan kraeve videregivelse af
oplysninger til de relevante myndigheder i det relevante land.

Du anerkender specifikt, at PayPal kan ggre folgende med dine oplysninger:

a. Videregive ngdvendige oplysninger til: politiet og andre retshandhavende myndigheder,
sikkerhedsstyrker, kompetente statslige, mellemstatslige eller overstatslige myndigheder,
kompetente bureauer, afdelinger, tilsynsmyndigheder, disciplinzere myndigheder eller
organisationer og andre tredjeparter, herunder PayPal-koncernvirksomheder, (i) safremt vi har
en juridisk forpligtelse samt tilladelse til at ggre dette, herunder, men ikke begrznset til,
forpligtelser i henhold til lovgivning til implementering af den amerikanske Foreign Account Tax
Compliance Act ("FACTA") og den faelles OECD-indberetningsstandard ("CRS"), (ii) safremt vi
har grund til at tro, at det er passende for os at samarbejde i forbindelse med undersggelser af
bedrageri eller andre ulovlige aktiviteter eller potentielt ulovlige aktiviteter, eller (iii) safremt
dette er ngdvendigt for at gennemfgre undersggelser af overtraedelser af PayPals brugeraftale
(herunder, men ikke begraenset til, undersggelser relateret til din betalingsmetode eller det
kortnetvaerk, som udbyder dit betalingskort).

Hvis du er underlagt FATCA eller CRS, er vi forpligtede til at informere dig om de oplysninger

om dig, som vi kan videregive til forskellige myndigheder.

Vi og andre organisationer, herunder parter, som accepterer betaling via PayPal, kan ogsa dele,
fa adgang til og bruge (herunder fra andre lande) ngdvendige oplysninger (herunder, men ikke
begranset til, oplysninger, som er registreret af bedrageriforebyggelsesbureauer) til at hjaelpe
os og sig selv med at vurdere og handtere risici (herunder, men ikke begranset til, forebyggelse
af bedrageri, hvidvaskning af penge og terrorfinansiering). Kontakt os, hvis du vil have flere
oplysninger om de relevante bedrageriforebyggelsesbureauer.

b. Videregive kontooplysninger til ejere af immaterielle rettigheder, hvis de i henhold til geeldende
lovgivning har et krav mod PayPal i forbindelse med en udenretslig videregivelse af oplysninger
pa grund af en kraenkelse af deres immaterielle rettigheder, som PayPal-tjenester er blevet
brugt til.

c. Videregive ngdvendige oplysninger som fglge af krav fra betalingskortorganisationer eller i



forbindelse med civil- eller strafferetlige sager.

d. Offentligggre dit navn og PayPal-link i PayPals brugeroversigt. Dine oplysninger vil blive
bekraeftet over for andre PayPal-brugere, nar en bruger sgger pa dit navn, din e-mailadresse,
dit telefonnummer eller en del af disse oplysninger. Dette er for at sikre, at folk foretager
betalinger til den rigtige bruger. Denne funktion kan deaktiveres i indstillingerne for PayPal-
profilen.

e. Hvis du som partner eller forhandler benytter en tredjepart til at fa adgang til eller integrere
PayPal, kan vi videregive de oplysninger, som er ngdvendige for at fremme og opretholde en
sadan aftale (herunder, men ikke begraenset til, oplysninger om statussen for din PayPal-
integration, hvorvidt du har en aktiv PayPal-konto, og om du allerede samarbejder med en
anden PayPal-integrationspartner), til den pagaeldende tredjepart.

f. Videregive ngdvendige oplysninger til betalingsbehandlere, revisorer, udbydere af
kundeservice, kreditoplysnings- og bedrageribeskyttelsesbureauer, udbydere af finansielle
produkter, kommercielle partnere, marketing- og PR-bureauer, udbydere af driftsservice,
koncernvirksomheder, bureauer, markedspladser og andre tredjeparter, der er angivet her.
Formalet med denne videregivelse er at ggre det muligt for os at levere PayPal-tjenesterne til
dig. Pa listen over tredjeparter angiver vi for hver "kategori" ogsa ikke-ekskluderende
eksempler pa faktiske tredjeparter (hvilket kan omfatte deres erhververe og efterfglgere), som
vi i gjeblikket videregiver dine kontooplysninger til, eller som vi overvejer at videregive dine
kontooplysninger til, samt formalet hermed og de faktiske oplysninger, vi videregiver (disse
tredjeparter er, undtagen hvor det udtrykkeligt er anfgrt, begraenset ifglge galdende lov eller
ved aftale med hensyn til anvendelse af oplysningerne til sekundaere formal ud over de formal,
til hvilke oplysningerne blev delt).

g. Videregive ngdvendige oplysninger til din repraesentant eller befuldmaegtigede (f.eks.
indehaveren af en fuldmagt, som du udsteder, eller en vaerge udpeget for dig).

h. Videregive samlede statistiske oplysninger til vores samarbejdspartnere eller til PR. Vi kan
eksempelvis videregive oplysninger om, at en vis procentdel af vores brugere bor i Manchester.
Disse samlede oplysninger er imidlertid ikke knyttet til personlige oplysninger.

i. Dele ngdvendige kontooplysninger med ikke-tilknyttede tredjeparter (angivet her), som de kan
bruge til fglgende formal:

a. Forebyggelse af bedrageri og risikohandtering: for at hjaelpe med forhindring af bedrageri
eller risikovurdering og -handtering.

b. Kundeservice: for at yde kundeservice, f.eks. hjelpe dig med dine konti eller Igse tvister
(f.eks. vedrgrende fakturering eller betalinger).

c. Levering: i forbindelse med levering og ydelse af tilknyttede tjenester relateret til kgb, som
foretages ved hjalp af PayPal.

d. Overholdelse af lovgivning: for at hjelpe dem med at opfylde krav om verificering i
forbindelse med bekampelse af hvidvask og finansiering af terrorisme.

e. Tjenesteudbydere: for at hjalpe tjenesteudbydere, som har indgdet kontrakt med os, med
at stgtte vores virksomhedsdrift, f.eks. i forbindelse med forebyggelse af bedrageri,
opkraevninger, markedsfgring, kundeservice og teknologitjenester. Ifglge vores kontrakter
ma disse tjenesteudbydere kun bruge dine oplysninger i forbindelse med de tjenester, de



udfgrer for os, og ikke til deres egen fordel.

Videregivelse for enkeltpersoner i Mexico

Dette afsnit indeholder yderligere oplysninger for enkeltpersoner i Mexico og supplerer PayPal's

erklaering om personlige oplysninger ovenfor. Den dataansvarlige for dine persondata er den

PayPal-enhed, der er etableret i det land eller jurisdiktion, hvor du bor, som du kan findes i vores

kontaktoplysninger. Nedenfor beskriver vi vores primaere og sekundare formal med behandlingen

af dine personlige oplysninger.

Primaert formal

Sekundart formal

Det primaere formal med behandlingen af dine
persondata er:

o At levere vores tjenester, opfylde relevante
aftaler med dig og pa anden made
administrere vores forretningsforhold med
dig.

At administrere din betaling for produkter og
kundeforholdet.

¢ Hvis du benytter Fastlane, vil vi ogsa bruge
dine personlige oplysninger samt oplysninger
om dine betalingsmetoder til at afggre, om
en betaling, du foretager hos en deltagende
partner eller forhandler, er autoriseret af dig,
og om det er sandsynligt, at den vil blive
autoriseret af udbyderen af den
betalingsmetode, du velger at anvende, nar
du foretager et kgb ved hjzelp af
oplysningerne fra din Fastlane-profil.

¢ At vurdere din kreditvaerdighed i forbindelse
med din ansggning, bekraefte din identitet og
dine kontaktoplysninger og beskytte dig og
andre mod bedrageri.

o At bekrzfte din identitet, ogsa ved hjalp af
elektronisk underskrift, og bekrzefte dine
personlige oplysninger og
kontaktoplysninger.

e At pavise, at transaktioner er blevet
gennemfgrt.

e At etablere, udgve eller forsvare et retskrav
eller indsamlingsprocedurer.

e At overholde interne procedurer.

e At vurdere, hvilke betalingsmetoder og

Vi er athangige af dit udtrykkelige og
frivillige samtykke for at kunne behandle dine
personlige oplysninger i forbindelse med
bestemte funktioner, der ikke er ngdvendige for
brugen af tjenesterne, men eventuelt kan vaere
interessante for dig, f.eks. synkronisering af din
kontaktliste med din PayPal-konto, angivelse af
biometriske oplysninger, malrettet annoncering
eller tilknytning af en tredjepartsplatform. Du
kan til enhver tid &@ndre mening vedrgrende
brugen af disse funktioner i dine
kontoindstillinger. Bemaerk, at tilbagetrakning
af dit samtykke ikke pavirker lovligheden af
eventuel behandling, vi har foretaget, fgr du
trak dit samtykke tilbage. Du kan til enhver tid
traekke dit samtykke tilbage gennem din brug af
ARCO-rettigheder som beskrevet nedenfor.




tjenester du kan tilbydes, f.eks. ved at
foretage interne og eksterne
kreditvurderinger.

At udfgre kundeanalyser og administrere
vores tjenester samt med henblik pa intern
drift, herunder fejlfinding, dataanalyse,
testning, research og statistiske formal.

At kommunikere med dig i forbindelse med
vores tjenester.

At sikre, at indholdet praesenteres pa den
mest effektive made for dig og din enhed.

At vurdere, om du er kvalificeret til at bruge
tjenesterne, og kommunikere med dig om
tjenester, som du kan vaere kvalificeret til
eller have interesse i.

for at udfgre risikoanalyse, forebyggelse af
bedrageri og risikostyring (f.eks. gennem
automatiseret beslutningstagning og Al).

At forbedre vores tjenester samt til generelle
forretningsudviklingsformal sasom forbedring
af kreditrisikomodeller for f.eks. at minimere
bedrageri, udvikle nye produkter og
funktioner og udforske nye
forretningsmuligheder.

At holde din PayPal-konto og dine
betalingsoplysninger ajour.

At udfgre markedsfgrings-, produkt- og
kundeanalyser, herunder tests, f.eks. for at
forbedre vores produktsortiment og optimere
vores kundetilbud.

At overholde gaeldende lovgivning, f.eks.
lovgivning om bekaempelse af hvidvaskning af
penge og bogfgringslovgivning og kapitalkrav,
samt regler, der er udstedt af vores udpegede
banker og relevante kortnetvark. At
forebygge, registrere og undersgge forhold
omkring hvidvaskning, finansiering af
terrorisme og bedrageri, f.eks. nar vi
behandler personlige oplysninger med henblik
pa krav om kundekendskab ("KYC"). Vi
udfgrer ogsa screening af sanktioner og

indberetter oplysninger til




skattemyndigheder, politimyndigheder,
retshandhaevende myndigheder og
tilsynsmyndigheder.

At muligggre din deltagelse i konkurrencer,
tilbud og events.

¢ At opfylde vores forpligtelser i forhold til
finansiel risikostyring sdsom kreditresultater
og -kvalitet, forsikringsrisici og overholdelse
af kapitalkrav i henhold til geeldende
lovgivning.

e Behandling af oplysninger om dine kontakter,
sa det er nemt for dig at finde og forbinde
dem og dermed forbedre
betalingsngjagtigheden. Ved at give os
oplysninger om dine kontakter bekrafter du,

at du har tilladelse til at give disse

oplysninger til PayPal til de formal, der er

beskrevet i denne erklaering om personlige

oplysninger.

ARCO-rettigheder

Uagtet de databeskyttelsesrettigheder, der er anfgrt under Dine databeskyttelsesrettigheder:
¢ Vi anerkender vigtigheden af din evne til at kontrollere brugen af dine personlige oplysninger
og giver dig flere mader, hvorpa du kan udgve dine rettigheder til adgang (ret til at vide),
berigtigelse (rettelse eller opdatering), sletning (annullering og fijernelse), indsigelse
(indvending), portabilitet (overfgrsel) og til at begraense behandlingen helt eller delvist
(samlet betegnet som dine ARCO-rettigheder).

e Hvis du har en konto, kan du udgve dine ARCO-rettigheder ved at ga til "Persondata" under
Kontoindstillinger pa PayPal-webstedet eller -mobilappen, eller du kan indgive din anmodning
ved at ringe til vores kundeservice. Vi bekraefter din identitet med (i) en sikkerhedskode via
sms, (ii) et telefonopkald til det telefonnummer, der er registreret pa platformen, eller (iii) ved
at anmode dig om adgang til din konto.

¢ Hvis du ikke allerede har en konto (f.eks. hvis du bruger Betaling uden en PayPal-konto), kan
du udgve dine ARCO-rettigheder i forbindelse med dine betalingstransaktioner ved at ringe til
PayPals kundeservice.

e Din behgrigt autoriserede agent kan sende en anmodning pa dine vegne ved at kontakte vores
kundeservice. Bemark, at vi kan have brug for yderligere oplysninger til bekraeftelse.

e Vi svarer pa din anmodning inden for tyve (20) hverdage efter din sidste henvendelse.

¢ Udgvelsen af en ARCO-rettighed forhindrer dig ikke i at udgve dine andre ARCO-rettigheder.

Hvis du gnsker at udgve en hvilken som helst af dine rettigheder med hensyn til de personlige
oplysninger, der er tilknyttet din Fastlane-profil, er dette muligt ved at kontakte os pa det



nummer, der er angivet i sektionen "Vores kontaktoplysninger", eller ved at indsende
anmodningen via administrationsportalen for din Fastlane-profil. Safremt du har brug for at
e@ndre dine personlige oplysninger — sasom din e-mailadresse eller dit telefonnummer — kan du
gore det ved at udgve dine ARCO-rettigheder (adgang, berigtigelse, annullering og indsigelse). Pa
grund af driftsmaessige eller tekniske begransninger i forbindelse med visse tjenester kan det dog
vare ngdvendigt at oprette en ny konto eller brugerprofil for at implementere sadanne andringer.
| sddanne tilfaelde vil du blive behgrigt informeret, og enhver nyoprettet konto vil fortsat vaere
underlagt denne erklaering om beskyttelse af personlige oplysninger.

Oplysninger for enkeltpersoner i Singapore

Dette afsnit indeholder yderligere oplysninger for enkeltpersoner i Singapore og supplerer PayPal's
erklaering om personlige oplysninger ovenfor.

Vi er afhaengige af dit udtrykkelige og frivillige samtykke for at kunne behandle dine personlige
oplysninger i forbindelse med bestemte funktioner, der ikke er ngdvendige for brugen af
tjenesterne, men eventuelt kan vaere interessante for dig, f.eks. synkronisering af din kontaktliste
med din PayPal-konto, angivelse af biometriske oplysninger, malrettet annoncering eller
tilknytning af en tredjepartsplatform. Du kan til enhver tid @ndre mening vedrgrende brugen af
disse funktioner i dine kontoindstillinger. Bemaerk, at tilbagetraekning af dit samtykke ikke
pavirker lovligheden af eventuel behandling, vi har foretaget, far du trak dit samtykke tilbage. Du
kan til enhver tid traekke dit samtykke tilbage, som beskrevet i Dine databeskyttelsesrettigheder

ovenfor.

Vi har ogsa en legitim interesse i at sikre, at PayPal forbliver en sikker finansiel tjeneste, og
fortsaette med at tilbyde tjenester, der er innovative og interessante for dig, samt at optimere
vores salgsindsats ved at skraeddersy vores tjenester til dine interesser, herunder annoncer og
tilbud, som du kan fa vist. Ud over de andre lovlige grundlag, hvorunder vi behandler dine
persondata, kan vi behandle dine persondata, hvor vores legitime interesser ikke tilsidesaettes af
den registreredes interesser eller grundlaeggende rettigheder og frihedsrettigheder.

Disse behandlingsformal omfatter: Nodvendige kategorier af personlige
¢ At levere vores tjenester og produkter, hvor |oplysninger omfatter blandt andet:

det er ngdvendigt for at overholde geldende | o Registrerings- og kontaktoplysninger

lovgivning. e Identifikations- og underskriftsoplysninger
e For at bekrafte din identitet, ogsa med e Betalingsoplysninger
henblik pa underskrift, og bekraefte dine Oplysninger i forbindelse med lovkrav
personlige oplysninger og e Oplysninger, du giver, nar du kontakter os
kontaktoplysninger, hvor det er ngdvendigt | e Transaktionsoplysninger
for at overholde gaeldende lovgivning. e Sporing af pakker
e For at fastlaegge, udgve eller forsvare et e Tjenestespecifikke personlige oplysninger;

juridisk krav eller en opkraevningsprocedure, | e Oplysninger fra kreditvurderingsbureauer og
hvor det er ngdvendigt for at overholde pengeinstitutter




geeldende lovgivning

e At sikre, at indholdet praesenteres pa den
mest effektive made for dig og din enhed.

¢ At forhindre misbrug af vores tjenester som
en del af vores bestrabelser pa at holde vores
platform sikker.

e At vurdere, om du er kvalificeret til at bruge
tjenesterne, og kommunikere med dig om
tjenester, som du kan vaere kvalificeret til
eller have interesse i, for eksempel ved at
udfgre interne kreditvurderinger.

e til at udfgre risikoanalyse, forebyggelse af
bedrageri og risikostyring (f.eks. gennem
automatiseret beslutningstagning og Al);

o At forbedre vores tjenester samt til generelle
forretningsudviklingsformal sasom forbedring
af kreditrisikomodeller for f.eks. at minimere
bedrageri, udvikle nye produkter og
funktioner og udforske nye
forretningsmuligheder.

e At holde dine konto- og betalingsoplysninger
ajour.

e At udfgre markedsfgrings-, produkt- og
kundeanalyser, herunder tests, f.eks. for at
forbedre vores produktsortiment og optimere
vores kundetilbud.

¢ At overholde gzldende lovgivning, f.eks.
lovgivning om bekaempelse af hvidvaskning
og bogfgringslovgivning og kapitalkrav, samt
regler, der er udstedt af vores udpegede
banker og relevante kortnetvark. At
forebygge, registrere og undersgge forhold
omkring hvidvaskning, finansiering af
terrorisme og bedrageri, f.eks. nar vi
behandler personlige oplysninger med henblik
pa krav om kundekendskab ("KYC"). Vi
udfgrer ogsa screening af sanktioner og
indberetter oplysninger til
skattemyndigheder, politimyndigheder,
retshandhaevende myndigheder og
tilsynsmyndigheder, hvor vi ikke er forpligtet

af geeldende lovgivning, men hvor vi i god tro

Oplysninger fra dine tilknyttede finansielle
konti

Oplysninger fra din brug af tjenesterne
Tekniske brugsdata

Enhedsoplysninger

Placeringsdata




mener, at det er ngdvendigt for at overholde
geeldende lovgivning.

At muligggre din deltagelse i konkurrencer,
tilbud og events.

At opfylde vores forpligtelser i forhold til
finansiel risikostyring sdsom kreditresultater
og -kvalitet, forsikringsrisici og overholdelse
af kapitalkrav i henhold til geeldende
lovgivning.

Behandling af oplysninger om dine kontakter,
sa det er nemt for dig at finde og forbinde
dem og dermed forbedre
betalingsngjagtigheden. Ved at give os
oplysninger om dine kontakter bekraefter
du, at du har tilladelse til at give disse
oplysninger til PayPal til de formal, der er
beskrevet i denne erklzering om personlige
oplysninger.

for at give dig oplysninger, nyheder og
markedsfgring om vores tjenester, herunder
belgnninger eller annoncer fra os, eller hvor vi
samarbejder med andre om ogsa at tilbyde
lignende tjenester pa vores tjenester,
afhaengigt af dine
kommunikationspraeferencer

At tilknytte oplysninger om dig for at
identificere din brug af tjenester uden en
PayPal-konto (f.eks. Betal uden en PayPal-
konto) eller ikke-brandede betalingstjenester
(f.eks. Braintree) og knytte sadanne
transaktioner til din konto, hvis du har eller
senere opretter en konto.

At huske dine praeferencer til nzeste gang, du
bruger tjenesterne, sasom hvilke af dine
betalingsmetoder du foretraekker, eller om du
vaelger at modtage digitale kvitteringer via e-
mail eller sms, nar du betaler.
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